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1. Licence Agreement

using the licensed software.

u Please read carefully the terms and conditions of this licence agreement before installing, copying or

Meinberg Device Manager End-User Licence Agreement

Meinberg Funkuhren GmbH & Co. KG
9 Lange Wand

Bad Pyrmont 31812

Germany

Phone: +49 (0) 5281 /93 09- 0

Fax: +49 (0) 5281 /93 09 - 230

This End-User License Agreement (EULA) is a legal agreement between you (physical person or legal entity) and
the company Meinberg Funkuhren. It concerns the Meinberg Funkuhren Software product mentioned above with
the corresponding software module, media, printed materials and electronical documentation. By installing,
copying and using the Meinberg Device Manager in other purposes, you agree on the terms of this EULA. This
License Agreement represents the entire arrangement of the program between you and Meinberg Funkuhren (as
Licensor) and replaces all prior recommendations, representations and agreements between the parties. If you do
not agree with the terms of this License Agreement, then don’t install or use the Meinberg Device Manager. The
Meinberg Device Manager is protected by copyright and international copyright treaties, as well as by other
intellectual property laws and treaties. The Meinberg Device Manager is licensed and not sold.

1. LICENSE GRANT
The Meinberg Device Manager is licensed as follows:

(a) Installation anduse. The Meinberg Device Manager grants you the rights to install and to use copies of the
Meinberg Device Manager on your computer, provided that your computer is running with a properly licensed
copy of the operating system for which the Meinberg Device Manager was developed.

(b) Backup copies. For backup and archival purposes, necessary copies of the Meinberg Device Manager may be
made.

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS

(a) Information about the maintenance of copyright. You can’t remove or change the copyright notices of any
Meinberg Device Manager copies.

(b) Distribution. You are not allowed to share registered copies of the Meinberg Device Manager with third parties.
Demo versions are available on the Meinberg Funkuhren website. They can be downloaded and shared for
free.

(c) Prohibition of reverse engineering, decompiling and disassembly. You are not authorized to reverse engineer,
to decompile and to disassembly the Meinberg Device Manager, except when may be expressly permitted by
applicable law (and only insofar).

(d) Support services. You can obtain support services for the Meinberg Device Manager (Support lines) from the
company Meinberg Funkuhren. Any further software code provided to you as a part of the Support Services, is
a part of the Meinberg Device Manager and is subject to the terms and conditions of this EULA.

(f) Compliance with applicable regulations. You must comply with all applicable regulations regarding the use
of the Meinberg Device Manager.



3. TERMINATION
Without prejudice to any other rights, Meinberg Funkuhren is entitled to terminate this EULA if you violate its
provisions. In such a case, you are obliged to destroy all the copies of the software and all its modules.

4. COPYRIGHT

All titles, including but not limited to copyright, in and around the Meinberg Device Manager and its copies, are
property of Meinberg Funkuhren. All titles and intellectual property rights in and to the content that may be
accessed using the Meinberg Device Manager, are the property of their respective content owners and may be
protected by copyright or other intellectual property laws and treaties. This EULA does not grant you any rights for
using such contents. All rights that are not expressly granted are reserved by Meinberg Funkuhren.

5. NO WARRANTY

Meinberg Funkuhren rejects expressly any warranty for the Meinberg Device Manager. The Meinberg Device Manager
is provided “as is” without any warranty of any kind, either express or implied, including, but not limited to, the
warranties of merchantability, non-infringement or suitability for a particular purpose. Meinberg Funkuhren
assumes no liability or responsibility for the accuracy or completeness of the information, texts, graphics, links or
other elements within the Meinberg Device Manager. Meinberg Funkuhren offers no warranty concerning any
damage which may be caused by the transmission of computer viruses, worms, time bombs, logical bombs or any
other computer programs. Meinberg Funkuhren disclaims any warranty or assurance with respect to authorized
users or third parties.

6. LIABILITY

Meinberg is never responsible for any damage resulting from the use of “the Authorized User” or its inability to use
the Meinberg Device Manager (including, without restrictions, lost profits, business interruption or lost data, also if
Meinberg Funkuhren was advised that there might be a possibility of such damages. Meinberg Funkuhren is never
responsible for any loss of data or for any indirect, special, incidental, consequential or any other damages caused
by breach of contract. Meinberg Funkuhren assumes no responsibility regarding the content of the Meinberg Device
Manager or any part of it, including but not limited to errors or omissions, insults, violations of publicity rights,
trademark law, business interruption, personal injury, loss of privacy and moral rights or the disclosure of
confidential information.



2. Aboutthe MEINBERG Device Manager

The absolute control over your MEINBERG modules and assembly groups

o

Meinberg Device Manager

Status

Configuration Updates Monitoring

The MEINBERG Device Manager is a special program developed by our software experts for a simple management
of your MEINBERG stand-alone modules, as well as of the compatible assembly groups.

The program offers you many possibilities such as configuring, monitoring in real-time and updating all your
MEINBERG modules and assembly groups which have a serial or a network interface.

This user manual is a systematically structured guide which familiarizes you with all the important functions of the
MEINBERG Device Manager.



3. About this manual

3.1. Symbols used

0 This symbol refers to additional and useful information about the Meinberg Device Manager.

AThis symbol warns you, inter alia, about the incorrect use of the Meinberg Device Manager or
points out that only trained personnel is allowed to change some of its default settings.

3.2. Using Meinberg Device Manager

This user manual contains necessary information which is needed for using correctly the Meinberg Device
Manager.

This user manual explains how to use the Meinberg Device Manager. It is intended for the technical
o staff responsible for installing, putting into operation, maintaining and troubleshooting the

Meinberg products. The level of this manual is also intended for people who are already familiar
with the Meinberg products.
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3.5. List of abbreviations

AFNOR

AC
ASCII

BMC
BMCA
BNC
Bps
bps
CAT5
CET
CLI
DARS
DB9
DC
DCF77

DHCP

DNS
DSCP
DST
El

E2E
ETH
FD
FTP
Fw
GE / GbE
GLONASS

GM
GND
GNSS

GOAL
GPIO
GPS
GSM

HMI
HP

Association Francaise de
Normalisation time codes
Alternating Current

American Standard Code for
Information Interchange

Best Master Clock

Best Master Clock Algorithm
Bayonet Neil Councilman connector
Bytes per second

Bits per second

Standard Network Cable

Central European Time

Command Line Interface

Digital Audio Reference Signal
Connector do type D-sub miniature
Direct Current

Is a longwave time signal. DCF77
stands for D=Deutschland
(Germany)

C=long wave signal, F=Frankfurt,
77=frequency: 77.5 kHz. DCFMARK
Single pulse with a programmable
date and time

Dynamic Host
Protocol

Domain Name Server
Differentiated Services Code Points
Daylight Saving Time

European  digital transmission
signal at 2.048 MHz wused in
telecommunication networks.
End-to-end

Ethernet

Frequency Deviation

File Transfer Protocol

Firmware

Gigabit Ethernet

Global Navigation Satellite System
from Russian Aerospace Defence
Forces

Grandmaster

Ground (Connector)

Global Navigation Satellite System
(GPS, GLONASS, Galileo, Beidou)
GPS Optical Antenna Link

General Purpose Input Output
Global Positioning System (USA)
Global System for Mobile
Communications

Human-Machine Interface
Horizontal Pitch - is a unit measure
the horizontal width of rack

Configuration

HPS

HSR

HTTP
HTTPS
IEC

IED
IEEE

IEEE 1588

IP
IP 20
IRIG

LCD
LED
LINUX

LIU

LNE

MAC
MD5

MESZ
MEZ
MIB
MRS
MSF

NIST

NMEA

NTP
NTPD
osv

ouT
P2pP
PLC
PLL
PLT
PPM

mounted electronic equipment
High Performance Synchronization
PTP/NTP/SyncE GBit module
High-availability Seamless
Redundancy

Hypertext Transfer Protocol
Hypertext Transfer Protocol Secure
International Electrotechnical
Commission

Intelligent Electronic Devices
Institute of Electric and

Electronic Engineers

Protocol for high precision
synchronization in nanosecond
range (PTP)

Internet Protocol

Protection Class 20

Inter-range instrumentation group
time codes

Liquid Crystal Display
Light-Emitting Diode

Unix-like multi-user computer
operating system

Line Interface Unit- an module for
generation E1/T1 Signals, both
MBit/s (framed) and  Clock
(unframed)

Local Network Extension,
additional Ethernet Ports

Media Access Control
Message-Digest cryptographic
hash function

Middle European Summer Time
Middle European Time
Management Information Base
Multi Reference Source

Time signal transmitter in
Anthorn, UK

National Institute of

Standards and Technology
Communication standard from
National Marine Electronics
Association

Network Time Protocol

NTP Daemon

Original Shipped Version
(Firmware)

Output

Peer-to-Peer

Programmable Logic Controller
Phase Locked Loop

Power Line Time

Pulse per Minute



PRP
PPS
PPH
PTB

PTP
RAM
REF
RF

RG58
RJ45

RMC
RoHS

RPS
RS232/485
RSC

RX

SBC

SDU
SHA-1
SMB
SNMP

SNTP
SMTP
SPS
SSH
SSuU

Parallel Redundancy Protocol
Pulse per Second

Pulse per Hour

Physical - Technical Institute
Braunschweig / Germany
Precision Time Protocol

Random Access Memory
Reference Time

Frequency of radio waves,

from 3kHz to 300GHz

Standard coaxial cable used to
connect an antenna and a receiver
Ethernet  Connector with 8
conductors

Remote Monitoring Control
Restriction of Hazardous
Substances

Redundant Power Supply

Serial port levels

Redundant Switch Control unit
Receiving Data

Single Board Computer

Signal Distribution Unit

Secure Hash Algorithm 1
Subminiature coaxial connector
Simple  Network Management
Protocol

Simple Network Time Protocol
Simple Mail Transfer Protocol
Standard Positioning System
Secure SHell network protocol
Synchronization Supply Unit,
specific clock used in
telecommunication networks
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SSM

ST
Stratum
SYSLOG
TAI
TACACS

TCG
TCR

D
T1

TCP
TTL
TTL
X

ubP
UMTS

UNIX
uTC
VLAN
WWVB

XMR

Sync Status Messages,

clock quality parameters in
telecommunication networks.
Bayonet-lock connector

Value defines the NTP hierarchy
Standard for computer data logging
Temps Atomique International
Terminal Access Controller

Access Control System

Time Code Generator

Time Code Receiver for IRIG A/B,
AFNOR or IEEE1344 codes

Time Deviation

North American telecommunication
signal at 1.544 MHz frequency
Transmission Control Protocol
Transistor-to-Transistor Logic
Time to Live

Data Transmission

Unit - is a unit measure the vertical
height of rack mounted electronic
equipment.

User Datagram Protocol

Universal Mobile
Telecommunications System
Multitasking, multi-user computer
operating system

Universal Time Coordinate

Virtual Local Area Network

Time signal radio station

Fort Collins, Colorado (USA)
External Multi-Reference



4, System requirements for the Meinberg Device-Manager

The Meinberg Device-Manager is compatible for the following operating systems:

Windows all versions from Windows 7

Linux Ubuntu / Mint Linux / Debian / SUSE Linux / CentOS

0 Older versions, before Windows 7 are not supported.

5. Installation

5.1 Download

You can download the MEINBERG Device Manager from the MEINBERG homepage, free of charge.
To download your program, click on the following links:
Meinberg Device Manager

For Windows systems
https://www.meinberg.de/download/utils/windows/Meinberg Device-Manager setup.exe

For Linux systems
https://www.meinberg.de/download/utils/linux/Meinberg Device-Manager.tar.gz

5.2 Installation

Open the downloaded set-up file of the Meinberg Device Manager and follow the instruction from the screen.

0 A 18 MB memory capacity is needed for the Meinberg Device Manager
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https://www.meinberg.de/download/utils/windows/Meinberg%20Device-Manager%20setup.exe
https://www.meinberg.de/download/utils/linux/Meinberg%20Device-Manager.tar.gz

6.

Starting Meinberg Device Manager

If you connect a module/ assembly group with the
Meinberg Device Manager for the first time, you can
make a preliminary selection of the connection type.

While establishing the connection, only the
modules/ assembly groups with the previously
selected connection type will be displayed and
scanned.

Choose how many modules/ assembly groups you
want to connect to the Meinberg Device Manager.

Depending on your selection, modules/ assembly
groups will be differently displayed on the start
screen.

Up to two devices will be displayed in single view.

More than two devices will be displayed in a tree-
structured view.

Search for the connected modules/ assembly groups.
By clicking on the magnifier icon, the program will
search the connected modules/ assembly groups and
they will be displayed in the adjacent window.

The number of the detected devices will also be
displayed.

Select the modules/ assembly groups which are to be
managed using the application.

Meinberg Device Manager b !

JUS/IEISE8] DEVICE MANAGER %%,

Welcome to Meinberg Device Manager!

help you fo gef the best out of the appication accordin

Ploase select your preferred way o connect to Meinberg devices:

Serial Port Network

©

Serlal Port + Network

&3
+

Figure 1: Connection type

Meinberg Device Manager x

Vli/3/1/i{35{f]l DEVICE MANAGER %,

How many Memberg devces are you planning (o manage with the appixcaton ?

Up to two Three or more

T e

Figure 2: Number of devices

Meinberg Device Manages X

Jjl[5/[/5{df{8) DEVICE MANAGER %,

to Device

This diaiog shail help you to get the beat out of the application sccording to your use case

150 4 c4Too043e0
180 s g4Ta 004280 3

005511034380
N2X180, sin D0SE11001570
meroSyne HR100, i 025811000950

o ]
will be adopled

Figure 3: Search connected devices

devices have been found.
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Activate the checkbox and encrypt the file
containing your user-defined configurations (e.g.
passwords and stored IP addresses) by assigning a
password.

At the first start of the Meinberg Device Manager you
can make basic settings such as the initial or
periodic search for modules/assemblies.

After you have made all the settings, click OK to start
the Device Manager.

If some connections to the modules/ assembly
groups were saved, the Meinberg Device Manager will
try to restore them during the new starting.

Meinberg Device Manager

Jll/Z/J/5{3¢{6) DEVICE MANAGER %%

Welcome to Meinberg Device Manager!

you to get the best out: use case

Do you want to encrypt your preferences file?

Enable encryption
u}

Password,

Password (Confirmation):

Figure 4: Encryption

Cancel

Wisinberg Device Mansger

JlE/IElZii) DEVICE MANAGER 1%,

Welcome to Meinberg Device Manager!

Seareh for

ol nelp tor o ihing 1o your uee case.

Agamianal basic options:

o detect new dsvices on pi

o

Search for v pariodicaiy vice (ro@ view.
The intervai can be changsd Jater. This

a =]

vt

Initial Device Search Periodical Device Search Always expand Save settings

Q6

Figure 5: Additional options

Meinberg Device Manager

JlI/I/534{f} DEVICE MANAGER %,

to Device

This ciaiog shail help you 1o get the best oul of the application according to your use case

We are done.

Click OK fo start using Meinberg Device Manager, now!

Figure 6: Connection done

[lS/l/5{94{8) DEVICE MANAGER %,

Please wait...

trying to reconnect to 1 saved devices.

Figure 7: Re
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6.1 Updates

To use the full functionality for configuration and status monitoring of your Meinberg products, we recommend
to always use both the latest version of the Device Manager and the latest firmware version for your product.

Update the Meinberg Device Manager

If there is a new version of the Device Manager
available, you will be informed about it e.g. when
starting the program and are able to install the new
version by clicking on "Yes". This will overwrite the
older version.

Update of the Firmware

If there is a new firmware version for connected
modules/assemblies available, you will be informed
aboutit e.g. at program start and may download the
new version by clicking on "Yes".

Connected modules on which the update is to be
installed can be selected in the next dialog window.
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Mew version recommended - x

Meinberg Device Manager v5.2 is now available!

One or more connected meinbergOS device(s) recommend(s) te install

the new version in order to use itsitheir full feature set

You are using Meinberg Device Manager v5.0 echo.

Changelog:

[ersion 5.2 - Wednesday, 20200508

uing automatic firmiare update if update file name has a hyphen instead of an

f same YLAN-ID for more than one physical or virtual interface

Do you want to update, now?

Download Progress: 0.000 MB / 41.390 MB

Figure 8: Update Device Manager

New meinbergQ5 version available

meinberg0$ 2020.05.0 is now available!
Your oldest meinberg0s is 2020.01.3.

Changelog:

0 - Feature, Support for

Do you want to download the update file, now?

Download Progress: 0.000 MB /34731 MB

Figure 9: Update Firmware



7. The start screen of the Meinberg Device Manager

7.1 Tree structual view

After starting the Meinberg Device Manager, you automatically reach the start screen. (figure 7)
It offers you a first overview of the important functions of the program.

E Meinberg Device Manager

Main Device(s) Tools View

Jll[S/l/5{35{8) DEVICE MANAGER %,

Serial Number Firmware: Conn. Type
£ Found Devices (2)

E Full Systems (2)

(2]

Conn. Info

Serial Terminal

Tpe in plain text (Hallo?), hex commands ('CMD:0015) or ther hexadecimal data (HEX. 024004007

B Periodically search devices: ma sec.

Found 10 Devices. Device Detection inactive

Figure 10: Startscreen of the Meinberg Device Manager
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7.1.1 Beschreibung des Startbildschirms - Baumstrukturelle Ansicht

The menu bar (1)

In this area of the start screen, you can find important menu options for configuring, updating and monitoring
the status of your connected modules/assembly groups. The following table displays individual symbols and

their basic functions.

Menu item
Add Device

Function

Adding a module/assembly group manually

Edit Connection Settings

Changing the connection parameters (e.g. IP)

Remove Device

Removing the selected modules/assembly groups

Configure Device

Configuring the selected modules/assembly groups

Configure Device & Show Status

Configuring and displaying the status of the selected modules

Show Device Status

Displaying the status of the selected modules/assembly groups.

Show GNSS Statistics

Statistical records of all satellite information

Calibrate Oszillator

Setting the oscillator frequency

Firmware Update

Updating the selected modules/assembly groups (via serial port)

Reboot Device

Restarting the selected modules/ assembly groups

Search Device

Network scanning the connected modules/ assembly groups per UDP
Broadcast and attempting to connect to all serial ports.

Switch to Single View

Switching from tree view to single view of the module/ assembly group.

User Preferences

DEEEEDERERDNDE

Custom setting of the program.

Table 1: Menu items of the Meinberg Device Managers

The module overview (2)

The module overview displays all connected modules in a tree-structured list, and they can also be selected. The
list also displays basic information about them, such as the serial number, hostname/firmware version, type of
connection (network, serial) and connection parameters such as IP and MAC address.

By right-clicking on the module/ assembly group, a dialog window opens. The most important configuration
menus are displayed in a list and can be selected.
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The serial terminal (3)

This field displays the serial output (e.g. time string) of a module/ assembly group.

You can also use the text box to send requests as text, hex or hexadecimal to the module/assembly group, in order

to trigger the transmission of a time string.

Example based on a request to the FDM.

To retrieve the serial number, enter the request “SN!” in the text field. The following string which consists of a

serial number and software version, will be sent via the COMO port.

SN: 041110000990 REV:01.00/01<CR><LF>

Button Function

Pause/Resume | Stop the serial output by clicking on Pause. Click on Resume, to continue.

Save Save the current contents of the terminal windows as a txt-file.

Clear Delete the content of the terminal window.

Port Select the COM port whose output is to be displayed in the terminal window.

Baud rate Select the baud rate you want

Framing Select the framing you want

Display Choose between the forms of presentation ASCII and HEX character encoding.

Send Send the previously entered request (text, hex, hexadecimal) to the serial port of the module/
assembly group.

‘e’ If the Com mode of the serial interface is set to Sysplex 1, you can send a “C” o the reference clock,
in order to activate the transmission of the SYSPLEX string every second.

oo If the Com mode is set to “On request only (?)”, you can send a “?” to the reference clock which

) sends a time string.
Time String Send a second serial time string to the serial port of the module/ assembly group.
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Table 2: Functions of the serial terminal

Miscellaneous (4)

In this field you can find the Automatic device detection function, for searching and updating the connected
modules/ assembly groups automatically, as well as the Network Configuration Wizard which allows an initial
connection to a module/ assembly group.
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7.2 Single View

You have the possibility to switch between the tree-structured view and the single view of the start page.

I8 Meinberg Device Manager - -] )
Main  De (s) Tools View

JilZ/1/if2i8}l DEVICE MANAGER %%,

I Y 00 2002 O] suus

System
References P . -
Clock (GNS165) 2 Overview

Dev

Seral

References
Clock (GNS165)
microSync HS200 Network

Number: 000987654321

NTP
PP (IEEE1588)
10 Ports

Frmware Punished Snake" 201.06 0-u 36452916 Monitoring
Users

Target 0x0110 sensors

Network ik W o

NTP Stratum: 1
NTP System Peer. Ass. 43000 (Ref. D: MRS)

NTP Offset 42508 E
PP instances: None

Cevi_type™{vaue™ 13, descr"Login "evi_data" 'user"“admin’ "value™1,"descr""login success’} "evi_meta" {'severty_value". 1"severty_descr: Info" "unix_ts". 1560426234 "datetime". "2019-06-13T11:43:54Z7)

Recent Event

LL 1

Figure 11: Start screen “Single view”

7.2.1 Description of the start screen single view

Menu field (1)

This view offers you the same menu options as in the tree-structured view.

Detail view (2)

Symbol Menu item Function
Reconnect Renews the connection to the selected module/ assembly group.
Halt/Revive Connection Halt > pauses the connection to the module/assembly group for example to

enable a serial port for receiving a time string.
Revive establishes once again the connection to the module/ assembly
group.

Revoke all configuration

changes Resets all configuration changes that have not been applied yet.

Load multiple subject | Loads all configurations stored in a file
configurations

Save multiple subject | Saves all configurationsin a file
configurations

Apply all configuration | Applies all configuration changes

changes
Go to next device Moves to the next module/ assembly group of the list.
Go to previous device Moves to the previous module/ assembly group of the list.

000000 © ©

Table 3: Menu items “Single view”
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Description
First, select the module/ assembly group from the drop-down menu. The configuration menus supported by the

module/ assembly group can be selected in section (3). The area (4) lists all status menus. In the area (2) the menu
details are displayed, and the module/assembly can be configured, or its status information can be read.

Miscellaneous (5)

This section displays the Automatic Device Detection, for automatic search and ongoing updating of connected
modules/assembly groups, as well as the Network Configuration Wizard, which allows an initial connection to a
module/assembly group.
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7.3  Group View

In addition to the Single View and Tree View, there is now a separate view "Group View" for the (freely definable)
device groups.

B8 Meinberg Device Manager == =] X
Main Device(s) Groups Tools View Help

Vi//2/1/5356] DEVICE MANAGER %3,

‘mshr100 mssb100
‘microSync HR100 ‘microSync RX102

admin@172.16.38.55 [EC:46:70:0C-E4:40] admin@172.16.100.228 [EC-46:70:0C-E4E0]

‘Serial Number: 025811005590 ‘Serial Number: 025911001490
Firmware: 2020.03 0-devek-u Firmware: 2020.01.3-u

Figure 12: Group View Startscreen

Group members (1)

Connected systems are shown with a picture. Important parameters such as IP, serial number and firmware of
the individual group members are visible at first view. In the " Group View ", you can also double-click on a group
member to open its configuration and status menu.

Function buttons (2)

Symbol | Button Function
n Add Group Create a new group
n Move Upwards Move the active group upwards
n Move Downwards Move the active group downwards
- Delete Group Delete the active group

Table 4: Functions group view

Group overview (3)

The active group (3.1) is displayed without a frame, inactive groups (3.2) are highlighted by a frame.
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7.3.1 Create a custom group

1. Firstclick onthe "Add Group" button

2. Inthe New Group dialog box, assign a name
and an index for the new custom group.
The new group appears in the group
overview.

3. Right-click on the system you want to add
to a custom group.

4. Select,Attach To“ and:

= Assign the system to an already created
group (e.g. Group 1)

= Click "New Group..." to create a new group
for the selected system.

Another possibility is to add a device to a group or
switch from one to another by "drag and drop". To
do so, click on the device and drag it with the mouse
pointer to the group you want.

Additional Functions

Right-click on the system and select the group e.g.
"Group (Group 1)" of the system in the dialog
window.

Select:

Detach Device

To delete the system from the group

Delete Group

To delete the group the system belongs to.
Right-click the group in the group overview and
select "Delete Group ".

Edit Group

To change the group name and group index make a
right-click on the group in the group overview and
select "Edit Group"'.
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MNew Group... *

Group Mame:

Group Index:

Figure 13: New group - Group view

su-rims2-2
‘microSync HR101
192 168 101.62 [EC-46:70:02:12:D5]

Serial Number: 025811001790
Firmware: 2020.05.1-u

Edit Connection

Remove Device

Configuration
Configuration/Status
Status

Calibrate Oscillator
Reboot Device

Group 1

Group 2

Figure 14: Attach To - Group view

mssh100
‘microSync RX102

admin@172.16.100.228 [EC.46:70.0C:E4:E0]

Serial Number: 025811001450
Firmware: 2020.01.3-u

Edit Connection

Remaove Device

Configuration

Configuration/Status

Status
Calibrate Oscillator

Reboot Device

Detach Device
Delete Group

Figure 15: Detach-, Delete-, Edit- group



IMS-Systems

The configuration as well as the status monitoring of
modular systems and their modules works in the
"Group View" as follows

1. Check the box to select the entire system.

2. To select single or multiple IMS- Modules,
click the arrow 97  and select them by

click.
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su-rims2-sd1

m MDU180

192.168.101.59 [EC46:70:02:13.EF]

v M mmieml Bl b PEAAAAA A O
[118]

¥ cPU:MDUTED
00: 5D
012 su-rims2-sd1-n2x
05: BPE
06: BPE
07: BPE
08: BPE
15: LIV

Figure 16: IMS-Systems - Group view



8. Establishing a connection

Connecting the device

Make sure that the module is connected to your computer or to the network via a serial or network port and is in the
same physical network.

You have the possibility to find and access the connected modules/assembly groups using the Meinberg Device
Manager. This is explained below.

8.1 Search Devices

By clicking on the Search Devices button, all available Meinberg modules/ assembly groups which have a serial or
network interface, are scanned by the Meinberg Device Manager and displayed in a list.

=  The detected modules are displayed as green dots.
=  The undetected modules are displayed as red dots.

=  The modules whose password or password/username combination is unknown are marked with a red x.

8.2 Automatic Search

The Search Devices function works via UDP broadcast. Therefore, it may happen that only

devices which are in the same subnet as the operating system, can be found.

This function is deactivated while the program is booting. For the activation of the search function, check the
“automatic device detection” box from field nr. 4 (other functions) of your start screen.

Activated The program looks automatically for the new connected modules/ assembly groups, every
60 seconds. This function is saved and is available while restarting the program.

Deactivated The new connected modules are no longer detected automatically. The status of the
connected module is no longer cyclic but is updated only while the users are interacting.
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8.3 Establishing a manual connection D

If the connected module can’t be found automatically, a connection can be established manually via the Add Device
button.

8.3.1 Establishing a serial connection

Add Device - x

Configuration

Device Type. GPS-MP, GP5165, GNS165, etc. (Serial)

Serial Port CoM3

1. Click on the Add Device button e e200

Framing

The drop-down menu offers a selection of Meinberg products J customaiss
supported by the Device Manager and their connection types J cusiomsrouw
(serial, network, others...).

2. Select the connection type Serial
3. Enter the serial connection parameters.

4. You can assign a custom alias for each module/assembly
group

Figure 17: Establishing a serial connection

The serial parameters are known

For establishing a serial connection, select the connected port, the baud rate and the used framing.

The serial parameters are unknown

Use the detect serial parameters function.

All the available combinations of the port, baud rate and the framing, will be tested. The first configuration will be
used, by means of which a connection can be made.

If a suitable combination is found, it will be displayed by the Success window.

After confirming the next two windows, the component to which you want to connect is displayed in a list.

Success X
o Baudrate: 19200
Framing: 8N1

Save connection?

Do you want to add COM1
. . to your persistently saved connections?
Figure 18: Connection parameters

MNein Success *

. . o Connection successfully saved.
Figure 19: Save connection

Figure 20: Successfully saved
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8.3.2 Establishing a network connection

Configuration

1. Click on the Add Device button.

The drop-down menu offers a selection of Meinberg products
supported by the Device Manager and their connection types

(serial, network, others...).

2. Select the Network connection type.

3. Enter the IPv4 address of the connected module/assembly

group for which a connection must be established.

Add Device - x

Device Type:
Authentication: (D Usemame & Password

TCP Port: @ 10002

IP-Address ‘

Default user for most devices is "admin” with password “timeserver”

Username ‘

Password ‘

Save Credentials ]

Silent Login O

Custom Alias

Custom Group:

Figure 21: Establishing network connection

microSYNC). There are modules/assembly groups that are exclusively secured by a password (e.g. N2x,

o The change of the password for modules/assembly groups with advanced authentication (e.g.

RSC). You can change the password only via 19.1 Network Configuration.

Parameter

Authentication

Selecting the authentication method. The Username
& Password option is only supported for modules
with MeinbergOS.

TCP Port

This TCP port is used to communicate with your
Meinberg module. Please make sure it is open in your
firewall configuration.

Username (Optional)

Entering the username. This allows the Meinberg
Device Manager to authenticate with your Meinberg
module/assembly group.

Password

Entering a password. This allows the Meinberg Device
Manager to authenticate with your Meinberg
module/assembly group.

26

Value

Click and open the drop-down menu and choose
between Password only and Username & Password

Passwort only TCP Port 10001

Username & Passwort TCP Port 10002

Enter a username for your Meinberg module/
assembly group

Default usernames for meinbergOS modules:

= admin
= info
= status

Enter a password for your Meinberg module/
assembly group

Default password

Password only



Parameter

Silent Login
Allowing Meinberg Device Manager not to ask for the
username and password by every log-in.

Custom Alias
Assign a custom alias for better identification of
individual systems/modules in Device Manager.

Custom Group
Assign the module/assembly to a group.

27

Value

Check the ,,Silent Login” box.

Assign a custom alias for each module/assembly
group

Open the drop-down menu and select a group you
want.



8.3.3 Changing your network password @

To change the password for the currently logged | ChangePassword forUser fadmin”on 172.16... = i

user, click on the following symbol:

@ 0Old Password: ssssssssen

Mew Password:

Confirm Password: LTI T

o

Figure 22: Change network password

Parameter Value

old Password Enter the old password

New Password Enter the new password

Confirm Password Confirm the new password with a new entry and

accept the changes by clicking on OK.

8.3.4 Login for modules with advanced authentication (meinbergOS)

User login *

. . The device requires authentification.
1. Click onthe module to select it

Please enter username and passwaord to login.

2. Afterwards, click on the Configure Device(s) or

Show Device(s) status from the menu bar. SR ‘ [adimin]
3. The User Login dialog box opens automatically. Password: bl
(Fig. 15)

Save Credentials

[ silent Login

Figure 23: User login for meinbergOS
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Parameter

Username

Entering the username. This allows the Meinberg
Device Manager to authenticate with your Meinberg
module/assembly group.

Password
Assigning a password to secure the selected
module/assembly group from unauthorized access.

Save Credentials
You have the possibility to save your login credentials.

Silent Login
Allowing Meinberg Device Manager not to ask for the
username and password by every log-in.

Host key verification

To enable a safe connection to the module/assembly group via SSH, you must add the used key to your “Known’

Value

Enter a username for your Meinberg module/
assembly group.

Default usernames for the MeinbergOS modules:

= admin
= info
= status

Enter a password for your Meinberg module/
assembly group.

Default password:

Password only mbg
Username admin
Passwort timeserver

Check the Save Credentials box.

Check the Silent Login box.

4

hosts. This ensures that the module/assembly group can be permanently identified as a trusted communication

partner.

To confirm this, please click on the Yes button in the following dialog box:

Encrypted connection

Host key verification failed.

E 192.168.101.62 could not be found in your S5H known hosts.

Do you want to permanently add it?

Figure 24: Host key verification



8.4 Connection with the ,Network Configuration Wizard “

The "Network Configuration Wizard" allows a step by step connection to your Meinberg module/ assembly group.

Currently this function is supported only by the N2X module.

Opening the Network Configuration Wizard

The wizard is to be found in the field ,,Miscellaneous 4‘“of your start screen, on the right side. Click on the button to
open it. The configuration process is gradually explained below:

Description
Button Function
Cancel By clicking on the button, you may cancel the ,,Network Configuration Wizard “.
Previous By clicking on the button, you get to the previous field.
Next By clicking on the button, you get to the next field.

Table 5: Functions “Network configuration wizard”

Configuration

Metwork Configuration Wizard x
Please enter the MAC address of your new Meinberg device:
1. MACaddress

Enter the 12-digit MAC address which may be found on
your Meinberg module. To continue, confirm the entry by
clicking on “Next”.

—

It can be found on a sticker near to the network port of your device.

Figure 25: Enter a MAC address
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Metwork Configuration Wizard X

Please enter the hostname you want to set:

2. Hosthame o

If you want to use the default hostname, simply leave the field empty.

Enter a hostname for your module or leave the field
empty. To continue, confirm the entry by clicking on
“Next”.

Previous m Cancel

Figure 26: Assignment of a host name

Metwork Configuration Wizard X

3. StaticIP or DHCP Do you want to activate DHCP?
»NO « for static IP
»ES for DHCP

To continue, confirm the entry by clicking on
“Next”.

Figure 27: DHCP

When assigning the IP address via Wizard, pay attention to the following:

The PC and the corresponding module/assembly group must be physically connected in the same

network.

An IP configuration via a gateway/ router is not possible.

A transmission of broadcast packets in the network is generally blocked and not allowed.
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Network Configuration Wizard X

Please enter the static network configuration:

4. StaticlP

IP Address:

Enter the IP address, the netmask, the gateway in the Netmask:
fields, and if necessary, the DNS server. To continue,
confirm the entry by clicking on “Next”.

DNS Server 1.

Default Gateway: ‘

DNS Server 2:

Previous m Cancel

Figure 28: Assignment of a static IP

Metwork Configuration Wizard X

Please check your configuration:

5. DHCP Client

MAC Address: EC:46:71

Hostname: User1

The DHCP client is activated. Click on “Next” to

. DHCP:
continue.

IP Address:
Netmask:

Default Gate

Previous Cancel

Figure 29: Configuration check

32



6. Access Control Override (ACO)

On the front panel of your module/ assembly group,

the ,,ACO” button is to be found.

Confirm the configuration by clicking on this button.
To continue, confirm the entry by clicking on “Apply”.

A successful configuration will be confirmed when the

“Success” window is displayed.

Metwork Configuration Wizard

Access Control Override (ACO):

8.4.1 Errorrecovery in the Network Configuration Wizard

Press the device's "ACO” button.

Otherwise, the configuration will be declined by the device.

Previous

Figure 30: Access Control Override (ACO)

Cancel

This configuration you set is the current network
configuration of the device, so no changes have been
made.

The device could not be found with the MAC address
you entered. Check out if you entered the MAC
address correctly and if the device is in the same
subnet as your computer.
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Attention

X

@ The configuration equals the current device configuration. Therefore, nothing has been done.

Attention

*

e The device could not be found. Did you enter the correct MAC address?




8.5 Edit Connection Settings D

In the Edit Connection Settings menu, connection parameters for the serial or network connection, such as baud
rate, framing or the password to be used for network access, can be changed to already listed modules/assembly
groups.
There are two possibilities to reach the menu:

1. Firstselect the module/ assembly group and then click the Edit Connection Settings button.

2. You can also reach the Edit Connection Settings menu by double-clicking on the listed module.

The configuration of the connection parameters is identical to the procedure explained in 8.3 Establishing a manual
connection.

8.6 Remove Device D

If you want to delete modules/ assembly groups from the list displayed on the start screen, you can do it by clicking
on the “Remove Device” button. The deleted components will be removed only from the start screen but will
continue to operate.

1. Select the module/ assembly group you want.

2. Todeleteit, click on the “Remove Device” button.
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9. Start screen of the configuration menu

9.1 Device Configuration Menu D

If you established a successful connection with the required module/ assembly group, you will be able to see it in
the tree-structured list of your start screen. Individual modules of the assembly group (e.g. an MDU) will be visible

by clicking on + and will be able to be selected.

Depending on what module/assembly group was selected, there are many configuration possibilities available. It
is also possible the selection of more modules/assembly groups, in order to configure and to update them
simultaneously or to view their status.

1. Selectthe appropriate module/ assembly group, then click on the Configure Device(s) button.

2. You reach automatically the Device Configuration menu. (Fig. 17, e.g. GNS181 module)

i

Device Configuration = m] X

172.27.38.55

& References Settings

Reference Priorities: Auvailable References:

(0) #00: GNSS1 (CLK1) #02: STRING+PPS1 (CLK1)
(1) #01: TCR1 (CLK1)
(2) #03: PTP1 (lan2)

i

THX~X

Reference:

Bias (ns):

Precision (ns):
Quantifier:
Auto-Bias Master:
Auto-Bias Slave:

Is Trusted Source:
Use Trusted Source:

Asymmetry Step Detection:

Figure 31: Functions of the configuration menu
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9.1.1 Short description of the basic functions

The configuration menus of each module provide following basic functions.

4.1

5.1

10

11

12

Cdoollelloo6

Apply All & Close

Revoke All

Cancel & Close

Feature menu

Module display

Restore Configuration

Load Configuration

Load All Feature Configuration

Save Configuration

Save All Feature Configuration

Apply Configuration

Show/Hide Configuration

Show/Hide Status

Apply All & Close

Restore All

Cancel & Close

Add Configuration Panel

Table 6: Basic functions of the configuration menu

Please note that the configuration changes made to the module will not be applied until they have not been

saved.

Click on ,Apply or Apply All & Close
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Selecting the available features

Displaying the selected modules

Resetting the configuration changes that weren’t
applied yet

Loading a feature configuration that was previously
saved from a file

Loading all feature configurations that were saved
in a file

Saving a configuration in a file

Saving all configurations in a file

Applying all the configuration changes that were
made

Opening the configuration menus of a module

Opening the status menu of a module

Applying all made configuration changes and
closing the window

Resetting all the configuration changes that weren’t
applied yet

Canceling and closing

Displaying another module (when selecting more
modules)




9.2 Matrix Configuration menus

This matrix displays the available configuration menus of the respective Meinberg modules/assemblies.

Menu
8 £ ¢
g g |.Hu g . E = [ ] 3 (= [J]
c 5 gl = i gl o gl 3 § s 5| 8 5
gl < 8| g S = = 3| & o =l N 8] L 8wl =
O 2 Sl v e S all 8 s/ o 9 < =l| 9f gl 5 ¥ €
O 17 o = [+ - o o - - o g (7] ~ o (7]
2 9o o o |-‘ = =l o 3| g Q| =l = 9 w2 e« & o @9 =
Module nl| V| x| x| 2 al| all 2| wl| O =| = al| | w| 2 V| =l w| 2|
GPS X | x X | x| x X | x
GNS X | x| x X | x| x X | x
GNS-UC X | x| x X | x| x X | x
= PZF 180 X | X | X X | X | X X | x
= TCR X | X | X X X X | X
N2X X | x| x X | X X | X | X X | X
SDI X
FDM X X | X X | X
BPE X
SCG X X
= VSG X X X
(S
LNO X
MDU X X
% microSynct® | x X | x| x| x| x X X X | x
B0 microSync® | x X | x| x| x|x X X X | x
= GPS180xHS X | x X X
< GPS 165 X X | x X | x
DCF600HS X | x X | x X | x

Table 7: Menu Matrix - Configuration
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10. Multiple selection

This feature offers you the possibility to configure, to update and to monitor simultaneously the status of the
previously selected modules/ assembly groups. You have to create a uniform configuration once and you can use it
on all selected devices simultaneously. The process of updating modules with a new firmware is also enormously
accelerated by this feature. The simultaneous monitoring of the status (e.g. of several GPS modules) offers you an
optimal overview of their current status.

Description

After selecting various e.g. GPS 180 modules, the program determines the subset of common features of the
modules. These are available in the drop-down menu.

Basic functions

= The tab All offers you the possibility to configure both modules/ assembly groups, simultaneously.

= Ifonly one of two modules/ assembly groups must be configured, click on the corresponding tab.

= Todisplay each module/ assembly group in separate windows, e.g. in order to compare the

changes made to each of them, click on the following symbol:

10.1 Description of the symbols used

The configuration parameters of one or more modules/ assembly groups have been changed to another
tab, but not saved yet. In order to configure other modules/ assembly groups, please save or undo these
changes before proceeding.

clicking on the tabs which correspond to the devices.

The configuration cannot be changed in this field. Please use the right configuration window to change
the settings of your modules/assembly groups.

A The configurations of the selected modules/assembly groups are not identic. Check the differences by
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10.2 Configuration

Device Configuration - O X

L. Select the appropriate module/ assembly

group.

All 00/CLK1 - GNS181  172.27.38.55

2. Select the required function in the menu area of )

the start screen, (Configure Device(s), Show & System Settings

Device(s) Status) Create Snapsho:
3. The selected menu opens.
4, Selected modules/ assembly groups are

displayed in tabs.

5. Click and open the drop-down menu, then
select the required menu.

6. Make the necessary changes and confirm them
with Apply Configuration or Apply All & Close.

Apply All & Close Revoke All Cancel & Close

Figure 32: Multiple selection- Configuration

applied to all selected devices. Individual configurations will be overwritten.

0 The window below warns that the configuration parameters you have (including all outputs) will be

Attention

I The configuration (including all outputs)
Click on Yes to apply the configuration on all * . will be applied on all devices.

selected devices. Individual configurations will be overwritten,
Do you really want to continue?

Nein
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10.3 Status Monitoring

Description

The program displays all supported menus of the selected modules/assemblies. The modules/assemblies that
support a selected menu are displayed as tabs (Fig. 25, red mark). For example, if you select three modules, only one
of which supports the menu “Network?”, it will be displayed.

Device Configuration - [m] x

Satellites

OOVCLKT - GN3185  00/CLK1 - GPS180 O0/CLKT - GNS165  DO/CLKT - GP3180

=1 =1

|9 Satellites Status |9 Satellites Status

Display Mode: ‘Carmier-to-noise-density-ratio (C/NO) Display Mode: Sateliite Map

Arithmetic Average (C/No):

Floating Average:

Background
Foreground:
In view:

Locked:

Apply Al & Close Revoke All Cancel & Close

Figure 33: Multiple Selection - Status Monitoring
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11. Start screen of the status menu

11.1 Device Status Menu D

If you established a successful connection to the required module, you will be able to see it in the tree-structured
list of your start screen. Individual modules from the assembly group (e.g. from an MDU) will be visible by clicking

on *+ and will be able to be selected. Depending on the selected module, there are many configuration possibilities
available.

It is also possible to select more modules/assembly groups, in order to view their status simultaneously.
1. Select the module/ modules you want, and then click on the Show Device(s) Status button.

2. You reach automatically the Overview menu of the selected assembly group, and in that way, you receive

an initial overview about its status.

Device Configuration - O X

00/CLKT - GNS181

[¢) Overview

Device: GNS181

Serial Number: 035111003230

Firmware: 245

Time: Wed, 06/05/2019 - 11:35:38
Antenna Connected: .

Time Synchronized: .

Position Determined: .

Mode: Normal Operation

Satellites: 29 in view, 23 used
Position Latitude: 51°58'56" N

Pozition Longitude: 9*13'33"E

Position Altitude: 171m

Normal Operation
20159-05-04 14:35:25
Infa

Recent Event:

ApplyAll & Close Revoke All Cancel & Close

Figure 34: Overview menu - Statusmonitoring
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11.2 Matrix Status Menus

This matrix shows the available menus for status monitoring of the respective Meinberg modules/assemblies.

Menu
(%) (%] § g

S IPEINE Sy B | § g o gl %

- ;g@faicsazn&sagé
Vodul HEIEEIE I IEI N EIE R IEIR IR
GPS X X X X X X X
GNS X X X X X X X
GNS-UC X X X X X X X

: PZF 180 X

c TCR X X | x| x X X
N2X X X X X X X X X X
SDI X
FDM X X X

= BPE X X

= SCG X X X

z VSG X X X
LNO X X
MDU X X X

microSyncHR X | x | x X X | x X X | x | x

= microSync®¥ X | x | x X X | x X X | x | x
GPS180xHS X X X X
GPS 165 X
DCF600HS X X

Table 8: Matrix - Status menus
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12. Assemblies

12.1 Assemblies configuration

Description

This menu allows you to configure both modules and
entire assembly groups.

1. Select the necessary assembly group.

2. Click on the Configure Device(s) button.

3. You reach automatically the ,,System” menu of
the selected assembly group.

Device Configuration - O >

172.288.5

& System Settings
Create Snapshot

Switch Method: Remote-Controllied
Waster Clock: Clock 1

Qutputs: Enabled

Apply Al & Close Revoke Al Cancel & Close

Figure 35: MDU - System menu

In the feature menu (drop-down menu), you have also the possibility to choose between the features available for

the assembly group.

The following explains the feature menus which are supported by the MDU assembly and their configuration

options.

Depending on the assembly, the menus offer various configuration options.

MDU

Parameter

Create Snapshot

You have the possibility to save the current
configuration of your module/assembly as a text file
(zip-format). If needed, you can provide this file to the
MEINBERG support service, to solve the problem in
case of failure.

43

Value

Click on the button to save the file.



Parameter

Switch Method

You can configure the installed receiver and the
provided signal outputs both on the front panel as
well as via the Meinberg Device Manager.

Master Clock

For the assembly groups equipped with redundant
receivers, you have the possibility to select a receiver,
manually. This is then responsible for the
synchronization of the assembly group.

Outputs
You can enable or disable the outputs provided by the
clock (Clock1/Clock2), such as PPS, 10 MHz

Value

Select the appropriate configuration option from the
drop-down menu.

Open the drop-down menu and select the master
clock you want.

Open the drop-down menu and select:
"Disabled" outputs disabled

"Enabled" outputs enabled

(no 10MHz, no PPS, no time string, etc...). As a result, a smooth operation is no longer guaranteed.

ﬁ When the signals are disabled, they will no longer be distributed to the remaining cards in the system

Network Configuration

see. chapter 19.1 Network Configuration



12.2 Assembly groups status

Device Configuration - O x

Description

The ,,0verview” menu of an assembly group

(microSync see fig. 28) provides important status D

information about the assembly group you selected. 3 Overview

Depending on its type, various status information is [PE=SE  oevc- microSyne HR3DD
displayed. E Serial Number: 025811004530

Firmware: "Punished Snake” 2019-08.0-u a824fcBe

Target: 0x0310

1. Selectthe assembly group you want. : £

. lan2
. lan3

NTP Stratum, i

Network Link

2. Click onthe Show Device(s) Status button.

3. You automatically reach the Overview menu of
the selected assembly group.

NTP System Peer: Ass. 43000 (Ref. ID: MRS)

NTP Offset 191 ns.

PTP Instances: None

Login (Info)
2018-07-31 14:24:46

{"evt_type™{"value":13, "descr":"Login"} "evt_d:
Recent Event: success’}"evt_meta™{"severity_value™

1, "severity_descr™ "info”" "unix_ts":

1564575888, "datetime™

"2018-07-31T12:24.462"}}

Apply All & Close Revoke All Cancel & Close

Figure 36: microSync - Overview menu

Here are explained the feature menus supported by the microSync"*300 assembly group and its status monitoring
options.

12.2.1 Overview

Parameter Value
Device Name of the selected assembly
Serial Number The serial number of the selected assembly
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Parameter Value

Firmware The firmware of the selected assembly group.

Target With the help of this number a CPU board can be
exactly identified.

1 The number (03) represents the CPU board,
in this case microSync single board.

R,
Ol—l
w

2: The third number (1) represents the
| generation.
2 3: The fourth (0) represents the variant.

The target number ensures that Meinberg

provides you with the correct software update.

Network Link The network link of the available LAN interfaces.

NTP Stratum Displays the current stratum of the NTP.
NTP System Peer Displays the numeric value of the NTP Peer.
NTP Offset Displays the determined offset of the NTPD at the

time of a reference time source.

PTP Instances Displays the configured PTP-instances.

Recent Event Displays the last status of the receiver

46



12.2.2 System

Description Device Configuration _ = %
The System menu of an assembly group (Fig. 22 MDU) 17227 51,101

offers you important status information about the
assembly group you selected. Depending on its type,
various status information is displayed. peves Hpu1ED

Serial Number: 053211004570

[9) System Staws

Firmw/are: 110

Connected Clock Clock 1

Switch Method Front Panel Switch (Auto)
Master Clock: k1

Clock 1 Sync.

Clock 2 Sync.

Qutputs Enabled

Power Supply 1:

Power Supply 2:

Apply All & Close Restore All Cancel & Close

Figure 37: MDU - System menu

Parameter Value

Device The name of the assembly group

Serial Number The serial number of the selected assembly group
Firmware The firmware of the selected assembly group
Connected Clock The name of the connected receiver

Switch Method The selection method of the Master Clock

Master Clock The previously selected Master Clock

Clock 1 Sync Synchronization status of Clock 1

synchronous . asynchronous .

Clock 2 Sync Synchronization status of Clock 2

synchronous . asynchronous .
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Parameter

Outputs Enabled

Power Supply 1

Power Supply 2

48

Value

Status of the output

Enable |:|
Disable .

Status of the power supply 1

connected |:|

not connected .

Status of the power supply 2

connected |:|

not connected .



13. Overview

Device Configuration - O X

After selecting the menu, you reach the main page of
the Overview menu.

00/CLK1 - GNS181

. L. 7| Overview
Description (=

Device: GNS181

Serial Number: 035111003290

This menu offers you an initial overview of the
selected module’s status. Depending on the type of
module, various status information is displayed.

Firmware: 245

Time: Wed, 06/05/2019 - 11:4%:58
Antenna Connected: .

Time Synchronized: .

Position Determined .

Mode: Normal Operation

Satelites: 27 in view, 22 used

=
=
®
=

Position Latitude: 51°58'56" N

<||H|r |||m||r

Position Longitude: 9°1333"E

Position Atitude: 168m

Normal Operation
2019-06-04 14:39:25
Info

Recent Event:

Apply Al & Close Revoke Al Cancel & Close

Figure 38: GNS181 - Overview menu

1. For this purpose, select the listed module on the Meinberg Device Manager main page.
2. Click on the Show Device(s) status button.
3. You will automatically reach the Overview menu of the selected module.

Individual options of the Status Monitoring are explained below:

Parameter Value

Device Displays the selected module.

Serial Number Displays the serial number.

Firmware Displays the current firmware.

Time Displays the time of the previously configured
Time zone.

Antenna Connected Shows whether the antenna is connected or not.

Time Synchronized Shows whether the module is synchronous or not.
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Parameter

Position Determined

Mode

Satellites

Position Latitude

Position Longtitude

Position Altitude

User Capture

Recent Event

50

Value

Shows whether the position of the receiver was
determined or not.

Displays the status of the module.

Displays the status of the detected satellites

Displays the latitude of the receiver.

Displays the longitude of the receiver.

Displays the altitude of the receiver.

Displays the timestamp of the event that was
triggered at the capture input of the selected
assembly/module.

N/A no event captured

Displays the recent status of the receiver.



14, System

14.1 System Configuration

After selecting the menu, you reach the main page of
the System Settings.

Description
The "System" menu offers you the possibility to
change the default settings of the previously selected

module, for example to update the firmware or to
generate a diagnostic file.

Select the assembly group listed on the start page and
click on the Configure Device(s) button.

Individual configuration options are explained below.

Parameter

Create Snapshot

The Meinberg Device Manager reads all
configurations and statuses and converts them into
text files.

You have the option to save the changes made to your
device as a text file (zip-format). You can provide it to
the Meinberg Support Department, if required.

Get Diagnostic File

You have the option to save the changes made to your
device as a diagnose file (tar. gz-format). You can
provide it to the Meinberg Support Department, if
required.

Device Configuration - [m] s

=

172.27.38.55

& System Settings

Create Snapshot:

Get Diagnostics File:

Apply All & Close Revoke All Cancel & Close

Figure 39: System menu - Configuration
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Value

Click on the button and save the file in the
appropriate folder.

Click on the button and save the file in the
appropriate folder.



14.2 System Status

After selecting the menu, you reach the main page of
the System Status.

Description

Important system information about your module
can be found here. This image displays, for example,
the system status of an microSync"®100. Various
parameters are displayed. Depending on the
module, the range of these configuration parameters
can vary.

Device Configuration

172.27.38.55

=

Device:

Serial Number:
Operating System:
Firmware:

Target;

Kernel Version

FPGA:

[¢| System Status

microSync HR100
025811000950

meinbergdS micro

“Punished Snake” 2018-06.0-u
0x0310

49156

Cyclone5 SoC v5.0.9

Processor: Cortex A3

RAM Size, 1008 MB (Free: 919 MB)

Storage Size: 954 MB

=
=

Uptime: 0d, 22h, 19m

Load (1m/SmH Sm): 0.00/0.00/0.00

= ©
«| g

System Messages (syslog):

Kernel Messages (dmesg):

Apply All & Close Revake All Cancel & Close

Figure 40: microSync "Rf100 - System menu

Individual possibilities for the status monitoring are explained below.

Parameter Value

Device The name of the selected module/ assembly group.

Serial Number The serial number of the selected module/ assembly

group.

Operating system The operating system of the module/ assembly
group.

Firmware The firmware of the selected module/ assembly
group.

Target

The description can be found in the chapter
12.2.1 Overview
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Parameter

Kernel Version

FPGA

Processor

RAM Size

Storage Size

Uptime

System Messages
Allows you to view system messages (syslog) in detail
and to change system settings

Kernel Messages (dmesg) Meinberg0s
Allows you to display kernel messages (dmesg) in
detail and to change system settings.
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Value

Kernel version of the selected module.

FPGA mounted on the selected module.

Processor mounted on the selected module.

Size of the mounted RAM.

Size of the memory.

Operating time (hours, minutes, seconds) of the
module/assembly group.

To view the System Messages, click on

To view the kernel messages, click on

<= Qj



System Messages (syslog)

System Messages (syslog) = m}

Filter. [ |

Figure 41: Syslog messages (syslog)

No. Symbol Button/Menu option Function
1 Filter Filtering the system messages by entering keywords
2 Erase Filter Deleting the filter
3 Display Showing all system messages
4 Auto Refresh Enabling the "automatic update" function
5 Timer The frequency of updating the system messages
6 ® Refresh Updating the system messages manually
7 @ Save Output Saving the system messages
8 o Close Window Closing the window

Table 9: Menu items (syslog)
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Kernel Messages (dmesg)

Kernel Messages (dmesg)

Filter: ||

Figure 42: Kernel messages (dmesg)

No. Symbol Button/Menu option Function
1 --- Filter Filtering the system messages by entering keywords
2 Erase Filter Deleting the filter
3 - Display Showing all system messages
4 --- Auto Refresh Enabling the "automatic update" function
5 --- Timer The frequency of updating the kernel messages
6 e Refresh Updating the system messages manually
7 e Save Output Saving the kernel messages
8 o Close Window Closing the window

Table 10: Menu items (dmesg)
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15. Clock

15.1 Clock configuration

After selecting the menu, you reach the main page of
the Clock Settings.

Description

In this menu you can change the default settings of
your assembly group’s receiver, such as selecting
various satellite systems for the receiver of our
assembly group, with the condition that the receiver
supports at least one of the global satellite systems.

Individual configuration options are explained below.

Parameter

Initialize Time
Entering the date and the system time of the receiver
module, manually.

Use PC “s System Time

The system time of the PC on which mbgdevman is
running can be used to set the time on the module or
assembly.

Date / Time
Set the time of your module’s receiver to a specific
date and time, manually.

Device Configuration

56

00/CLKT - GN5181

& Clock Settings

Inttialize Time:

Use PC's System Time:

Date:

Time:

Simulation Mode

(Always Sync)y [

GNS System(s):

Antenna Cable Length (m):

Initiate Warm Bo

GPS.
GLONASS
[ Beinou
Galieo

of:

Initiate Cold Boot:

ApplyAll & Close Revoks Al Cancel & Close

Figure 43: Clock - configuration

Value

Check the

box to enable the function.

Check the

box to enable the function.

Enter the date and time you want.

A

The date and time must be specified in
ISO format.




Parameter

Simulation Mode (Always Sync)

Using the receiver as a stand-alone module or in an
assembly group without a connected antenna,
without losing the SYNC status.

GNS System

Depending on the type of the receiver, you have the
possibility to select various satellite systems to which
your receiver module should synchronize.

Antenna Cable Length (m)

The signal transmission time of the cable is affected
by its length and can cause a delay time of the signal
of approx. 5ns/m cable length at the receiver.

Initialize Warm Boot
(just for satellite receivers)

Switching the receiver to Warm Boot mode. This may
be necessary if the device is operated at a location
several hundred kilometers from the last location.

Initialize Cold Boot (only for satellite receivers)
You have the possibility to reinitialize all satellite
system values. All satellite data will be deleted.

Please note that it takes the receiver about
30 min to read the information about the
satellites and to end the Cold Boot mode.

Value

Check the box to enable the function.

This function muss be used exclusively
in exceptional cases, for example in a

leap second test.

Click and open the drop-down menu and select the
combination of the satellite systems.

The receiver allows the simultaneous
use of up to three supported GNS

systems, but not the combination of
GPS, GLONASS and BeiDou.

To compensate for this delay time, enter the length of
the cable used.

This should not exceed the specified maximum
length, depending on the cable type 1.

1. Toinitialize the Warm Boot, click on

Attention

Position and used satellites will be reset. It can take up to 3 minutes, until the receiver is
synchrenized, again. Do you really want to initiate a warm boot?

i

2. Click on ,Yes” to confirm the initialization.

1. Tonitialize the Cold Boot, click on

Attention

All almanach data will be deleted. It can take up to 30 minutes, until the receiver is
synchronized, again. Do you really want to initiate a cold boot?

Nein

2. Click on ,Yes” to confirm the initialization.

when the receiver doesn’t have enough satellites “in view” the device is in warm boot and the almanac

0 The warm and the cold boot can be also initialized by the system, automatically. This is for example

is older than three weeks.

1 H15570m / RG58 = 300m / RG213 = 700m
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15.2 Clock Status

After selecting the menu, you reach the main page of
the Clock Status.

Description

The clock status keeps you up to date with important
status messages about your receiver module.

This menu includes the synchronization status of your
module, the satellite systems which are used and their
number of visible satellites.

Individual options of status monitoring are explained below.

Parameter

Time

Status

Module status

Device Configuration - O s

00/CLK1 - GNS181

=

[¢| Clock Status

Time: Wed, 06/05/2019 - 12:10:22
Status: Clock synchronized

Antenna connected

Oscillator warmed up

Oscillator Type: 0OCX0 5a

Mode: Mormal Operation
Satelltes: 26 in view, 21 used
GPS: 10 in view, 8 used

GLONASS: 9 in view, 8 used

Galileo: 7 in view, 5 used

Position: Lat.: 51°58'56" N
Long.: §°13'33"E

Al 188m

ApplyAll & Close Revoke Al Cancel & Close

Figure 44: Clock - Status monitoring

Value

Displays the current system time.

Displays various status information of the receiver,
such as synchronization status, antenna connection
and oscillator status.

The status messages of many Meinberg modules and assembly groups have been standardized. The
status messages ,Antenna disconnected” and ,Position not verified” can be also displayed on an

N2x180 device. That means that a network cable is not connected, or a high-quality time source is not
available yet.
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Parameter

Oscillator Type

Mode

Satellites

All status messages are displayed in real time.

GPS/GLONASS/Galileo/BeiDou

Position

59

Value

Displays the type of installed oscillator.

The synchronization mode in which the selected
receiver is currently located: e.g. normal operation,
Cold Boot or Warm Boot.

The total number of the available satellites of all GNS
systems used for synchronization.

Below the ,Satellites” parameter, information about
each previously configured satellite system is
displayed.

e.g. 10 in view, 9 used

Ten theoretically visible satellites (calculation based
on almanac data and antenna position), nine
satellites currently receivable and used for
synchronization (e.g. by shading)

This value indicates the current, exact location of the
receiver of your module/assembly.



16. Satellites

16.1 Satellites Status of GNS

After selecting the menu, you reach the main page of
the “Satellites Status”. Depending on the receiver
module, the status menu is displayed differently.

Description

You have the possibility to monitor the status of the
satellite system previously configured in the “Clock
Settings”. You can also select from a variety of
representation methods, which are explained below.

Display Modi

Satellite List
Detailed information of the satellites is displayed in a
list.

Satellite Map
The constellation of the visible satellites is displayed
in a graphic.

Device Configuration - m} *
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Satellites X

00/CLKT - GHS181

=

[7| Satellites Status

Display Mode: Satelite List

Status Fiter: Locked e

GNSS SWNO  Elevatior Azimuth CiNO Status

44 dBHz
33 dBHz
GPS ar 3000 43 dBHz
GPS ® 181° 45 dBHz
GPS 3 129° 49 dBHz
GPS B 3 45 dBHz

Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked
Locked

GPS 20° =
GPS 4 345°

GPS 3 E 46 dBHz
GPS A o 49 dBHz
Galileo * 38 dBHz
Galileo 41 dBHz
Galileo 41 dBHz
Galileo 45 dBHz
Galileo 43 dBHz
Galileo 39 dBHz
GLONASS 31 dBHz
GLONASS 36 dBHz
GLONASS
GLONASS
GLONASS
GLONASS
GLONASS
GLONASS
GLONASS

30 dBHz
36 dBHz
40 dBHz
42 dBHz
39 dBHz
42 dBHz
31 dBHz

ApplyAll & Close Revoke Al Cancel & Close

Figure 45: Satellite Status (Satellite List)

Satellite Signal (C/NO)

The signal quality (carrier-to-noise-density ratio) of
all the available satellites is displayed in a bar
diagram.

Averanged C/NO
The average signal quality of all available satellites is
displayed in a chart.



16.1.1 Display Mode Satellite List

Parameter

Status Filter
Filter the satellites according to the status.

Possible status filters

Value

Open the drop-down menu and select from three
different status filters and select the status
information that is important for you.

Status Description

All Displays all satellites

In View

Displays the satellites that are currently in view

Locked

The satellites used for synchronization are displayed with the status “OK”.

Table 11: Satellite - Status Filter

Parameter

GNSS
Satellite systems to which the listed satellite belongs.

SVNO
The index number (ID) of the satellites

Elevation

The angle between the horizontal line and the
imaginary line between the satellite and the observer
(elevation).

Azimuth
The angle between the satellite’s orbital plane and
the north direction.

C/NO (carrier-to-noise-density ratio)
Indicates the signal noise ratio of the received signal
of the satellite

Status
Indicates the synchronization status of the receiver
for the satellite
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Value

Displays the individual satellite systems in a list.

The color representation serves recognizing the
satellites on the satellite map. The tracks of the
satellites are displayed in the corresponding color.

This angle is indicated in degrees.

The azimuth (longitudinal angle) is indicated in
degrees.

This value is indicated in dBHz

Possible statuses are explained in table 9.



16.1.2 Display Mode Satellite Map

. . evice Configuration — O X
Description i

Satellites
To view detailed information about each satellite,
place the mouse pointer over the points (satellites)

displayed on the Satellite Map.

00/CLK1 - GNS181

=y

[¢] Satellites Status

Display Mode: Satelite Map

E]4.1

1

|

Required details are displayed on the right side of the
status page.

(i

j

ApplyAll & Close Revoke All Cancel & Close

Figure 46: Satellite - Satellite Map

Short description of the basic functions

The following basic functions provide the status menu.

No. Symbol | Button Function

! Clear Satellite Map Deletes all recorded satellite tracks

Enlarge Graph Enlarges the display

Save Satellite Map/Satellite Signal Graph Saves the current satellite data

Enable/Disable Persistent Mode Enables/disables the satellite orbits.

0000

When the function is disabled, the bitmap will be
completely redrawn after each update (every 6 seconds
for the GPS receiver and every 3 seconds for the GNS
receiver).

4.1 Anzeige ,Persistent Mode Shows if the ,,Persistent Mode” is active

Show/Hide Grit Shows and hides the grit patterns

6 Change Background Colour

Changes the background color

00 =

Table 12: Menu items - Satellite Map
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16.1.3 Display Mode Satellite Signal (C/NO)

Description

In this display mode, the signal quality (carrier-to-
noise-density ratio) of all the available satellites is
displayed in the form of a bar diagram. The height of
the bars indicates the reception quality of the
respective satellite.

Individual customization

In the lower part of the status menu, you have the
possibility to customize the color of the display.

Device Configuration - O X

00/CLK1 - GNS181

=

[z| Satellites Status

Display Mode: Cartier-to-noise-density-ratio (C/NC)

=
=
®
&

I

Arithmetic Average (C/No):

Floating Average:

Background:
Foreground:
In view:

Locked:

ApplyAll & Close Revoke All Cancel & Close

Figure 47: Satellite - Signal (C/NO)

You will find the description of the parameters Arithmetic Average (C/NO) as well as Floating Average here.

Parameter

Background
You have the possibility to change the background
color of the graphic.

Foreground
You have the possibility to change the foreground
color of the graphic.

In view
You can change the color of the bar display of the
satellites which are in view of the receiver’s antenna.

Locked
You can change the color of the bar display of the
satellites to which the receiver has synchronized.

Value

Open the menu and select the color you want and

confirm the choice by clicking on OK.

Open the menu and select the color you want and

confirm the choice by clicking on OK.

Open the menu select the color you want and confirm

the choice by clicking on OK.

Open the menu and select the color you want and

confirm the choice by clicking on OK.
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16.1.4 Display Mode Averaged C/NO

Description
The mode ,,Average C/NO” displays in real time the
average signal quality (carrier-to-noise-density ratio)

of all available satellites.

For an explanation of the basic functions, see here.

Parameter

Arithmetic Average (C/NO)

Floating Average
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Device Configuration - m] X

00/CLK1 - GNS181

e

[] Satellites Status

Display Mode: Averaged C/NO

w2 [l
=19

Arithmetic Average (C/No):

Floating Average:

Apply All & Close Revoke All Cancel & Close

Figure 48: Satellite - Average (C/NO)

Value

Displays the arithmetic mean value (orange) of all
available satellites’ signal quality (dbHZ).

Displays the floating mean value (green) of the signal
quality (dbHZ) of all available satellites.



16.2 Satellites Status GPS

After selecting the menu, you reach the main page of the
“Satellites Status”.

Description
You have the possibility to monitor the status of the GPS
satellite system previously configured in the ,,Clock

Settings“. There are various status filters available for you in
the drop-down menu.

Basic functions are described here.

Status Filter

Device Configuration - a x

Satellites

00/CLKT - GPS180

“

[¥] Satellites Status

Display Mode: Satelite Map

4

ApplyAll & Close Revoke All Cancel & Close

Figure 49: Satellite - Status GPS Satellites

Choose from five different status filters and select the status information that is important for you

Status Description

Al Displays all satellites.

N/A Displays the satellites which are not available.

In View Displays the satellites which are currently in view.

Not in view Displays the satellites which are not in view.

OK The satellites which are used for synchronization are displayed with the status “OK”. In addition, these
are charted on the display.

Table 13: Status Filter GPS Satellites

Parameter

GNSS

SVNO

Elevation

Azimuth
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Value

Displays the type of the satellite systems

The index number (ID) of the satellites.

This angle is indicated in degrees.

The azimuth (longitudinal angle) is indicated in
degrees.



Parameter Value

Doppler The frequency shift of the received signal due to the
relative speed between the satellite and the observer.

Status The satellite status that was previously configured in
the status filter, is displayed.
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17. Reference Sources

17.1 Reference sources configuration

Device Configuration - m} *

After selecting the menu, you reach the main page of

the Reference Sources Settings'

00 - GNS181

Description /& Ref. Sources Settings

Ref. Source 1: GHSS

This menu displays in a list all reference sources
available for your module/ assembly group.
Moreover, you have the possibility to prioritize the Rt Souree &
available sources. Ref. Source =

Ref. Source 8. Fixed Freqg,

Ref. Source 2:

Ref. Source 3:

Ref. Source 7: PPS + String
Ref. Source 8: Hone
Ref. Source 9: Hone

Ref Source 10: None

Apply All & Close Revoke All Cancel & Close

Figure 50: Ref Sources - Configuration

Individual configuration options are described below.

Parameter Value

Ref. Source Open the drop-down menu and select the

The available reference sources are supposed to be appropriate reference source.

configured in descending order of the signals’

accuracy. In case of fault or failure of a reference Repeat the selection for further reference sources.

source, an automatic switching to the next precise

reference source occurs. Example (according to the precision of the sources).

Ref. Source 1 GNSS 100ns
Ref. Source 2 PPS plus string 100ns
Ref. Source 3 PTP IEEE 1588 100ns
Ref. Source 4 external NTP server 100us
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17.2 Reference Sources Status

Device Configuration - m} X
After selecting the menu, you reach the main page of
(- ources v

the Ref. Sources Status.

00 - GNS181

Description [¥] Ref. Sources Status

Ref. Source 1: GNSS
This menu offers you the possibility to receive _ Waster, Locked, Aceurate, Low Jifer
important status information about the previously i
configured reference sources of your module/ it Stn 2 i T
assembly group. ———

Ons

Ref. Source 3 RIG

No Conn., No Signal

Ons

=
=

Ref. Source 4 NTP

No Conn., No Signal
Ons

Ref. Source 5: FTP
No Conn., No Signal
Ons

Ref. Source 6: Fixed Freg
No Conn., No Signal
Ons

Ref. Source 7: PPS + String

ApplyAll & Close Revoks All Cancel & Close

Figure 51: Ref. Sources - Status Monitoring

Individual options of status monitoring are explained below.

Parameter Value

Ref. Source x Displays in a list the previously configured reference
sources and shows important status information.

Parameter Status Description
Ref. Source x Not applicable Type of the reference source
Status No Connection or The reference source is not available
No Signal
Signal available The reference source is available
Is Master The reference source is used to synchronize the system
Is Locked The system is synchronous with the reference source
Is Accurate Basic precision of the synchronization is reached
Offset Not applicable (n.a) Estimated difference between the individual reference clock and the system
time.

Table 14: Status of the Reference Sources
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18. References

18.1 References Configuration

Device Configuration - m] s
After selecting the menu, you reach the main page of
the References Settings.

172.27.38.55

Description /& References Serings

Reference Priorities: Available References:

This menu offers you the possibility to configure the T B i
available reference sources of your meinbergOS RRRSICREER) e
modules/ assembly groups.

You can define a bias (fixed offset) and a precision
value for each of these reference sources. Then the
holdover time between the current and the next
reference source is calculated.

Reference.
Bias (ns):

Precision (ns):

Quantifier: (D [Unquantified

Auto-Bias Master.
Auto-Bias Slave:

Is Trusted Source:
Use Trusted Source:

Asymmetry Step Detection:

ration restored.

ApplyAll & Close Revoke All Cancel & Close

Figure 52: References- Configuration

Representation of the reference sources.

" 9
(0) #00: GNSS1 (CLK1)

| |
2 A

o lvesgion

1 Priority

2 ID of the reference source

3 Type of the reference source

4 The module/ assembly group which provides the reference source.

Table 15: Description of the visualization
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Functions of the buttons

Nr. Button Function

s @

Moving the selected reference source by one position up in the priority list.

2 | Q@

Moving the selected reference source by one position down in the priority list.

- | ©

Moving the selected reference source from the priority list to the list of available reference sources.

- | O

Moving the selected reference source from the list of available reference sources to the priority list.

Table 16: Description of the buttons

The individual configuration options are explained below.

Parameter

Reference

Bias (ns)

This parameter specifies a constant time offset for
this time source, which is considered when compared
to other time sources.

Precision

This parameter determines the basic precision of this
time source. When switching between different time
sources, this value and the accuracy class of the
oscillator are used to determine a holdover time after
which the actual switching takes place.

Usually it doesn't make much sense to switch from a
more precise time source to a less precise one
immediately after the precise time source has lost
synchronization.

Instead, the more accurate time source will continue
to be used if the time error caused by the drift in
holdover is less than the basic precision of the next
best available time source.

In turn, a switch is made immediately if a higher
priority time source with a better "Precision" value
becomes available.

Quantifier

This parameter defines a kind of accuracy class that is
only used in redundant MRS systems to avoid
unnecessary switching between the active and
passive clock. As long as both the active and passive
MRS clocks have the same "Quantifier" value, no
switching occurs, even if the currently used time
source of the passive clock has a higher priority than
the currently used time source of the active clock.

Value

Displays the currently selected reference source.

Enter the offset (ns) in the field or leave it at the
default value of “0”.

Enter the Precision value (ns) in the field, or leave it at
the default value of 0.

If the "Precision" value is 0, no holdover
interval is calculated, and switches always

occur immediately.

(Precision of the next reference) /
(Precision of the current master) *
constant [s]

The ,,constant” depends on the quality of
the internal oscillator.

Open the drop-down menu and select a quantifier.

The parameter will not be displayed and
will not be able to be configured for the

reference sources which don’t support the
quantifier.




Parameter

Auto-Bias Master

If the "Auto-Bias Master" option is activated, this time
source can be used to automatically determine
constant time offsets of other reference sources that
have activated the "Auto-Bias Slave" option.

Auto-Bias Slave

If this function is activated, a possible static time
offset of the time source can be compensated by
measuring against a source where the 'Auto Bias
Slave' function is activated.

Is Trusted Source

This means that the reference source (e.g. GNSS)
selected as “Is trusted source” is considered a trusted
source.

Forexample, if a GNSS exceeds the precision of 100ns,
a new reference source is selected as the trusted
source.

Use Trusted Source

This function turns on a consistency check against the
reference sources that have activated the 'ls Trusted
Source' function.

Asymmetrie Step Detection

The asymmetry step detection is used to detect time
jumps. If this function is activated, the clock no longer
follows a time jump but tries to keep its current
phase. For this, the time offset of the source (BIAS) is
remeasured.
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Value

Check the box to set the selected module as an Auto-
Bias master.

Check the box to set the selected module as an Auto-
Bias slave.

Check the box to set the selected reference signal as a
“Trusted Source”.

Check the box to set the selected reference signal as
“Use Trusted Source”.

Check the box to activate the ,Asymmetrie step
detection”.



18.2 References Status

After selecting the menu, you reach the main page of
the References Status.

Description

This menu allows you to get important status
information about the available reference sources.

Device Configuration - [m} x

References v

192 168.101 63

[2| References Status

Current Master Ref.: #00: GPS1 (CLK1)

Master Ref. Type: GPS
Current Clock Index: 0

Clock synchronized

Clock Status: Antenna connected

Oscilator warmed up

Estimated Time Quality: 100 ns

Oscillator Type: 0CX0 HQ

Holdover Status: Mot In Holdover

Priority
] GPS1 (CLK1)
1 PTP1 (CLK1)
2 TCR1 (CLK1)
3 STRING+PPS1 (CLK1)

Source Status Offset

Is Master, Is Locked, Is 0ns
No Connection, Mo Sign... NI
No Connection, No Sign...

No Connection, No Sign. NiA

0) GPS1(CLK1):

Is Master,
Is Locked,
ls Accurate,
Low Jitter

Status:

Offset: Ons

Apply Al & Close Revoke All Cancel & Close

Figure 53: References - Status Monitoring

Individual configuration options of the status monitoring are described below.

Parameter

Current Master Ref.

Master Ref. Type

Current Clock Index

Clock Status

Estimated Time Quality

Oscillator Type
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Value

Displays the currently selected reference source
which was set as a Master.

Displays the type of the selected reference source.

Displays the index number which the reference
source has in the priority list. (e.g. GNSS ,,0%)

Displays various status information of the receiver,
such as synchronization status, antenna connection
and oscillator status.

Displays the approximate (presumed) time quality of
the reference clock based on the currently selected
reference source as an absolute value (e.g. 100ns).

Displays the type of the incorporated oscillator.



Parameter

Holdover Status

Ref. Source
You can select from the available reference sources to

see their status information.

Ref. Source Status
(see table 12) 17.2 Ref. Sources Status

Offset
(see table 12) 17.2 Ref. Sources Status
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Wert

Displays if the reference receiver is in the holdover
mode.

By "clicking" on a reference source, its status
information is displayed.

Priority Source Status Offset
1] GPST (CLK1) Iz Master, Iz Locked, Is ... -2 ns
1 PTP1 (CLK1) Mo Connection, Mo Sign... Mis
2 TCR1 (CLK1) Mo Connection, Mo Sign... NN
3 STRING+PPS1 (CLK1) Mo Connection, Mo Sign... [RTEN

0) GPS1 (CLK1):

Is Master,
Is Locked,
Iz Accurate,
Low Jitter

Status:

Offset: -Zns




19. Network

19.1 Network configuration

Device Configuration - m} s
After selecting the menu, you reach the main page of

the Network Settings.

Description & Network Settings

Sub Category: Wain

This menu offers you the possibility to change the
default network settings of the selected
module/assembly group.

Hostname: microSync

Default Gateway (Pvd): 17227.0.1

Default Gateway (IPvE):

DNS Server 0 172.163.1

DNS Search Domain 0: test.de

ApplyAll & Close Revoks Al Cancel & Close

Figure 54: Network - Configuration

Subcategories

Select Main to change the default settings of the selected module/assembly group, or Interfaces- to configure each
network interface. The menu Extended is also available for several modules/assembly groups.

Individual configuration options are explained below.
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19.1.1 Subcategory Main

Parameter

Hostname
The hostname is the unique identifier of your module
in network. (FQDN is possible).

Default Gateway (IPv4)
You can change the default settings of a system-wide
gateway which is to be used for the IPv4.

A gateway must be configured only if the network
traffic is to be routed between several logical
networks (subnets), i.e. if your module is to
communicate with other devices outside the subnets.

The cross-network data traffic in the subnetwork
must be activated via the gateway

Default Gateway (IPv6)
You can change the default settings of an interface
specific gateway which is to be used for the IPv6

This is to be made only if the IP of the interface is not
in the same subnet as the standard gateway.

DNS Server 0
This resolves the hostname to an IP address, and thus
enables the assignment of hostname to IP address.

The configuration of a DNS server is necessary if a
hostname is mentioned elsewhere as the address of a
network user. (e.g. External NTP server).

DNS Search Domain 0
The preferred /prioritized domain in which the DNS
servers should try to perform name resolution.
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Value

Enter a hostname for your module or leave the field
empty.

Enter a valid IPv4 gateway address.

Enter a valid IPv6 gateway address

0 Please use no host name!

Enter the DNS Server’s valid IP address.

Click on * to add a DNS Server (0...n) and on =-to
remove it.

Enter the name of the DNS search domain

Click on * to add a DNS search domain and on = to
remove it.



19.1.2 Subcategory Interfaces

Description

This menu offers you the possibility to change the
default settings of the selected module/assembly
group’s network interface.

Device Configuration - O X

& Newwork Settings

Connected via: lan(:0

Subcategory: inferfaces

Physical Interface: lan0
Link Mode: Autonegotiation
Front LED Indication

SyncE: O

Virtual Interface: lan0:0 vl -

DHCP: Disabled

IP Address: 172.16.100.228

Netmask / Prefix Bits: e

Gateway:
VLAN: Off
WVLAN Priority (PCP): 0: Background

WLAN ID: o

Apply All & Close Revoke Al Cancel & Close

Figure 55: Network - Network Interfaces

Individual configuration possibilities are described below.

Parameter

Physical Interface
Available physical network interfaces are displayed in
a list and can be selected.

Link Mode (meinbergOS)

You can configure the parameters for the connection
speed and the duplex mode of the selected virtual
network port here.

76

Value

Open the drop-down menu and select the network
interface to be configured.

Open the drop-down menu select from seven
available modes (depending on the module/
assembly groups):

= Auto negotiation (automatic detection)

= Mbit/half duplex

= 10Mbit/full duplex

= 100 Mbit/half duplex

= 100 Mbit/full duplex

= 1000Mbit/half duplex

= 1000Mbit/full duplex

The interfaces are configured by default with
“autonegotiation”.



Parameter

Front LED Indication
The link status of the individual interfaces can be
visually displayed via the front LED.

Value

Description in table 16

LED Indication Network Status Front-LED-Status
not activated yellow

activated for e.g. LAN 0 interface Link up green

activated for e.g. LAN 0 interface Link down red

activated for interfaces LANO Linkup green

(e.g. LAN 0 + LAN1) LAN1 Linkup

activated for interfaces LANO Linkup red

(e.g. LAN 0+ LAN1) LAN1 Linkdown

Table 17: Front LED Indication

SyncE

Specific SyncE parameters can be configured after the activation of SyncE

Parameter

Quality Level Detection (QLD)

The quality level of the incoming or outgoing signal is
transported or evaluated via the ESMC (Ethernet
Synchronisation Message Channel) messages when
the QLD is activated. If the source is used for system
synchronization, the quality level is routed to the
outputs.

SDH Network Option

The values selected for the quality levels depend on
the SDH network options, Option 1 for SDH, E1-based
systems or Option 2 for SONET, T1-based systems.

Fixed Input SSM
Fixed quality level of the SyncE input signal.

Fixed Output SSM
Fixed quality level of the SyncE output signal.

7

Value

Open the drop-down menu and select:

Enable QLD activated
Disable QLD deactivated
Open the drop-down menu and select the

SDH-network option you want.

Open the drop-down menu and select the quality
level you want.

Open the drop-down menu and select the quality
level you want.



Parameter

Minimum Input SSM

This allows you to select the minimum SSM level of
the incoming signal (e.g. QL-SSU-B) that is still
acceptable as an input signal. If the clock reports a
lower quality level (e.g. QL-EEC1/SEC) than the
configured minimum SSM level, the system will not
use it for synchronization.

Local Priority

Use the priority to define which port and thus which
input signal is generally preferred (for clock
selection).

RJ-45 Gbit Clock Mode

A port can act as slave or master. For SFP ports with
fibre optic connection, synchronization works
automatically in both directions, so no configuration
is required
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Value

Open the drop-down menu and select the minimum
quality level like QL-PRC or QL-SSU-A you want to use

Enter the priority you want:
0 highest priority

255 lowest priority

Open the drop-down menu and select the mode:

Mode Role of the port
Disabled not assigned
Automatic Port automatically selects role

Forced Master Forced ,,Master®

Forced Slave Forced ,Slave“

Preferred Master | Preferred ,Master

Preferred Slave Preferred ,Slave*




Parameter

Virtual Interface
You can add a multitude of virtual IP addresses to
each physical interface.

Label

You can enter an individual text description for the
virtual network interface previously selected in the
Virtual Interface.

DHCP

Activation/ deactivation of the DHCP service. If a
DHCP client is enabled, the fields for the static Ip
configuration will be disabled. The opposite is in the
case, if the DHCP client is disabled.
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Value

Open the drop-down menu and select the network
interface to be configured.

By clicking on * further virtual network interfaces can

be added. They can also be selected in the drop-down
menu.

Enter the text description you want

Static IP or DHCP:

»,Disabled” for static IP
»IPV4¢ for DHCP
»IPV6¢ for DHCP



DHCP disabled

Description

If you selected the function ,,Disabled” from the drop-
down menu, the following fields would be enabled
and can be configured.

Device Configuration - m} X

Individual configuration possibilities are described below.

Parameter

IP Address
An IP address for the virtual interface can be assigned
here.

Netmask / Prefix Bits
You can configure the subnet mask for the previously
set IP address.
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172.27.38.55

& Newwork Settings

Sub Category: Interfaces ~

Physical Interface: lan0 ~

Link Mode. 10 MBit's Half Duplex (10base ~

Virtual Interface: lan0:0 LV |

DHCP: Disabled ~

IP Address: 17227 3855

Netmask / Prefic Bits: 18]

Gateway:
VLAN: Off
VLAN Priority (PCP}: 0: Background

VLAN ID: 0

Apply All & Close Revoks Al Cancel & Close

Figure 56: Network - Interfaces (DHCP disabled)

Value

Enter a valid IPv4 or IPv6 address

Please enter the number of bits which define the
network part of the IP address:

= 24 Prefix Bits of the IPv4 £ 255.255.255.0
(Class C net)

= 24 Prefix Bits of the IPv6 netmask 2 ffff:ff::0



Parameter Value

Gateway Enter a valid IPv4 or IPv6 gateway.
Here you can configure a gateway (if supported)
specifically for the selected virtual interface.

VLAN Select between:
Activate the VLAN for the selected virtual interface.
»ON% VLAN activated
5 OFf¢ VLAN deactivated

VLAN ON

Specific VLAN parameters become configurable after activating the VLAN.

Parameter Value

VLAN Priority (PCP) Open the drop-down menu and set the priority
You have the possibility to prioritize the VLAN between a low priority, value 1 and a high priority,
packets. value 7.

VLAN ID Enter a valid VLAN ID.

A 12-bit worth (0...4096) that allows the separation of
the VLAN network traffic in different VLANs and a
clear classification of the VLAN packets.
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19.1.3 Subcategory Bonding

Description
This menu allows you to bond physical network ports
(LAN interfaces). Depending on the mode used, e.g.

redundancy for the network ports are created or a
higher bandwidth can be reached.

Individual configuration options are explained below.

Parameter

Interface
Select the number of the bonding interface to which
you want to assign slave interfaces.

Mode

Depending on the application and the given network
structure, you have the possibility of selecting various
bond modes.

Slave Interfaces

You can set the network ports that belong to the bond
interface previously selected in the Interface
parameter.

Device Configuration - [m} x

=

172.27.38.55

# Network Settings
Sub Category: Bonding
Interface: bond0®

Mode:

Slave Interfaces:

Apply All & Close Revoke All Cancel & Close

Figure 57: Network - Bonding
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Value

Open the drop-down menu and select the bonding
interface.

Bei clicking on ¥ further bonding interfaces can be
added. They can also be selected in the drop-down
menu.

Select the mode in which the bonding driver should
work.

Check the box of one or more network ports.



Description of the Bond modes

Mode Description

The packets are sent in sequential order via slave interfaces. All the interfaces must be
. connected to the same switch. The switch ports must be combined into one trunk.

Round Robin
This mode contains load balancing and fault tolerance.

This mode provides redundancy. There is always only one interface of the Bond interface
active. If the active slave fails, the next slave takes over. The network cards can be connected
via various switches.

Active Backup | The MAC address of the bond is to be seen just on the active port. The bandwidth of the
interfaces can be different.

This mode contains no load balancing, but only fault tolerance.

The interface for the transmission is established by exclusive. All interfaces must be connected
to the same switch. The switch ports must be combined into one trunk.

XOR
This mode contains load balancing and fault tolerance.
The packets are sent on all interfaces. The interfaces must be connected to the same switch.
The switch ports must be combined into one trunk.
Broadcast
This mode contains no load balancing, but only fault tolerance.
The ,,Bond” is generated dynamically via the Link Aggregation Control Protocol.
All slave interfaces must have the same configurations for the speed and duplex mode and
will be used according to the specifications of the Standard 802.3ad. In addition, all slave
802.3ad . . .
(LACP) interfaces must be connected to the same switch. The switch must support the 802.3ad

(LACP) and the ports must be configured accordingly.

This mode contains load balancing and fault tolerance.
Table 18: Network - Bond Modes
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19.1.4 Subcategory Extended

DeSCI’iption Device Configuration — [m] )

You have the possibility to add your own network
configurations in the shell script (window). These are 172273855
applied automatically at each configuration

e & Network Settings
modification, subsequent to

Sub Category: E’d

Additional Configuration Script (fetc/mbg/network.conf.add):

#binish

#route add -net 192 168 102.0 netmask 255 255 255.0 gw 192.168 19.1

ApplyAll & Close Revoke Al Cancel & Close

Figure 58: Network - Extended configurations

For example, you have the possibility to configure static network routes.

The ,Bangline” must stay intact. In addition, just the standard shell will be supported, but not the

bash or the dash shells.
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19.2 Network Status

Device Configuration - a X
After selecting the menu, you reach the main page of

the Network Status.

172.27.38.55

Description 2 Network Status

Hostname:

Here you can find detailed information about the
status of your network module.

Default Gateway (IPv4).

Default Gateway (IPvE):

DNS Server 0

DNS Server 1

DNS Search Domain 0:

DNS Search Domain 1

Physical Interface

MAC Address:

Link [e]

Link Mode: 1 GBit/s Full Duplex (1000baseT)

Virtual Interface | =
DHCP: Disabled

IP Address

Netmask / Prefix Bts:

Gateway:

VLAN: Disabled

VLAN Priority (PCP):

WVLAN ID:

ApplyAll & Close Revoke Al Cancel & Close

Figure 59: Network - Network Status Monitoring

9 By manual changes via SSH or the "Extended Shell-Script", the status can deviate from the actual

configuration.

Individual possibilities of the status monitoring are explained below.

Parameter Value

Displays the previously configured hostname.

Hostname

Default Gateway (IPv4) Displays the previously configured IPv4 gateway
address.

Default Gateway (IPv6) Displays the previously configured IPv6 gateway
address.

DNS Server Displays the previously set IP of the DNS Server.

DNS Search Domain Displays the previously set DNS Search Domain.
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Parameter

Physical Interface

MAC Address

Link

Link Mode

Mode

Assigned Interface

Virtual Interface

DHCP

IP Address

Netmask /Prefix Bits

Value

Displays the name of the currently selected physical
interface or of the bond interface.

Open the drop-down menu and select the network
interface or bond whose status you want to monitor.

The following parameters offer you detailed status
information.

Displays the MAC addresses belonging to the physical
network interface.

The status of the physical network interface is
displayed:

active link green

inactive link red

Displays the previously configured Link Mode.

Displays the mode configured for the selected
bonding interface.

Displays the slave interfaces that have been assigned
to the bond interface.

Open the drop-down menu and select once again the
virtual network interface whose status you want to
monitor.

The subsequent parameters offer detailed
information about the status of the selected network
interface.

Shows whether the DHCP is activated or deactivated.

Displays the IP address that was set up before or that
was assigned via DHCP

Depending on the configuration, displays the
Netmask/ Prefix Bits.

0 The IP Address and Netmask/Prefix Bits parameters are dependent on the extended sh script settings.
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Parameter

Gateway

VLAN

VLAN Priority (PCP)

VLAN ID
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Value

Displays the previously set gateway.

Shows whether the VLAN is activated or deactivated.

Enabled VLAN activated

Disabled VLAN deactivated

Displays the prioritization of the VLAN packets.

Displays the previously configured VLAN ID.



20. PTP

20.1 PTP Configuration

Device Configuration - m] *
After selecting the menu, you reach the main page of

the PTP settings.

172.16.85.156
Description #& PTP Settings
Role: Mutticast Slave
This menu offers you the opportunity to change Frofle CEe
important default PTP settings of the selected Network Profocol:

module/ assembly group. The amount of the Dz o
configuration ~ options  depends on  the Sl
module/assembly.

Sync Interval:

Delay Request Interval:
Delay Mechanism:
Compensation Value (ns):

Hybrid Mode:

Apply All & Close Revoke All Cancel & Close

Figure 60: PTP - Configuration

Role

Select the appropriate role for the PTP Stack. Depending on the selection, additional menu items which can be
configured will be visible.

Possible roles are:

= Multicast Slave
= Unicast Slave

= Multicast Master
= Unicast Master

= Multicast Auto

= UC+'MC Master
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PTP Profiles

You have the option to choose between different profiles. Depending on the profile, the parameters of the
corresponding standard will be predefined. The explanation of each profile can be found in the table below.

Industry Profile Description

Custom

By selecting the ,,Custom“ profile you have the option to freely configure all PTP-
Parameters.

Default Profiles

Default E2E IEEE 1588-2008

Default profile defined in IEEE 1588-2008 standard with end-to-end delay
mechanism. Available in Multicast and Unicast mode.

Default P2P IEEE 1588-2008

Default profile defined in IEEE 1588-2008 standard with peer-to-peer delay
mechanism. Available in multicast mode.

Power Profiles

C37.238-2011 (Power)

Preconfigured PTP settings of the module/assembly for the use of the IEEE 1588
Precision Time Protocol in Power System applications, for precise time
distribution and clock synchronization in electrical networks with an accuracy of
1's.

€37.238-2017 (Power)

Preconfigured PTP settings of the module/assembly for the use of the IEEE 1588
Precision Time Protocol in Power System applications, for precise time
distribution and clock synchronization in electrical networks with an accuracy of
1's.

IEC/IEEE 61850-9-3 (Power)

Preconfigured PTP settings of the module/assembly for the power utility profile
IEC/IEEE 61850-9-3, for precise time distribution and clock synchronization in
electrical networks with an accuracy of 1's.

Telecom Profiles

ITU-T. G.8265.1 (Telecom)

Preconfigured PTP settings of the module/assembly for module/assembly
applications in the telecom industry for frequency synchronization.

ITU-T. G.8275.1

Preconfigured PTP settings of the module/assembly for applications in the
Telekom area for phase and time synchronization with PTP support on the
network.

ITU-T. G.8275.2

Preconfigured PTP settings of the module/assembly for applications in the
Telekom area for phase and time synchronization with partial PTP support on the
network.

DOCSIS 3.1

Preconfigured PTP settings of the module/assembly for cable network operators
(Data-Over-Cable Service Interface Specifications), which is based on the Telecom
ITU-T G.8275.1 profile.

Broadcast Profiles

IEEE 802.1AS

Preconfigured PTP settings, for module/assembly applicationsinthe AVBand TSN
areas.

AES67 Media

Preconfigured PTP settings of the module/assembly in the AES67 standard. For
synchronization of IP-based audio network products based on existing standards
such as AES67 or RAVENNA.

SMPTE ST 2059-2

Preconfigured PTP settings for using the module/assembly to synchronize IP-
based video and audio products in a professional broadcast environment.

Table 19: PTP Profiles
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20.1.1 Role Multicast Slave

Parameter

Network Protocol
You can choose from network protocol options:

UDP/IPv4 (Layer 3)

IP frames with [IPv4 headers. UDP-based
communication

UDP/IPv4 (Layer 3)

IP frames with IPv6 header. UDP-based

communication

IEEE 802.3/Ethernet (Layer 2):
Ethernet frames based on slave and master MAC
addresses.

Domain Number

APTP domainis a logical group of PTP devices within
a physical network defined by the same domain
number.

PTP devices to communicate with each other must be
configured with a unique domain number.

Announce Interval

Specifies the rate for sending Announce Messages
between masters. This is used to select the current
GM (Best Master Clock Algorithm).

Sync Interval
Specifies the rate for sending sync messages from a
master to a slave.

Delay Request Interval

Specifies the rate of how often delay measurements
are initiated from a slave to the master. For a master,
this setting corresponds to the limit that this master
allows as the maximum delay request rate with a
slave.
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Value

Open the drop-down menu and select between the
network protocols UDP/IPv4, UDP/IPv6 and IEEE
802.3.

Use the arrow buttons to select the domain number
you want.

Open the drop-down menu and select from the
available settings.

Open the drop-down menu and select from the
available settings:

from -5 (32/s) to 5 (1/32s)
supported by some modules:

-7(128/s) to 7 (1/128s)

Open the drop-down menu and select from the
available settings:

from -5 (32/s) to 5 (1/32s)
supported by some modules:

-7 (128/s) to 7 (1/128s)



Parameter

Delay Mechanism
Two options are possible:

E2E (End-to-End)
Delay messages are sent directly from a slave to the
master (two end nodes).

Peer-to-Peer (P2P)
Each device (a peer) in the network exchanges peer-
delay messages with its neighbor node.

The P2P mechanism can only be used in 1588 PTP-
enabled networks where all network nodes support
and have enabled the P2P mechanism.

Compensation Value
This parameter can be used to compensate for a
known asymmetry.

Hybrid Mode

in this mode, ptp messages (sync, follow, and
announce) are sent in multicast while the delay
request and delay response messages are sent in
unicast.
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Value

Open the drop-down menu and select a delay
mechanism for your PTP- network.

Enter a value for PTP delay asymmetry compensation
in nanoseconds.

The value must be positive if the distribution time
from master to slave is longer than the distribution
time from slave to master.

Open the drop-down menu and select:
»on ¢ to activate the Hybrid Mode

5, Off to deactivate the Hybrid Mode



20.1.2 Role Unicast Slave

Parameter

Network Protocol
seerole ,Multicast Slave“

Domain Number
see role ,Multicast Slave “

Compensation Value (ns)
see role ,Multicast Slave “

Unicast Master

You can configure multiple unicast masters for a
slave. If the primary master is not reachable, the slave
selects the secondary master (Alternate Master).

Address
Here you have the option to enter the IP address of
the previously configured Unicast Master.

Clock ID
PTP Clock ID of the GM

Announce Interval
see role ,Multicast Slave “

Sync Interval
see role ,Multicast Slave “

Delay Request Interval
see role ,Multicast Slave “

Transmission Duration (sec)
Validity period of a Unicast package subscription
(Announce/Sync/Delay Request) in seconds.

The slave tries to log on to the master again with a
package subscription shortly before the validity
period expires.
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Value

Open the drop-down menu and choose:
#0 primary master

#1 secondary master

Enter a valid IP- adress

Enter the clock ID of the master.

alternatively you can use the default wildcard ID
(FF:FF:FF:FF:FF:FF:FF:FF:FF)FF) to allow any clock ID.

Enter the time of validity in seconds.



20.2 PTP Status

Device Configuration - O K
After selecting the menu, you reach the main page of

the PTP status.

172.16.85.156
Description ¢ PTP Status
Wersion
The PTP status provides you with all the important Bl retworrronco
information about your previously configured PTP Domai Number 0
parameters. Delay Mechanism: £2

Delay Request interval -5 (32/s)

Port State: Disabled

Path Delay: Ons

Offset: Ons

Grandmaster Clock I 00:00:00:00:00:00:00:00

Clock Class: o

et

Clock Accuracy: Unknown
Clock Variance: Ox0000
Time Source: Unknown

UTC Offset: 0s

ApplyAll & Close Revoke Al Cancel & Close

Figure 61: PTP - Status Monitoring

The following is a detailed explaining the individual options for status monitoring.

Parameter Value

Version Displays the version of the PTP standard.

Network Protocol Displays the selected network protocol.

Domain Number Displays the previously configured domain number.

Delay Mechanism Displays the previously configured delay mechanism.

Delay Request Interval Displays the previously configured delay request
interval.
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Possible status of the PTP Port

Port State

Displays the status of the previously configured PTP Port.

Status Description

Uninitialized The PTP module boots, the software daemon is not yet started, the IP address is
not yet assigned.

Initializing In this state, the port initializes its datasets, hardware, and communications settings.

Stopped The PTP service was stopped or not started after a startup due to a missing link on the PTP port or an
unsynchronized master clock.

Listening The port either waits for the Announce Receipt timeout to declare itself as master or for an Announce
massage to be received by a master.

preMaster A short transition state while the port becomes the master.

Master The port is currently master

Passive The portisin passive mode. In this case, another master clock is active in the PTP domain. The port can

take the master status if it determines, based on the BMCA (Best Master Clock algorithm) that there is
no better master in the PTP domain

Uncalibrated

The port is configured as a slave and has already found a suitable GM in the PTP domain. The PTP
instance is waiting to calculate the path delay to a GM and set the PTP clock to the GM using the
calculated offset

Slave

The portis in slave state and has fully calculated its offset and delay to GM.

Table 20: PTP - Status of PTP Ports

Parameter

Value

Path Delay

The calculated Path Delay between slave and master
(E2E) or to the next PTP-Peer (P2P).

Offset

The current offset of the local PTP-time at the
reference time of the GM.

GM Clock ID

PTP Clock ID of the GMs.

Clock Class

PTP Clock Class of the currently selected PTP GM. This
value is used in the BMCA.

Clock Accuracy

The phase accuracy of the active GM at the reference
time used by the GM (e.g. GPS). This value is used in
the BMCA.

Clock Variance

Maximum possible variance of the time base.
Calculated based on the "Allan deviation". This value
depends on the oscillator installed in the device. This
value is used in the BMCA.

Time Source

The type of time source used by the GM.

UTC Offset

This value represents the current offset to PTP time,
based on TAl for calculation, of UTC.
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21. PTP (IEEE1588)

21.1 PTP (IEEE1588) Configuration

Device Configuration - m} K
After selecting the menu, you reach the main page of

the PTP (IEEE) Settings.

17227 48.55

Description & PTP (IEEE1588) Settings

Instance PR

This menu offers you the possibility to configure all
PTP parameters of your module/ assembly group
which support the PTP IEEE1588. Depending on the
module/ assembly group, the scope of this
configuration possibilities is different.

Physical Interface: lan0

Virtual Interface: lan0:0

Time Protocol: PTPv2
Operation Mode: Multicast Slave
Frofile: Hone

Metwork Protocol:

Domain

One-Step:

Hardware Packet Generation:

£
e

Delay Mechanism: E2E
Hybrid Mode: O

PTP DSCP Class: Best Effort (0x00)

Unicast TTL: 128

Multicast TTL:

Temporarily Disabled: O
Announce Receipt Timeout: 3
Announce Interval 1(112s)
Sync Interval: 0{1s)

Delay Reguest Interval 3 (1/8s)

Asymmetry Compensation: 1

ApplyAll & Close Revoke Al Cancel & Close

Figure 62: PTP IEEE - Configuration

The configuration possibilities are explained below.

Parameter Value

Instance Select the instance to be configured.

Configured PTP instances are displayed in a list and

can be selected. By clicking on +, various instances can be added or by

clicking on =, they can be deleted. These can be also
selected in the drop-down menu
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Parameter

Physical Interface
Select a physical interface for the previously selected
instance.

Virtual Interface
You can assign a virtual interface to the previously
selected physical port.

Value

Select a physical network interface.

Select a virtual interface.

Time Protocol
Select the time protocol which will be supported by
the selected module/ assembly group.

Operation Mode

Select the corresponding mode which the PTP stack
has to take. Depending on the selection, further
specific parameters can be configured.

Profile

You have the possibility to choose between various
sectoral PTP profiles (see tab. 17, p. 92).

Depending on the profile, the parameters defined in
the standards are preset.

Network Protocol
You can select

UDP/IPv4 (Layer 3)
IP  Frames mit
Kommunikation

IPv4 Header. UDP basierte

IEEE 802.3/Ethernet (Layer 2):
Ethernet frames based on MAC addresses of Slave
and Master.

Domain

PTP modules which act as slaves and should
synchronize with a certain master in a physical
network, have to be assigned to a logical group.

This is done by assigning a unique domain number
which has to be the same for the Slave and for the
Master belonging to him.

Ipv6 Multicast Scope

The prefix of IPv6 multicast addresses specifies their
size. A special scope in case of multicast mode can be
selected here.

%6

Select a time protocol.

Select an operation mode.

Select a PTP profile.

Select the requested protocol.

After selecting the IPvé6 protocol, the parameter IPv6
Multicast Slave Scope will be available.

Enter a valid domain number

Select a range of validity.



Parameter

One-Step

In "one-step mode", the precise time stamp is sent as
part of the PTP packet and not as in "two-step mode"
in a second "Follow-up" packet.

Hardware Packet Generation

In this mode the PTP packets are generated directly
by the FPGA and not by the PTP software. This
achieves a much higher client capacity and packet
rate. This mode is only usable in combination with the
"One-Step" Clock Mode.

Delay Mechanism
The description of this parameter is to be found in the
Role Multicast Slave chapter.

Hybrid Mode (Delay Mechanism E2E)

In this mode, the PTP messages (Sync, Follow and
Announce) are sent in Multicast, while the Delay
Request and Delay Response messages are sent in
Unicast.

PTP DSCP Class
You have the possibility to prioritize the PTP packets
by selecting a DSCP class.

The information about the “DSCP Class” is inserted in
a header of an IPv4 packet. Routers can evaluate this
information and treat the PTP packet as a prioritized
one.

Unicast TTL

The parameter is only relevant if Unicast PTP is
configured. the TTL describes the number of hops
(e.g. routers) that a packet can pass before it is
discarded.

Multicast TTL

The PTP Multicast traffic is not routed by default and
this value is defined by the PTP standard as “1”.
However, you have the possibility to enter a
customized value.

Temporarily disabled
You have the possibility to disable this instance
temporarily.
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Value

Check the box to activate the “One-Step” parameter.
Per default, this parameter is deactivated.

Check the box to activate the “Packet Generator”
parameter. Per default, this parameter is deactivated.

Choose between the E2E and P2Pn
Mechanisms”

“Delay

Check the box to activate the “Hybrid Mode”. This
parameter is per default deactivated and can be
activated only when the “Packet Generator” was
activated.

Select the requested PTP- DSCP class.

Enter a custom TTL value in the field or leave it at the
default value of 64.

Enter a customized TTL value in the field or leave it at
the default value of 1.

Check the box to disable the instance temporarily.



Parameter

Priority 1

It can happen that the current GM will lose its GPS
reference, will disconnect because of a switch failure
or will not be able to continue working as GM.

Priority 1 is then the first parameter used by the
Standard BMCA, and after that a new GM will be
selected.

You have also the possibility to configure your own
PTP network priority for the BMCA.

Fixed Quality
The description of configurable parameters is to be

found in the Fixed Clock Quality chapter.

Priority 2

Priority 2 is consulted by the Standard BMCA shortly
after the Clock Class, the Clock Accuracy and the
Clock Variance, in order to determine a new GM.

This parameter may, allow system integrators to give
priority to one GM to another GM with the same
accuracy.

Announce Receipt Timeout

Specifies the rate for the “Announce Timeout
Messages”. This is usually 2-10 times as high as the
Announce Interval, with a default value of 3. During
this time, the BMCA procedure should choose the
current GM.

Announce Interval

Specifies the rate for sending “Announce Messages”
between Masters. This is for selecting the current GM
(Best Master Clock Algorithm).

Sync Interval
Gives the rate for sending Sync messages from a
master to a slave.

Delay Request Interval (Slave)
Specifies the rate of how often delay measurements
should be initiated from a slave to the master.

Peer Delay Request Interval (P2P)
Specifies the rate of how often delay measurements
should be initiated.

Min. Delay Request Interval (Master/E2E)
Specifies the limit that this master allows as the
maximum delay request rate with a slave.
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Wert

Enter a customized value for Priority 1.

It is recommended not to change the
default value for not influencing the
selection of the best GM by means of
BMCA.

Cannot be changed just in a few profiles.

Select a customized value for the ,,Announce Receipt
Timeout” or leave it at the default value of 3.

Select a customized value for the “Announce Interval”
or leave it at the default value of 1 (1/2s).

Select a customized value for the ,,Sync Interval” or
leave it at the default value of 0 (1/s).

Select a customized value for the ,Delay Request
Interval” or leave it at the default value of 3 (1/8s).

The value is preconfigured and not configurable.

Select a custom value for the "Min. Delay Request
Interval" or leave it at the default value of 3 (1/8s).



Parameter

Unicast Master

You have the possibility to configure more Unicast
Masters for a Slave. If the primary Master is not
reachable, the Slave selects the secondary one
(Alternate Master).

Master Address
The IP address of the system that serves the slave
systems as GM

Master Clock ID

For the GM clock to have an explicit identity, a 64-Bit
“Master Clock ID” is assigned. This contains up to 8,8-
bit clock identities which are usually based on MAC
addresses.

Master Port ID
A clock that has multiple PTP ports (such as a
Boundary Clock) numbers the ports with the port ID.

Announce Interval
By clicking on Announce Interval you reach the
description of this parameter.

Sync Interval

By clicking on Sync Interval you
description of this parameter.

reach the

Delay Request Interval
By clicking on Delay Request Interval you reach the
description of this parameter.

Transmission Duration (sec.)
By clicking on Transmission Duration you reach the
description of this parameter.
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Value

Open the drop-down menu and select:
#0 primary Master

#1 secondary Master

Enter a valid IP address for the GM.

Enter a valid Master Clock ID. If this is unknown or not
defined, the following will be applied:
FF:FF:FF:FF.FF:FF.FF.FF

Enter a valid master port ID. If this is unknown or
undefined, FF:FF is used here.




Parameter

Asymmetrie Compensation

Due to various influences, there may be delays
between the runtimes of the PTP packets between
master and slave and slave and master.

There may be several causes for such asymmetry:

= Differences in connection speed between master
and slave

= Differences in the fiber lengths of the data cables
when using separate fibers for the two directions.

Delay in fiber optics =5 ns/m

1 m difference in length = 2.5 ns
asymmetry half of the difference
between the distribution times.

Compensation Value (ns)
This parameter can be used to compensate for a
known asymmetry.

Timescale
Indicates which application-specific timescale is
synchronized.

PTP Standard (TAl):

According to the standard, the TAI time scale is used
in the PTP timestamps. TAl is a linear time frame with
no discontinuities, such as inserted leap seconds in
the UTC timescale. A unit of time is based on Sl
second.

Arbitary (ARB):
This timescale is determined by the user.

Log Level

You can use the log levels to define the minimum log
level. The higher the log level is set, the more detailed
the system events are saved.
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Value

Activate the checkbox to enable
Compensation".

"Asymmetry

By default, this parameter is deactivated.

Enter a value for PTP delay asymmetry compensation
in nanoseconds.

The value must be positive if the distribution time
from master to slave is longer than the distribution
time from slave to master.

Select the timescale you want.

Select the Log Level you want.

Error)
Warning)

AWM RO
=
o
[y
o
o



PTPv1 Hardware Compatibility

Sync messages are filled with zero bytes to reach the
size of the PTPv1 packet size. This is necessary for
certain PTP hardware.

Management Messages

The PTP Stack can respond to PTP management
messages to provide information about the current
state.

Packet Counters

This option can be used to count the PTP packets that
have been sent or received since the PTP stack was
started.

101

Activate the checkbox to enable "PTPvl Hardware
compatibility".

By default, this parameter is disabled.

Click on the checkbox to disable the "Management
Messages".

By default, this parameter is activated.

Click on the checkbox to disable the "Packet

Counters".

By default, this parameter is activated



21.1.1 Profile specific parameters

Profile SMPTE ST 2059-2

SMPTE 5T 2059-2;

System Frame Rate: 29897 H=z

DErcp Frame

Time Address Flags:
Dtclchrame

MNext Jam Mode: Daily Jam Event

‘12 ‘;

Jam Time (hh:mm:ss): 15 H 24

Event Timescale: PTP (TAl)

Figure 63: SMPTE ST 2059-2 - Configuration

System Frame Rate
Enter the refresh rate.

Time Address Flags
You can configure both Drop Frame and Color Frame.

Next Jam Mode

The jam is the event in which a discontinuity is
inserted into the sequence of the time code to
eliminate the accumulated displacement between
time code and actual time. This is the case with the
NTSC procedure, for example.
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Select a frame rate for your specific application.
The following refresh rates can be selected.
= 24 frames/sec (film High Definition, 2k, 4k, 6k)

= 25 frames/sec (PAL Europa System, Brazil,
Argentina and SECAM)

= 29,97 (30x1000-1001) frames/sec  (NTSC
American system (US, Canada, Mexico, Colombia,

etc...)

= 30frame/sec (HDTV-SD)

Activate the checkbox to activate the bit 0 "Drop
Frame".

0: Non-drop-frame

1: Drop-frame

Activate the checkbox to activate bit 1 "Color Frame™.
0: Notin use

1: In use

Choose from different Jam Modes for your specific
application.



Parameter

Jam Date
You have the option to set a date for the "Single Jam
Event".

Jam Time (hh:mm:ss)
You have the option to set a time for both the Daily
Jam Event and the "Single Jam Event".

Event Timescale
Indicates which application-specific timescale is used
for the Jam Event.

Value

Enter a date.

Enter a time.

Select a timescale.

Profile IEEE C37.238-2011

IEEE C37.238-2011:

Grandmaster ID: 3 ~
Network Time Inaccuracy (ns): 0
Alt. Time Offzet Indicator: uTc

Figure 64: Profil IEEE C37.238-2011 - Configuration

Grandmaster ID
In Power Profile C37.238-2011, a 1-byte ID must be
assigned to the Grandmaster.

Network Time Inaccuracy (ns)

The Network Time Inaccuracy indicates the expected
inaccuracy between master and slave, so that the
slave can make a statement at the end of the
synchronization chain about the probable accuracy.

Alt. Time Offset Indicator
Here a time zone can be set, which allows a slave to
calculate the current local time.

Choose an ID between 3 and 254

Usually the starting value of the Grandmaster is the
basic accuracy of the PTP output to UTC, i.e. 100 ns

You can select either UTC or from a list of preset time
zones.

ITU-T G.8275.1:

ITU-T G.B275.1:

MAC-Address: Forwardable (01:18:19:00:00: ~

Figure 65: ITU G.8275.1 - Configuration

MAC Address

The ITU-T. profile G. 8275.1 allows the PTP Messages
to configure a "forwardable" or "non-forwardable"
multicast destination address.

Select the desired Multicast Destination address.



21.1.2 Fixed Clock Quality

Fixed Clock Cluality:
Clock Class (Sync): &
Clock Class (Holdover): 7

Clock Class (Free Running):

Clock Accuracy: within 100 ns
Clock Variance: | 13563
Time Source: GPS

Figure 66: Fixed Clock Quality - Configuration

Clock Class (Sync)
Clock Class value in synchronous state.

Clock Class (Holdover)
Clock Class value in the holdover.

Clock Class (Free Running)
Clock Class value in freewheel.

Clock Accuracy
Simulated clock accuracy.

Clock Variance

You have the option to configure the maximum
possible variance of the time base. This value
depends on the installed oscillator and is used in the

BMCA.

Time Source

You have the option to select different time sources to

promote by the GM.

Activate the checkbox to activate the "Fixed Clock
Quality". By enabling this parameter, the parameters
used in the Best Master Clock algorithm can be
manually overwritten. This function allows a
"simulation mode" for the PTP output

Enter a value of 0-255.

Enter a value of 0-255.

Enter a value of 0-255.

Select one of the default values.

Enter the value to simulate in this field.

Select a time source.
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21.2 PTP (IEEE1588) Status

After selecting the menu, you will be taken to the
home page of the PTP IEEE1588 Status.

Description

This menu can be found in all important PTP status
messages of your module/assembly that support PTP
IEEE1588

Device Configuration

172.27.38.55

[2| PTP(IEEE1588) Status

Instance:

Port State:

Current Time:

Offset From Internal Ref.
Clock ID:

Port ID:

Priority 1

Clock Class:

Master

2018-08-25, 06:28:31.144512832
Ons

EC:46:70:FF.FE.0C:E4.T6

1

128

&

Clock Accuracy: 0x21 (within 100 ns)
Clock Variance:
Priority 2: 128

-3 (&fs)
0 (1is)
3 (1/8s)
Delay Mechanism: E2E

0x34FB

Announce Interval:

Sync Interval:

=
=

Min. (P)Delay Request Interval:

Utilization 0%
Unicast Slaves: o

UTC Offset valid

FTP Timescale

Time Traceable
Frequency Traceable

UTC Offset: 3Ts

Flags:

Time Source: GPs
Utilization 0%

Total RX Packets: 0 (0.0/sec)

Total TX Packets: 2977658 (9.0/sec)

PTP Datasets Pkt. Counters

ApplyAll & Close Revoks All Cancel & Close

Figure 67: PTP IEEE - Status Monitoring

The following is a detailed explaining the individual options for status monitoring.

Parameter Value

Instance Select the PTP instance whose status information you
want to view.

Port State Displays the PTP port state of the currently selected
instance.

Current Time Displays the current date and time of the port.

Offset from Internal Ref.: Displays the offset to the internal reference source.

Clock ID Displays the clock ID of the PTP instance.

PortID Displays the port ID of the PTP instance
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Parameter

Priority 1

Clock Class

Clock Accuracy

Clock Variance

Priority 2

Announce Interval

Sync Interval

Min. (P) Delay Request Interval

Delay Mechanism

Utilization

Unicast Slaves

Flags

UTC Offset

Time Source

Total RX Packets

Total TX Packets
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Value

Displays priority 1 for the BMCA.

Displays the PTP Clock Class of the currently selected
PTP GM.

Displays the phase accuracy of the active GM at the
reference time used by the GM

Displays the maximum possible variance of the time
base calculated based on the "Allan deviation". This
value depends on the oscillator type.

Displays priority 2 for the BMCA.

Displays the rate for sending Announce Messages.

Displays the rate for sending sync messages from a
master to a slave.

Displays the limit of a master for a slave's delay
request messages.

Displays the currently configured delay mechanism.

Displays the percentage utilization of the PTP port

Displays the number of connected PTP clients.

Displays the current value of the PTP flags
(for example, validity of the UTC offset, timescale
used)

Displays the current offset from UTC to PTP time.

Displays the time source used for PTP.

Displays the cumulative number of PTP packets
received.

Displays the cumulative number of PTP packets sent



21.2.1 Datasets

This menu provides you with extensive status monitoring of all parameters, the datasets defined in the PTP IEEE
1588.

To view the PTP datasets, click PTP Datasets

Current Dataset:

Parameter Value

Steps removed Displays the value of the "Steps Removed" parameter.
This indicates how many PTP Boundary Clocks are
between master and slave.

Offset from Master Displays the calculated offset to the currently used
PTP master.

0 Only valid in slave mode.

Mean Path Delay Displays the calculated path delay between slave and

master (E2E) or to the next peer (P2P).
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Parent Dataset:

Parameter

Parent Clock ID

Parent Port ID

Parent Stats

Grandmaster Priority 1

Grandmaster Priority 2

Grandmaster Clock Class

Grandmaster Clock Accuracy

Grandmaster Clock Variance

Grandmaster Clock ID

Value

Displays the Clock ID of the currently in use master.
This may differ from the clock ID of the GM in the case
of a PTP Boundary Clock.

Displays the PTP port ID of the currently in use master.

Indicates whether the offset scaled log variance and
clock phase change rate statistical values of the
current master have been measured and are valid.

Displays the priority 1 of the GM.

Displays the priority 2 of the GM.

Displays the clock class of the GM.

Displays the phase accuracy of the active GM at the
reference time used by the GM.

Displays the maximum possible variance of the time
base.

Displays the Clock ID of the GM

Default Dataset:

Parameter

Number PTP

Two Step

Slave only

Priority 1

Priority 2

Clock Class

Clock Accuracy

Clock Variance
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Value

Displays the number of ports capable of PTP.

Displays the currently used clock mode (One
Step/Two Step).

Indicates whether the PTP port is operating in slave-
only mode. In this case, he can never become a
master.

Displays priority 1 for the BMCA.

Displays priority 2 for the BMCA.

Displays the PTP Clock Class of the currently selected
PTP GM.

Displays the phase accuracy of the active GM at the
reference time used by the GM.

Displays the maximum possible variance of the time
base calculated based on the "Allan deviation”.



Parameter

Clock Identity

Domain Number

Value

Displays the PTP Clock ID of the module/assembly.

Displays the number of the PTP domain.

Time Properties Dataset:

Parameter

Current UTC Offset

Leap 61

Leap 59

UTC Offset Valid

PTP Timescale

Time Traceable

Frequency Traceable

Time Source

Value

Displays the current offset from UTC to PTP time.

Indicates whether a positive leap second has been
announced.

Indicates whether a negative leap second has been
announced.

Indicates whether the specified UTC offset is valid and
can be used to calculate UTC.

Indicates whether the PTP timescale (TAl) is used.

Indicates whether the time used can be traced back to
a primary time source. To do this, the "Time
Traceable" and "UTC Offset Valid" flags listed above
must be set to true.

Indicates whether the frequency can be traced back
to a primary time source.

Displays the currently used time source (e.g. GPS,
NTP.
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Port Dataset:

Parameter

Port Identity

Port State

Minimum Delay Req. Interval

Peer Mean Path Delay

Announce Interval

Announce Receipt Timeout

Sync Interval

Delay Mechanism

Minimum PDelay Req. Interval

Version Number
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Value

Displays the identity of the PTP port. This consists of
Clock ID and PTP Port ID (separated by "/").

Displays the current PTP port state (e.g. Listening,
Uncalibrated, Slave, Master).

Displays the Minimum Delay Request Interval.

Displays the calculated path delay to the next peer
(P2P).

Displays the rate for sending Announce Messages.

Displays the number of "Announce messages that are
missed" before a master becomes active itself or
reevaluate its PTP port status.

Displays the rate for sending sync messages from a
master to a slave.

Displays the currently configured delay mechanism.

Shows the minimum supported (peer) delay request
interval at which connected PTP slaves are allowed to
send requests.

Shows the PTP version number used



21.2.2 Packet Counter Statistics

The Device Manager displays a statistical record of all sent and received PTP packets of the previously selected

module/assembly.

To view the PTP Packet Counter Statistics, click

Received Data (RX)

Parameter

RX Total

RX Announce

RX Sync

RX Follow up

RX Delay Request

RX Delay Response

RX PDelay Request

RX PDelay Response

RX PDelay Follow up

RX Signalling

RX Management

RX Management Errors
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Pkt. Counters

Value

The total number of messages received.

The number of Announce Messages received.

The number of sync messages received.

The number of follow-up messages received.

The number of Delay Request Messages received.

The number of Delay Response Messages received.

The number of PDelay Request Messages received.

The number of PDelay Response Messages received.

The number of PDelay Follow up messages received.

The number of signalling messages received.

The number of management messages received.

The number of Management Error Messages received.



Transmitted Data (TX)

Parameter Value

TX Total The total number of Announce Messages sent.
TX Announce The number of Announce Messages sent.

TX Sync The number of sync messages sent.

TX Follow up The number of follow-up messages sent.

TX Delay Request The number of Delay Request Messages sent.
TX Delay Response The number of Delay Response Messages sent.
TX PDelay Request The number of PDelay Request Messages sent.
TX PDelay Response The number of PDelay Response Messages sent.
TX PDelay Follow up The number of PDelay Follow up messages sent.

TX Signalling

TX Management

The number of signalling messages sent.

The number of management messages sent.

TX Management Errors The number of Management Error Messages sent.

Announce Receipt Timeouts
Displays the number of Announce timeouts. That is, the number of periods in which the configured Announce
Receipt timeout has been exceeded.
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22. NTP

22.1 NTP Configuration

After selecting the menu, you reach the main page of

the NTP Settings.

Description

This menu offers you the possibility to configure
important NTP parameters. The type and number of the
configurable parameters depend on the module/

assembly group you have selected.

Individual configuration options are described below.

Parameter

Role

Indicates which role the NTP takes. Depending on the
NTP software used, the selection of the role can be
limited to Client only or Server only and cannot be
changed. Various default values are preset for the
modules and assembly/groups.

Client only role (e.g. N2X):
Can be only NTP client.

Server only: (e.g. mycroSync)
Can be only NTP server.

Client & Server:

Can be both NTP client and server and can be
synchronized via external NTP server and can
transmit the time to the Clients

Device Configuration - m] X

||m|r <||m||>

172.16.85.156

& NTP Settings

Role: Client enly

Sub Category: Ext. Servers

#3.172.16.3.102 vl - | -

172.16.2.102

@O0

3 (B=ec)

Ext. Server:

Hostname / Address:
Initial Burst (iburst):
Min. Poliing Interval
Max. Polling Interval 3 (Bsec)
Burst @ |on

@ |off

@ |off

True: @ |off

No Select:

®
T
a

Prefer:

Apply All & Close Revoke All Cancel & Close

Figure 68: NTP - Configuration
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Value

Open the drop-down menu and select the requested
role.



Parameter Value

Subcategory Open the drop-down menu and select the
You have the possibility to choose between various subcategory to be configured.

categories in order to configure your NTP server or

client in detail. This is further described in detail in

the NTP chapter.

22.1.1 Ext. Server

Parameter Value

Ext. Server (Client Only) Open the drop-down menu and select the external
The external servers are other NTP servers which can server.

be reached via network. Additional properties can be

set for each entry in the list of external servers. The By clicking on +, you can add new servers to the list
most important are Hostname / Address and Initial

Burst. and by clicking on = they can be deleted.

Other parameters should be changed just in
exceptional cases.

Hostname | Address Enter a hostname or an IP address.
You have the possibility to enter a hostname or an IP
address of an external server.

Min. Polling Interval Open the drop-down menu and select a polling
The polling interval indicates at what interval interval between 8sec and 1024 sec.

requests are sent to the time source. The min. Polling

Interval value indicates the lower limit up to which

the NTP client may vary.

Max. Polling Interval Open the drop-down menu and select a polling
The polling interval indicates at what interval interval between 8sec and 1024 sec.

requests are sent to the time source. The max. polling

interval value indicates the upper limit up to which

the NTP client may be adjusted.
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http://wiki.py.meinberg.de/meinberg_support:02_public:time_sync:ntp:ntp_konfiguration_und_status#hostname_address
http://wiki.py.meinberg.de/meinberg_support:02_public:time_sync:ntp:ntp_konfiguration_und_status#initial_burst
http://wiki.py.meinberg.de/meinberg_support:02_public:time_sync:ntp:ntp_konfiguration_und_status#initial_burst

Parameter

Burst
If you enable burst, the ntpd will send 8 packets every
2 seconds at each request cycle, instead of just one.

This is only necessary in exceptional cases, e.g. if a
query is made via telephone line (Automated
Computer Time Service, ACTS) or "Dial In", or if the
query is made exclusively at very long-time intervals.

Result: With this configuration, a connection would
only be established explicitly at each query cycle. This
takes a long time and causes a large time error. The
burst then causes further queries if the connection
has already been established.

The time error for the subsequent packets is now
considerably less than for the first packet.

When used with "normal" NTP servers,
0 burst is usually not necessary. For public

NTP server operators, use by a client is
considered "abusive."

Initial Burst (iburst)

If the iburst parameter is used for an external server,
multiple queries are sent to that NTP server at short
intervals only when the program starts. This
significantly reduces the time to the first-time
synchronization.  Therefore, this setting should
always be turned on ("On").

No Select
Indicates that the marked server is normally polled,
though never used to track its own system time.

Therefore, this parameter should only be enabled
only if an external NTP server is to be monitored. This
includes, for example, monitoring the reachability or
the time offset of the NTP server

Prefer

Marks the server as preferred for the synchronization
in the case when the calculated delays, offsets and
the quality parameters of the server are the same.
See this page for more information.

Value

Open the drop-down menu and select:
On burst active
off burst deactivated (recommended)

This parameter is disabled by default.

Open the drop-down menu and select:
On iburst enabled (recommended)
off iburst disabled

This parameter is disabled by default.

Open the drop-down menu and select:
On no select enabled
off no select disabled (recommended)

This parameter is disabled by default.

Open the drop-down menu and select:
On prefer enabled
off prefer disabled (recommended)

This parameter is disabled by default.
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Parameter

True

By marking the server as ,true chimer”, the calculated
delay and offset will always be indicated as correct,
regardless of the commonly used selection
algorithms, and the server will always be considered
as a precise time source.

When the true parameter is activated , it
allows the ntpd to have a massive impact

on selecting the “best” time sources,
leading to unwanted results.

In addition, the following links:

Server Commands and Options
http://doc.ntp.org/current-
stable/confopt.html#option

Mitigation Rules and the 'prefer' Keyword
http://doc.ntp.org/current-stable/prefer.html#prefer
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Value

Open the drop-down menu and select:
On true enabled
off true disabled (empfohlen)

This parameter is disabled by default.


http://doc.ntp.org/current-stable/confopt.html#option
http://doc.ntp.org/current-stable/confopt.html#option
http://doc.ntp.org/current-stable/prefer.html#prefer

22.2 NTP Configuration (MeinbergOS)

DeSCriptiOI‘l Device Configuration

This menu offers you the possibility to configure
important NTP parameters of your selected Meinberg OS
modules/ assembly groups. & NTP Settings

172.27.48.55

Role: Server only

Sub Category Ref. Clocks

Ref. Clock: #1. Parse Driver 0

Clock Type: Parse Driver
Instance: 0

Mode: 151
Stratum: 0

Ref. D

Min. Poliing Interval

Max. Polling Interval:

Time 1 (sec): 0.004500000

Time 2 (sec): 432000
Orphan Mode: On

Stratum (if unsynchronized):

Apply All & Close Revoke All Cancel & Close

Figure 69: NTP - Configuration MeinbergOS

Subcategory

You have the possibility to choose between various subcategories in order to configure your Meinberg OS module/
assembly group. This is explained below.

Ext. Servers Configuring external NTP servers in the network.

Ref. Clocks Configuring radio clocks, GPS receivers etc. as a time source.

Symmetric Keys Configuring symmetric keys for authenticated time synchronization.

Trusted Keys Selecting the trusted keys from the list of all configured symmetric keys. If the device receives a
query with an untrusted key, this query will be rejected.

Extended Adding further custom NTP configuration parameters. The default ntpd configuration syntax

should be used.

Table 21: NTP - Subcategories
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22.2.1 Subcategory Ref. Clocks

Parameter

Ref. Clock
Selecting a reference receiver for the previously
configured NTP.

Clock Type

Instance
Possible values for the instance of a reference clock
are the values 0 to 3 for each reference clock type.

Mode

It depends on the ref. clock type which values for
“Mode” are possible. For a NMEA ref. clock, the value
is interpreted differently than in a PARSE ref. clock or
SHM ref. clock.

Stratum

The stratum value for Ref. Clocks should always be
"0". Otherwise there is the possibility that there may
be problems with the display of the refid, which is
interpreted depending on the stratum.

Only the local clock as ref. clock is an exception. In
case this is used, the stratum value should be
adjustable according to the planned use..

Ref. ID

This can only be configured if the Ref. Clock Stratum
has 0 (default). The Ref. ID is interpreted and
displayed as text.

Min. Polling Interval
See 22.1 NTP Configuration

Max. Polling Interval
See 22.1 NTP Configuration
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Value

#1 Parse Driver 0

Displays the previously selected Ref. Clock.

PARSE-Ref. Clock 0,1,2,3
NMEA-Ref. Clock 0,1,2,3
SHM-Ref. Clock 0,1,2,3

Indicates the current value for the selected ref. clock
type.

Indicates the stratum value for the ref. clock.

The refid can in principle be any text with up to 4
characters in length for ref. clocks.




Parameter

Time1
This parameter is used to compensate the constant
time offset of a Ref. Clock.

Time 2
For the parse driver, this value specifies a trust time if
Flag 1is set.

The value time2 should only be set in this
case to adjust the trust time.

A "trust time" is not supported for the Ref. Clock if the
NMEA driver, the shared memory driver or another
driver is used for the Ref. Clock instead of the PARSE
driver.

There are Refclock drivers which do not support the
Trust-Time. Therefore, the given values may have a
different meaning.

Orphan Mode
The orphan mode is a “fallback” when for example a
GPS receiver has no reception.

Some NTP clients expect that the stratum value of tis
server changes to a worse value as long as a GPS
reception is not possible.

However, for NTP v4 clients this is not necessary and
can even be counterproductive. The client recognizes
the increasing root dispersion value in the server’s
answers that its time is drifting and can then switch to
another server if one is available.

Orphan Mode
http://doc.ntp.org/current-stable/orphan.html

Stratum (if unsynchronized)

The value of this parameter indicates the stratum
value that NTP uses to report to the network when the
service is asynchronous an the trusttime has expired.

You have the option to change the
stratum value to a worse stratum.
However, this should not be changed by
default.
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Value

Specifies the compensating value in seconds.

Specifies the trust time in seconds.

The value is static and cannot be changed.
Orphan Mode on

Orphan Mode off

Enter a user-defined value in the field or leave it at the
default value of 12.


http://doc.ntp.org/current-stable/orphan.html

22.2.2 Subcategory Symmetric Keys

Description Device Configuration e O %

This menu allows you to configure symmetric keys for
authenticated NTP time synchronization. The keys can e
be used both when communicating with NTP clients & NTP Settings
and when communicating with an external server. -

Role: Server only

Sub Category: Symmetric Keys

Symmetric Keys:

# Type Key Trusted

WO

&
=

Autogen Delete

Cancel

Apply All & Close Revoke All Cancel & Close

Figure 70: NTP - Configuration (Symmetric Keys)

Autogen

By clicking on the “Autogen” button, the system automatically generates 10 MD5 keys and 10nSHA1 keys. The keys
are marked by default as not trustable. In order for an NTP client to use one of these keys for authentication, the key
must be manually marked as trusted via the subcategory “trusted keys”.

Add

The ,Add” button can be used to configure symmetric keys, manually. The system supports MD5 and SHAL keys.
Using the whitelist function, each key can be bound to up to 10 IP addresses. If the whitelist entries are configured,
the access to the whitelist entries is restricted. If no whitelist entries are configured, the key can be used by all clients.

Edit
The ,,Edit” button can be used to edit a symmetric key selected from the list.

Delete

The ,Delete” button can be used to delete a symmetric key selected from the list.
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Clear

The ,,Clear” button can be used to delete the entire key list.

Ok

By clicking on ,OK” you can add the created key to the “Symmetric Key” list.

Cancel

By clicking on ,,Cancel” the functions “Role” and “Subcategory” are released and the selection of the lower menu
options is disabled.

Parameter Value

Type Click on the drop-down menu and select the
You have the possibility to select between MD5 and necessary key type.

SHAL.

Key Click on << to generate a new key.

You have the possibility to generate a new symmetric

key.
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22.2.3 Subcategory Trusted Keys

Description Device Configuration iy O x

This menu offers you the possibility to mark the
“symmetric keys” configured in the “Symmetric Keys”
menu as trusted. If the device receives an NTP request & NTP Settings
with an untrusted key, the request will be rejected.

172.27.48.55

Role: Server only
This window lists the trusted keys which were Sub Category.
previously added in the “Symmetric Keys” menu.

<

WO

#1, MDS, XCQ\-e@-~1"z-.gtoff9

SelectAll Deselect All

&

ApplyAll & Close Revoke Al Cancel & Close

Figure 71: NTP - Configuration (Trusted Keys)

Select All

By clicking on Select All, all keys from the list are marked as trustable.

Deselect All

By clicking on Deselect All, all keys from the list are marked as not trustable.
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22.2.4 Subcategory Extended

Device Configuration

Description

This menu offers you the possibility to add your own
configurations which are not available in the
configuration menus. These are added to ntp.conf & NTP Settings
after applying the actual configuration.

17T2.27.48.55

Role: Server only

Sub Category: ]

Additional NTP Cenfiguration (fetc/mbg/ntp.conf.add):

#Add your addtional ntp config parameters below #
#This file will be appended to the ntp config file #

ApplyAll & Close Revoke Al Cancel & Close

Figure 72: NTP - Configuration (Extended)

Parameter Value

Additional NTP Configuration Enter your own additional configuration parameter.
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22.3 NTP Status

DeSCription Device Configuration — [m} b4

The various submenus provide wide status
information about the current NTP service. RS

o

[¢| NTP Status

{Sy=tem Status

Implementation ntpd

Version 428p12

Operating System: Linux

Processor Type: arm

System Time: 2019-06-11 08.52:14.691
Synchrenization Seurce: VHF/UHF Radio/Satelite (i.e. GPS)

Service State: Synchronized

=
=

Apply Al & Close Revoke Al Cancel & Close

Figure 73: NTP- Status (System Status)

22.3.1 System Status

This submenu provides general information about the NTP system status.

Parameter Value

Implementation Displays the type of the ntp implementation.
In many Meinberg devices the program ntpd is used,

which is the freely available, complete reference

implementation of the NTP protocol. The ntpd can be

used as an NTP client to synchronize its own system

time but can also work as a server to make its

synchronized system time available to other NTP

clients on the network.

If the full functionality of ntpd is not required,
however, slimmer implementations such as mbgntp
are also used, which may only assume the role of a
client or only the role of a server and do not fully
support all features of ntpd.
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Parameter

Version

Operating System

Processor Type

System Time

Synchronization Source

Service State

NTP Stopped

Value

Displays the version of the ntpd.

Displays the system on which the ntpd daemon is
running.

Shows the type of processor installed.

Displays the system time.

Displays the source to which the system is currently
synchronizing.

Displays the status of the ntpd.

The banner "WARNING: NTP service stopped" in the status menu "Overview", indicates that the NTPD has been

stopped. This can be caused, among others, by manually changing the system time or by switching to another time

source, which then causes a time jump of > 1000 seconds (panic threshold). In this case the NTP service must be

restarted.

To do this, go to the Services Settings menu.
Select NTP in the drop-down menu.

Click on the button ° to start the NTP service.

Device Configuration - O X

172,16 83.79 172.16.83.79

WARNING: NTP service stopped WARNING: NTP service stopped

& System Settings ¥ Overview

Upload SSL Certificate: Device: microSync HR102
Create Snapshot: - & Serial Number: 025811007190
Get Diagnostics File: Firmware: Code Talker 2020.03.0-devel-u

Target: 0x0310

B lan0
. lanl
B lan2
W an3

NTP Error: Service has been stopped!

Network Link:

PTP Instances: 1

PTP Port State{s): #00: Master

Recent Event: NTP state (Error)
2020-03-16 14:28:21

NTP senice stopped

Apply All & Close Revoke All Cancel & Close

125



22.3.2 NTP Status

Description Device Configuration L =] ®

This submenu provides detailed NTP status information
about your module/ assembly group.

17227 4855

2| NTP Status

NTP Status.

Selected Server (Ass. ID): 43000

Reference ID: MRS

Reference Time: 2019-06-11 08:52:44.038
Offset: 266 ns

Poling Interval 3 (Bsec)

Leap Indicator: None

Stratum: 1

Precision 1.907 us

Root Delay: Qus

Root Dispersion 1000 us

|||m|r <||m|>

Freq. Offset 0 ppb
Combined Jitter. 2us
Clock Jitter: 2us

Clock Wander 0 ppb

Address St. Reach Delay Offset
o Ass. 43000 o 3T 0.000 ms 0.000 ms

Apply All & Close Revoke All Cancel & Close

Figure 74: NTP - Status (NTP Status)

Parameter Value

Selected Server (Ass. ID) Displays the numerical value of the association ID
The association ID is the unique numerical value

used by the ntpd to identify a configured time source

(NTP server or ref. clock) in a list. However, the

numerical values change by each ntpd restart.

Reference ID Displays the time reference of the NTP peer.
The ,refid” indicates the nature of a time source and

is purely informative. If the time source is an NTP

server in the network which is reached via a IPv4

address, this address will be directly displayed.

However, if the server is reached via an IPv6 address,
the full address will be too long. Then a hash value is
formed via the IPv6 address which is displayed as an
IPv4 address.

If the time source is a radio clock, a text ID of up to 4
characters will be displayed, but even in special
situations, the “refid” may be a short text such “INIT”
or “STEP”,
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Parameter

Reference Time

Offset

Polling Interval

Leap Indicator

Stratum

The Stratum value indicates at which position of the
hierarchy level a certain NTP service is located. A
radio clock (Ref. clock), as a main time source, has a
stratum value of 0. An NTP service which receives the
time directly from the radio clock, becomes then a
stratum 1 server and the clients of this server-
stratum 2, etc. In this way it is prevented that a timing
loop arises in which the first device of the chain is
synchronized again with the last device of the chain.

The stratum value 16 has a special function and
indicates that a time source is not synchronous and
therefore cannot provide an accurate time. Unlike the
use of this term in telecommunications, the stratum
value in NTP does not indicate an absolute accuracy
class.

Precision

This parameter specifies the resolution needed for
the time of a time source to be read, e.g.
nanoseconds, microseconds or milliseconds. This
does not refer to the accuracy of a time source, but a
high time resolution is a requirement for achieving
high accuracy.

Root Delay

This parameter refers to the entire delay which adds
up over the different hierarchy levels of the time
synchronization up to the highest, original time
source
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Value

Displays the reference time of the server’s last update.

Displays the estimated offset between the own
system time and its reference time.

Shows at which intervals a query is sent to a
particular time source.

The leap indicator indicates whether a time source is
synchronous or not and whether a leap second has
been announced. The following values are possible:

0 The time source is synchronous, no leap
second announced.

1 The time source is synchronous, positive
leap second announced.

2 The time source is synchronous, negative
leap second announced.

3 The time source is not synchronous.

Displays the current stratum value of the NTP.

Displays the current precision value.

Displays the current “root delay”



Parameter

Root Dispersion

This is an estimated value and indicates how large the
time offset is over the various hierarchy levels of time
synchronization up to the top, original time source.

In normal operation, the value is small, but if no time
source is available, the value will steadily increase to
indicate that your own time is drifting and moving
more and more from the original reference time.

Freq. Offset

The time is derived from a specific clock frequency,
but each clock has a more or less big offset of its
nominal frequency. This frequency offset must be
determined and compensated so that the derived
time does not drift away.

In addition to the average frequency offset of a clock
generator, the actual frequency offset also changes
with the temperature.

Combined Jitter

Each time source has its own specific jitter when
queried. When using various time sources, the
combined jitter is computed from the weighted jitter
of each time source.

Clock Jitter

Every time a single source of time is queried, a certain
time elapses before the query arrives at the time
source and the answer is received.

The jitter is the deviation of the delay from the
average delay of the individual queries. The smaller
the jitter, the more accurate the time difference and
the time drift can be determined and compensated.

Clock Wander

This parameter refers to the case when the clock
frequency of a time source changes relatively slowly,
e.g. due to the changes in the temperature of the
housing and the environment. These changes must
be determined and compensated, just like the
frequency offset, in order to reach a high time
accuracy.
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Value

Displays the current time offset.

Displays the current frequency offset.

Displays the current Combined Jitter.

Displays the current Clock Jitter.

Displays the current value of the Clock Wander.



22.3.3 o| Ref. Clock 0 (43000, MRS)

This submenu offers you the possibility to receive
detailed status information of the NTP reference receiver.

Parameter

Reach

Selection Status

Reference ID
See NTP Status

System Time

Offset

Delay

Polling Interval

Device Configuration — O X

17227 4855

=

7] NTP Status

ol Ref. Clock 0 (43000, MRS)

Reach: 37

Selection Status: PPS Peer

Reference ID: MRS

System Time: 2015-08-11 08:53:24 038
Offset: 0.000 ms.

Delay: 0.000 ms

Poliing Interval. 3 (8sec)

Leap Indicator: None

Stratum: 0

=
=

Precision 1.907 us
Root Delay

Root Dispersion

Dispersion:

Jitter:

Aszsociation D:

Apply All & Close Revoke All Cancel & Close

Figure 75: NTP - Status (o|Ref. Clock 0)
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Value

Displays the status of the last 8 queries as an octal
value. The value “377” means that the last 8 queries
were successful.

Shows how the ntpd evaluates the current time
source using the "Tally Codes".

Displays the system time.

Shows the determined offset of the own system time
at the time of a reference time source.

Shows the average duration of a query, for queries
over the network this is the runtime of the NTP
packet.

Specifies the time intervals (sec.) at which a specific
time source is queried.



Parameter

Leap Indicator
See NTP Status

Stratum
See NTP Status

Precision
See NTP Status

Root Delay
See NTP Status

Root Dispersition
See NTP Status

Dispersion

Jitter
See NTP Status Clock Jitter

Association ID
See NTP Status
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Wert

Displays the stratum value of the reference source

Displays the dispersion value. This represents the
maximum error of the local clock relative to the
reference clock.




23. Serial Ports

23.1 Serial Ports Configuration

After selecting the menu, you reach the main page of the

Serial Ports Settings.

Description

In this this menu, the available serial ports of the selected

module are displayed and can be configured.

Individual configuration options are described below.

Parameter

COM x Baud Rate
The baud rate is the transmission rate of the serial
time string.

COM x Framing
The framing represents the format of the data to be
transmitted.

COM x String Type

You have the possibility the choose from a multitude
of time strings. These are represented as ASCII codes
and can be displayed in the serial terminal of the start
screen.

COM x Mode
You can select the interval at which the previously
configured time string is to be sent.
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Device Configuration - [m] x

Serial Ports

00- GNS181

J Serial Ports Settings

COMD Baud Rate: 19200
COMO Framing: aN1
COMD String Type: Meinberg Standard

COMO Mode: On request only ('7)

CON1 Baud Rate: 19200
COMN1 Framing: aN1
COMN1 String Type: Uni Erlangen

CON1 Mode: Per second

COM2 Baud Rate: 19200
COM2 Framing: aN1
COM2 String Type: Meinberg Standard

COMZ Mode: Per second

Apply All & Close Revoke All Cancel & Close

Figure 76: Serial Ports - Configuration

Value

Open the drop-down menu and select the

appropriate baud rate.

Open the drop-down menu and select the

appropriate framing.

Open the drop-down menu and select the

appropriate string type.

Open the drop-down menu and select how the time
string is to be sent (every second, every minute, upon
request).



24. Inputs

24.1 Inputs Configuration

Device Configuration - m] X
After selecting the menu, you reach the main page of
the Inputs Settings.

00 - GNS181

Description & Inputs Senings

IRIG Code: B122/B123

This menu offers you the possibility to change the o T Ot N
default settings of various IRIG codes, which can serve
as a reference signal for the module/ assembly group
(only for MRS systems).

Apply All & Close Revoke All Cancel & Close

Figure 77: Input - Configuration

Overview of the IRIG Time Codes

IRIG B002 100pps, PWM-DC-signal, no carrier, BCD time of year

IRIG B122 100pps, AM-sinus signal, 1 kHz carrier frequency, BCD time of year

IRIG B00O3 100pps, PWM-DC-signal, no carrier, BCD time of year, SBS time of day

IRIG B123 100pps, AM-sinus signal, 1kHz sinus carrier, BCD time of year, SBS time of day

IRIG BO06 100 pps, PWM-DC-signal, no carrier, BCD time-of-year, Year

IRIG B126 100 pps, AM sinus signal, 1 kHz carrier frequency, BCD time-of-year, Year

IRIG BOO7 100 pps, PWM-DC-signal, no carrier, BCD time-of-year, Year, SBS time-of-day

IRIG B127 100 pps, AM sinus signal, 1 kHz carrier frequency, BCD time-of-year, Year, SBS time-of-day
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Code. acc. to IEEE1344-1995, 100pps, AM sinus signal, 1kHz carrier, BCD time of year, SBS time of

day, IEEE1344 Extensions for date, time zone, summer/winter time and leap second in Control

IEEE1344

Function Segment
C37.118 the same as IEEE1344, but with a rotated sign bit for the UTC offset
AFNOR:

time of day

Table 22: Input - IRIG time codes

Individual configuration options are described below.

Parameter

IRIG Code
Depending on the module/ assembly group, you can
select the incoming time codes.

Fix UTC Offset (min)

Depending on the time code used, it has a constant
time offset to UTC. This time offset must be
configured here, for the clock to convert the received
time into UTC.
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Code acc. to NFS-87500, 100pps, AM sinus signal, 1kHz carrier, BCD time of year, full date, SBS

Value

Open the drop-down menu and select the

appropriate IRIG time.

Open the drop-down menu and select a positive + or

a negative offset -.

Enter the value of the offset in the field.



25. Outputs

25.1 Outputs Configuration

Device Configuration i X

After selecting the menu, you reach the main page of the
Output settings.

00 - GNS181

.. & Outputs Settings
Description

IRIG Code: B00Z +B122

IRIG Timescale: utc

— DDl
.~ |

Synth. Phase (deg)

This menu offers you the possibility to change the default
settings of various IRIG codes, which can serve as an
output signal for the module/ assembly group.

Enable Serial Qutputs: Always
Enable Pulses: If Sync
Enable Fixed Freq. Always.

Enable Synth.. If Sync.

It is also possible to determine the frequency and the
phase of the synthesizer, as well as the time of the output
signal’s activation.

=
%

The explanation of various time codes is to be found in the
24.1 Input Configuration chapter.

Apply All & Close Revoke All Cancel & Close

Figure 78: Output - Configuration

Individual configuration options are explained below.

Parameter Wert
IRIG Code Open the drop-down menu and choose the
Depending on the module/ assembly group, you can appropriate IRIG time code you.

select the outcoming time code.

IRIG TFOM (nur bei IEEE 1344, C37.118) Open the drop-down menu:

A 4-bit Time Figure of Merit (TFOM) code that

represents the accuracy of the generated IRIG signal. Enabled TFOM is activated
TFOM 0 means the highest accuracy and TFOM 15

(hex) - the lowest accuracy. Disabled TFOM is deactivated
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https://www.linguee.de/englisch-deutsch/uebersetzung/synthesizer.html

TFOM

The following table describes various values for TFOM:

7

0 TQ_LOCKED_TO_UTC TQ_WITHIN_1_MS

1 TQ_WITHIN_1_NS TQ_WITHIN_10_MS
2 TQ_WITHIN_10_NS TQ_WITHIN_100_MS
3 TQ_WITHIN_100_NS 10 TQ_WITHIN_1_S

4 TQ_WITHIN_1_US 11 TQ_WITHIN_10_S

5 TQ_WITHIN_10_US 15 TQ_CLOCK_FAILURE
6 TQ_WITHIN_100_US

Table 23: Output - IRIG TFOM

Parameter

IRIG Timescale

The time code is available either as UTC or as local
time is calculated using the configuration applied in
the following menu item:

28.1 Time Zone Configuration

Synth. Frequency
The output frequency of the incorporated synthesizer
can be configured here.

Synth. Phase (deg)

The phase of the incorporated synthesizer can be
configured in order to determine the time of your zero
crossing.
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Wert

Open the drop-down menu and select the

appropriate time zone.

1. Enterin the fields the required frequency of 1/3
Hz to 10 MHz in digits.

2. in the first drop down menu, you have the
possibility to select various gradations.

3. If wanted, select a gradation (e.g. 1/8, 1/4,....)

4. In the second drop down menu, you can select
the unit from Hz to MHz.

By entering the frequency of 0 Hz, the
synthesizer may switch off.

Open the drop-down menu and select a positive + or

negative = phase shift.

Enter the phase position of the set frequency in the
range of - 180° bis + 180° with a resolution of 0,1.

The delay of the output signal becomes
0 larger while the phase angle increases. If a

frequency of more than 10 kHz has been set,
the phase cannot be changed.




Parameter

Enable Serial Outputs

You can set the mode how the serial time string ist o
be sent. This can be previously configured in 23.1
Serial Ports Konfiguration.

Enable Pulses

If fixed frequency and/or pulse outputs are available
for your module, you can set the mode how they are
to be send.

Enable Fixed Freq.
You can set the mode how the fixed frequency is to be
sent.

Enable Synth
You can set the mode how the synthesizer frequency
is to be sent.
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Value

Open the drop-down menu and select:

Always
The time string is sent immediately after switching on
the module.

if sync

The signal is sent only after the receiver has
successfully synchronized for the first time to one of
the incoming signals.

Open the drop-down menu and select:

Always
The signal is enabled immediately after power-up.

if sync

The signal is enabled only after the receiver has
successfully synchronized for the first time on the
incoming signals.

Open the drop-down menu and select:

Always
The fixed frequency is enabled immediately after
power up.

if sync

The fixed frequency is enabled only after the receiver
has successfully synchronized for the first time on the
incoming signals.

Open the drop-down menu and select:

Always
The synth. frequency is enabled immediately after
power up.

if sync

The synth. frequency is enabled only after the
receiver has successfully synchronized for the first
time on the incoming signals.



26 1/O Ports

26.1 1/0 Ports configuration

After selecting the menu, you reach the main page of /O Ports Settings.

Description

This menu offers you an overview of the available interfaces and optical status displays of your Meinberg OS
modules/ assembly groups. These are displayed in a front view.

The buttons e and e can be used to enlarge the display image up or to reduce it.

Device Configuration - O *

172.27.38.55

& IO Ports Settings

D Port: Front View

' Port:

Connection Type:

Signal Type: Prog. Output
Direction: Output

Source: Clock 1 fixed
Operation Mode: Pazsed through
Phys. Group: None

Information: PPO

@ Click on one of the ports fo modify its configuration!

Apply All & Close Revoke All Cancel & Close

Figure 79: 1/0 Ports - Configuration
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26.1.1 1/O Port

Device Configuration - O X

You have the possibility to select every interface and
display the connected Meinberg OS modules/ assembly
groups by clicking on the corresponding graphical
representation or the selecting in the drop-down list.

After selecting, the menu of the interface opens, and this
can be configured. Some interfaces, for example the
outputs which are assigned with fixed signals, as well as
the LEDs, cannot be configured.

[N (08: S1A Antenna
109: Quad LED [1]
1010: Quad LED [2]
1011: Quad LED [3]
1012: Quad LED [4]
Connection Type: - 1013: Quad LEL [1]
1014: Quad LED [2]
Signal Type: - 1015: Quad LED [3]
1016: Quad LED [4]
Direction = 1017: USB Micro B
1018 USB A

SOUTCe: § 1019 5FP

1020: SFP

1021: Quad LED [1]
Phys. Group: 5 1022: Quad LED [2]
1023: Quad LED [3]
Information = 1024: Quad LED [4]
1025: DFK 16-Pin [1, 9]
1026: DFK 16-Pin [2, 3]
1027 DFK 16-Pin [4, 5, 12]
1028: DFK 16-Pin [, 14]
1028: DFK 16-Pin [7, 8]
1030: Fibre ST

V'O Port:

&
=

Operation Mode:

(@) Glick on ane of the ports to modify it

Apply All & Close Revoke All Cancel & Close

Figure 80: 1/0 Ports - (List selection)

Information about interfaces

The following parameters are identical for all available interfaces. Depending on the interface, the values are
displayed specifically (see the examples based on a microSync").

Parameter Value
Type Using the example of a microSync"*300:
Displays the provided signal from the interface or
display. 104: BNC 10 MHz sine In
105: BNC PPS In
1025: DFK 16-Pin PP5TTL
Direction Using the example of a microSync"*300:
Indicates whether the interface functions as input or
output or as input and output. 108: SMA Antenne Input
1010: Quad LED Output
1018: USBA Input/output
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Parameter

Source

Displays the signal source of the interface or display.

Operation Mode
Displays how the signals of the source are sent.

26.1.2 Configuration size

Many parameters of meinbergOS modules/ assembly groups

can be configured directly in the 1/O Ports Settings menu.

By clicking on e.g. pin 3 or 11 of the X1 interface, you have the

possibility to configure the programmable pulses (see fig.)

In addition, you can reach menus via links (see fig.), in order

to configure the network ports of the microSync.
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Value

Using the example of a microSync"?300:

104: BNC (10 MHz sine In) External
101: D-Sub 9 (COM 0) Clock 1 fixed
1010: Quad LED (Network) Static

Using the example of a microSync"*300:

108: SMA Antenne Passed through

1010: Quad LED Always enabled

Device Configuration
10 Ports
D ——————————————————————————————————————

172.27.38.55

& VO Ports Settings

U0 Port: EnTenTaE

e 1025: DFK 16-Pin [1, 9] (PP4 (TTL))

Type: Prog. Output v
Direction: Output ~
Source: Clock 1 ficed |
Operation Mode: Passed through =]
Mode: Idle s
Invert: Disabled e

Figure 81: 1/0 Ports (DFK 16-Pin)

Device Configuration

11O Ports

172.27.38.55

& VO Ports Settings

VO Port; 1018: SFP .
o 1019: SFP (lani - SFP)

Type: Ethernet ~

Direction: InputiOutput v

Source, Static ~

Operation Mode: Always enabled ~

Figure 82:1/0 Ports (SFP)



26.2 1/O Ports Status

After selecting the menu, you reach the main page of 1/O Ports settings.

Device Configuration - O *

110 Ports

172.27.38.55

[2] VO Ports Status

microSync HR100

'O Port: 4
Connection Type: BNC
Signal Type: Synthesizer

Information: F. Synth. Out

Phys. Group: None
Phys. Group State: -
Log. Group:

Log. Group State:

Status Bits:

(D) Giick on one of the poris to modify its configuration!

Apply All & Close Revoke All Cancel & Close

Figure 83: 1/0 Ports - Status Monitoring

Description
This menu offers you detailed status information about the 1/O ports of your Meinberg OS system.

To display the status information, move the mouse pointer over the representation of the respective interface.

Parameter Value

1/0 Port Displays the consecutive number of the interface.

Connection Type Displays the type of the interface.

Signal Type Displays the signal type of the interface

Information Displays the name of the system’s interface. e.g.
COMO

140



Parameter

Phys. Group

Phys. Group State

Log. Group

Log. Group State

Status Bits
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Value

Displays the physical group in which the port is
located.

The microSync’s RJ45 and SFP ports are located in
the same physical group. This is statically determined
by hardware wiring. Both represent the LAN 0 port.
However, just one port can be active at the same time.

Displays the status of the port within the group.

In the group of SFP and RJ45 ports, one of the two
ports are Master (active). The other is “Passive”.

The RJ45 port is Master if no SFP module
is plugged into the SFP slot. As soon as

the SFP port detects a link, the RJ45 port
will be “Passive”.

Displays the logical group of the port over which the
mouse pointer is located.

Displays the state of the logical group.

Displays available status information of the port.



27. Programmable Outputs

27.1 Programmable Outputs Configuration

Device Configuration - [m] *
After Selecting the menu, you reach the main page of
the Prog. Outputs Settings.

00-GNS181

Description & Prog. Outputs Settings

Prog. Output: PPO 1: Pulze Per Second
If our module/ assembly group has programmable
outputs, they can be configured with up to four freely
configurable output signals. A wide variety of S0 —

programmable signals are for you available. Fulse Length (ms)

hlode:

Invert: Enabled

Accessible, programmable signals can be displayed in 9
a list or can be selected in the drop-down menu.

®
T
=
e

Drop-Down view

List view e

Apply All & Close Revoke All Cancel & Close

Figure 84: Prog. Output - Configuration

Individual configuration options are described below.

Parameter Value
Prog. Output Open the drop-down menu and select the output
Depending on the module, various programmable which must be configured.

outputs are for you available.

Mode Open the drop-down menu and select the
You have the possibility to select from various output appropriate signal.
signals. (module dependent).

Invert Open the drop-down menu.

You can enable or disable the inversion of a signal.

This parameter is not configurable for each signal. Disable The signal will not be inverted.
Enable The signal will be inverted.
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Parameter

Enable
When the previously selected signal is to be enabled,
it can be here configured.

Value

Open the drop-down menu and select:

Always

The programmed output signals will be immediately
sent after the module/ assembly group is switched
on.

if sync

The programmed output signals will be sent only
after the receiver has successfully synchronized for
the first time to one of the incoming signals.

Description of the modes.

The configuration options of the individual modes are explained below.

Mode

Idle
While selecting IDLE, the programmable outputs will
be in idle mode.

Timer

With this mode, three switch-on and switch-off times
can be programmed for each output. These times
refer to the set system time.

Single Shot
Just one output pulse with a defined length can be
generated once a day.

Cyclic Pulse

In this mode, a recurring output pulse with a defined
length is output at preconfigured intervals. The pulse
output is synchronized at 0:00 local time so that the
first pulse of a day always occurs at midnight.
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Value

The generated signal can be inverted, otherwise no
further configurations are possible. An inversion of a
disabled output causes a permanent activation of the
signal.

Timer 0 On (hh:mm:ss)

Enter the desired switch-on time with
hour:minute:second.
Timer 0 Off (hh:mm:ss)
Enter the desired switch-off time  with

hour:minute:second.

Pulse Length (ms)
Enter the length of the pulse. This can be set between
10 milliseeconds and 10 seconds in steps of 10 ms.

Event Time (hh:mm:ss)
Enter the desired time at which the pulse with the
value "Time" is generated.

Pulse Length (ms)

Enter the duration of the impulse. This can be set
between 10 milliseconds and 10 seconds in steps of
10 ms.

Cycle (hh:mm:ss)

The value of "Cycle" determines the time between
two consecutive pulses. This cycle time must be
entered as hours, minutes and seconds.



Mode

Pulse per Second
Impulses of defined length are output once per
second.

Pulse per Minute
Impulses of defined length are output once per
minute.

Pulse per Hour
Impulses of defined length are output once per hour.

DCF77 Marks

A simulated DCF77-Mark telegram is output on the
selected outputs. The generated time code refers to
the local time zone.

Sync Modes

Value

Pulse Length (ms)

Enter the duration of the impulse. This can be set
between 10 milliseconds and 10 seconds in 10 ms
increments.

Pulse Length (ms)

Enter the duration of the impulse. This can be set
between 10 milliseconds and 10 seconds in 10 ms
increments.

Pulse Length (ms)

Enter the duration of the impulse. This can be set
between 10 milliseconds and 10 seconds in steps of
10 ms.

Timebase
Shows you the time base to which the DCF77 Mark
signal refers.

Timeout (min)

The DCF simulation can be deactivated when the
clock s free running. Specify the delay (in minutes) to
disable the DCF simulation with the value "Timeout".
The DCF simulation is never stopped when the delay
value is zero.

Three different modes can be selected for the output of the synchronization state of the clocks.

Position Ok

The Position OK mode activates the output if the
receiver has enough satellites to calculate its
position.

Time Sync

In the "Time Sync" mode, the respective output is
activated as soon as the time base of the internal
clock has been synchronized with the incoming
signal.

All Sync

The "All Sync" mode executes a logical AND function
of the two states mentioned above, i.e. the output is
only activated when the position can be calculated,
and the internal time base is synchronized with the
GPS timing.
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An inversion of the signal can be configured,
otherwise no further configurations are possible.

An inversion of the signal can be configured,
otherwise no further configurations are possible.

An inversion of the signal can be configured,
otherwise no further configurations are possible.



Mode

DCLS Time Code
The configuration for the ,,DCLS Time Code* can be
found in the menu 25.1 Outputs Configuration.

Serial Time String
A serial time string is issued.

DCF77-like M59
A modified DCF77 code is issued.

10 MHz Frequency
A frequency of 10 MHz will be issued.

Synthesizer Frequency
The configuration for the ,,Synthesizer Frequency*
can be found in the menu 25.1 Outputs Configuration.

Time Slots per Minute

PTTI 1PPS
If this mode is selected, a non-inverted PPS of 20
microseconds length will be issued.
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Value

The time string previously set in the "Serial Ports
Settings" for the serial interface COM 1 is issued.

With this DCF77 code a 500 ms long pulse is output in
the 59th second instead of a pause.

An inversion of the signal can be configured. No
further configurations are possible.

Time Slots
Defined Time Slots can be set in the Time Slot mode.

Slot Length Reduction (ms)

Here you have the possibility to set a premature
switch-off time. This can be set in the area configure
between 50ms and 500ms to avoid overlapping of two
time slots.

Example:

Number of Time Slots = 10
Slot Length Reduction = 500ms

Time slots 1 and 2 are activated (0 - 6s and 6 - 12s). In
fact, however, the outputs switch from 0 - 11,5s.

Active Time Slots

Shows all Time Slots that were previously selected
under the Time Slots item. Check the box to activate
this option.




28. Time Zone

28.1 Time Zone configuration

Device Configuration - O x
After selecting the menu, you reach the main page of

Time Zone Settings.

00 - GNS181

Description & Time Zone Settings

Timescale: Default (UTC/Local) ~

This menu allows you, for example, to configure the

time zone, as well as the daylight-saving time (DST), if et G 1 Q
wanted. The internal time zone of the module/ fuss = @
. set (sec) + ~ || 3800 —_—

assembly group and the time of the NTP are always Z"‘ :5 - - E— =
ay g aving } nal “ =

UTC Name DST: MESZ

These parameters also affect the serial
output lines and the time code outputs

Offset DST (sec): + w || 7200

DST Mode: Dynamic Calculation ~

Sunday ~ | after

25.03.2019 = [at .

Sunday | after

25102019 = [at :

DST Start:

(IRIG).

DST End:

Apply All & Close Revoke All Cancel & Close

Figure 85: Time Zone - Configuration

Configuration info
Some modules/ assembly groups have the option of choosing from various timescales, such as GPS or TAL.

In this case, the individual configuration of the time zone is not possible. The standard timescale is set to UTC/local.

GPS Time Scale
UTC Coordinated universal time (including leap seconds which are constantly updated.
GPS Since January 1%, 1980- GPS system time: monotone timescale without leap seconds. Includes the

leap seconds from 1970 to 1980.

TAI Since January 1%, 1970- international atomic time: monotone timescale without leap seconds. The
difference to GPS time is 19 seconds.

The parameters of the time zones UTC, CET/CEST, EET/EEST are non-adjustable and cannot be configured. You have
also the possibility to create a Time Zone Custom profile and to configure all the parameters individually.
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28.1.1 Time Zone Custom

Individual configuration options are explained below.

Parameter

Name
The time zone can be named, individually.

Offset (sec)
The offset is used to determine a deviation from UTC
time.

Daylight Saving (DST)
You can enable or disable the daylight saving time.

Name DST
The DST can be named individually.

Offset DST (sec)
The DST also requires the settings of an offset at UTC
time.

DST Mode

The configuration of the DST can be further
customized by selecting a weekday for the start and
the end.

DST Start

Depending on the location of the module/assembly
group, the start of the DST can be configured
individually.

DST End

Depending on the location of the module/assembly
group, the end of the DST can be configured,
individually.
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Value

Enter an individual name for your time zone.

Open the drop-down menu and select a positive + or
a negative — offset from the UTC time.

Enter the offset to UTC in seconds.

Open the drop-down menu, then select:

Enabled (standard settings)
To enable the DST and to configure further
parameters.

Disabled
To disable the DST and to hide further parameters.

Enter an individual name for your DST.

Click and open the “Drop Down” menu and select a
positive + or a negative - offset from the UTC time.

Enter the offset of the DST in seconds, at UTC time.

Click and open the drop-down menu and select:

Dynamic Calculation

The switching takes place on the selected day of the
week, on or after the configurated date (e.g. CEST:
first Sunday on or after 25.10, respectively 25.10.)
Therefore, the configuration must be made just once,
and the corresponding date will be automatically
calculated every year.

Fixed Date
The switching takes place on the configured date and
must be reconfigured every year.

Enter an individual date for the DST “s start.

Enter an individual date for the DST s end.



29. FDM

29.1 FDM Configuration

After selecting the menu, you reach the main page of
FDM Settings.

Description
This menu offers a variety of options for configuring
your FDM module, such as the mains frequency to be

monitored, time deviation limits, the initial time
deviation and the analog outputs.

Individual configuration options are described below.

Parameter

Line Frequency
With the FDM you have the possibility to monitor
different mains frequencies.

Min. Frequency Limit (mHz)
Aminimum frequency can be specified for monitoring
the mains frequency.

Max. Frequency Limit (mHz)
A maximum frequency can be specified for
monitoring the mains frequency.

Device Configuration - O x

=
e

08 - FOM180

# FDM Settings

Line Freguency:

Min. Freguency Limit (mHz):

Mazx. Freguency Limit (mHz): 55000

Min. Time Deviation (me}: - | 100000

100000

Max. Time Deviation (ms):

Initialize Time Deviation

Time Deviation (ms): +

e ]

Analog Output: #0: Frequency Deviation

Mode: Frequency Deviation

Min./Max. DAC Value: -32763 to +32767

Min./Max. Voltage: -2500 to +2500 mV

e Deviation activated.

Apply Al & Close Revoke Al Cancel & Close

Figure 86: FDM - Configuration
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Value

Open the dropdown menu and select the mains
frequency to be monitored.

Enter the desired frequency minimum limit in mHz.

Enter the desired frequency maximum in mHz.



Parameter

Min. Time Deviation (ms)
In addition to the frequency, the time is also derived
from the mains frequency.

The time difference, i.e. the deviation of this
calculated time from the REF, has the long-term
accuracy of the reference and is therefore suitable for
precise monitoring of the frequency stability.

The time difference is output via one of the serial
interfaces of the module.

Max. Time Deviation (ms)
In addition to the frequency, the time is also derived
from the mains frequency.

The time difference, i.e. the deviation of this
calculated time from the REF, has the long-term
accuracy of the reference and is therefore suitable for
precise monitoring of the frequency stability.

The time difference is output via one of the serial
interfaces of the module.

Initialize Time Deviation (ms)
Preconfigure the time difference to an initial value.

By clicking in the checkbox, the parameter "Time
Deviation" becomes active and can be configured

Analog Output

The time difference as well as the determined
frequency is output via a serial interface and
additionally as an analog voltage value via a DAC.

Mode
Here you have the option of outputting the deviations
on the previously selected analog output as voltage.

Min./Max. DAC Value

Min./Max. Voltage
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Value

Enter the maximum negative deviation from the
reference time.

Enter the maximum positive deviation from the
reference time.

Open the dropdown menu and select + to configure a

positive frequency deviation or - to configure a
negative frequency deviation.

Enter the value of the time deviation in digits (ms) in
the field.

Open the dropdown menu and select the analog
output to be configured.

Open the dropdown menu and choose:

Time Deviation
Output of the time deviation as voltage.

Frequency Deviation
Output of the frequency deviation as voltage.

Shows the resolution of the DAC “s, with 16bit.

Shows the min./max. Values of the analog voltage
value.

In the case of the FDM180 + 2.5V - - 2.5V.

DAC Value Voltage in V

+32768 +2,5V
0 oV
- 32768 -2,5V




29.2 FDM Status

Device Configuration - O X

After selecting the menu, you reach the main page of

FDM Status.

Description

This menu allows you to get detailed information
about the status of your FDM module.

08 - FDM180

2| FDM Status

Line Frequency: 50 Hz
Current Freguency: 00.000 Hz
Freguency Deviation: -50000 mHz
Time Deviation: +0ms
Time Deviatien (hh:mm:ss): +00:00:00.000
Reference Time: 08:01:45
Powrer Line Time: 08:01:45.000
Last Sync Time: 08:01:45
Status; Synchronized

Power Line Time locked

=
E

Frequency Deviation OK
Time Deviation OK

Analog Qutput: #0: Frequency Deviation

Mode: Freguency Deviation
Current DAC Value: -1

Current Voltage:

Apply Al & Close Revoke All Cancel & Close

Figure 87: FDM - Status Monitoring

The individual options for status monitoring are explained in more detail below.

Parameter

Line Frequency

Current Frequency

Frequency Deviation

Time Deviation

Time Deviation (hh:mm:ss)

Reference Time

Power Line Time
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Value

Displays the configured mains frequency to be
monitored.

Displays the current mains frequency in Hertz (Hz).

Displays the current deviation from the mains
frequency in millihertz (mHz).

Displays the current deviation from the reference
time in milliseconds (ms).

Displays the current deviation from the reference
time in the format (hours:minutes:seconds).

Displays the current reference time of the upstream
receiver.

Displays the mains time based on the mains
frequency.



Parameter

Last Sync Time

Value

Displays the time stamp of the last received reference
time of the upstream clock.

If the reference clock becomes asynchronous, the last
valid time stamp is displayed here. This allows you to
determine the time from which the FDM was in free
run mode.

Status

Displays various status information of the FDM module such as synchronization status, frequency and time

deviation.

Possible status displays:

Status Description

Synchronized

FDM is synchronous to reference time

Not Synchronized

FDM is asynchronous to reference time

Power Line Time locked

FDM set to network time

Power Line Time not locked

FDM not set to network time

Frequency Deviation OK

Min./Max. frequency limit not exceeded

Frequency Deviation Overflow

Min./Max. frequency limit exceeded

Time Deviation OK

Min./Max. time limit not exceeded

Time Deviation Overflow

Min./Max. time limit exceeded

Table 24: FDM - Possible states

Parameter

Analog Output

Mode

Current DAC Value

Current Voltage

Status information about the Serial Terminal

Value

Open the dropdown menu and select the analog
output from whose status information should be
displayed.

The mode in which the previously selected analog
output is located will be displayed.

Displays the current DAC value of the previously
selected analog output.

Displays the current voltage of the previously
selected analog output.

You can display the status of your FDM module in the FDM status menu. In addition, it is possible to display important
status information of the analog outputs in the Serial Terminal.

Figure 88: FDM - Serial terminal
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Pause Save Clear
Port: com ~
Baudrate: 19200 ~

Framing 8M1 ~



30. User Capture

30.1 User Capture Configuration

Device Configuration - m} s
After selecting the menu, you reach the main page of

the User Capture Settings.

01 - N2X180

Description & User Capture Settings

Network Receiver: FAT22761.101  ~ || - || +

This menu offers you the possibility to configure a
network receiver. In that way, the events (captures) FAdress:

. Protocol uppP v
can also be read via network.

Port: 50815
Automatically

[ ucap 1
Oucapz

User Captures:

=
=

ApplyAll & Close Revoke Al Cancel & Close

Figure 89: User Capture - Configuration

Individual configuration possibilities are described below:

Parameter Value
Network Receiver Open the drop-down menu and select the network
Select the network receiver to be configured. receiver to be configured.

By clicking on +, further network receivers can be

added, and by clicking on - these can be removed.
These can also be selected in the drop-down menu.

IP-Address Enter a valid IPv4 address for the receiver
The IP address of the events’ receiver.
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Parameter

Protocol
The network protocol to be used for the transmission
of the events.

Port
The port of the receiver belonging to the network
protocol.

Mode
The mode of sending events to the network receiver.

User Captures

You can select which port of the module/ assembly
group should capture the incoming event with a
timestamp.
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Value

Open the drop-down menu and select an appropriate
protocol.

Enter a valid port.

Click and open the drop-down menu, then select the
appropriate mode.

Check the box to select the appropriate port.



30.2 User Capture Status

Device Configuration - m} X
After selecting the menu, you reach the main page of

the User Capture Status.

172.27.82.202

[| User Capiure Status

Description

Current Captures: 14
This menu displays the status information of the +  Tmestmp Captire
recorded (Captu red) events. 14 2018-06-21 10:44:48 0755160 1

13 2018-08-21 10:44:47 8881707 0
12 2018-06-21 10:44:46. 6098413 1
" 2018-06-21 10:44:45 1676452 o
10 2018-08-21 10:44:45.9574989% 1
9 2018-06-21 10:44:45 7732365 1
2018-06-21 10:44:45 3547472 o
2018-08-21 10:44:44 9556624 1
2018-06-21 10:44:41 1794009 1
2018-06-21 10:44:38. 3172267 1
2018-08-21 10:44:35.3356187 0
2018-06-21 10:44:30 7579939 o
2018-06-21 10:44:30 4688222 o
2018-08-21 10:44:23 7828538 1

Cancel & Close Restore All Apply All & Close

Figure 90: User Capture - Status monitoring

Individual options of status monitoring are described below:

Parameter Value

M Displays the consecutive number of the events.

Timestamp Displays the moment of the event based on the
timestamp.

Capture Displays in which port the event was captured.
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31. GPIO

31.1 GPIO configuration

. . Device Configuration - m} *
After selecting the menu, you reach the main

page of the GPIO Settings.

05 - V5G180

& GPIO Settings

GPIO: GPIO 1: Video Out

Format: 1080i 59.94 Hz
Epoch: TAID1970-01-01 T0O0:00:00

Phase Offset (ns):

=

ApplyAll & Close Revoke All Cancel & Close

Figure 91: GPIO - Configuration (Video Out)

Description

You have the possibility to choose from various signals.

Video Out Digital Audio Out
You have the possibility to configure various SD and You have the possibility to select form various audio
HD video signals. signals.
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31.1.1 Video Out

Parameter

Format
Depending on the output, you have the option to
choose from various video formats.

Epoch
Start epoch of the video signals.

Phase Offset (ns)
The phase offset can be in 10ns steps.

For example, a value of 22ns is rounded
down to 20ns.

31.1.2 Digital Audio Out

Value

Open the drop-down menu and select the
appropriate video format.

Open the drop-down menu and select the

appropriate epoch.

Open the drop-down menu, then select:
for a positive offset +

for a negative offset -

Enter an appropriate offset.

Parameter

Type
You have the possibility to choose between various
audio formats.

31.1.3 Studio Clock Out

Parameter

Enabled
You have the possibility to enable or disable the
output signal.

Base Frequency
You can select a base frequency of the ,Word Clock
Signals*

Scale

To obtain the appropriate output frequency, select
the factor with which the previously set base
frequency is multiplied.
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Value

Click and open the drop-down menu and select the
appropriate audio format.

Value

Check the box to enable the output signal.

Open the drop-down menu and select an appropriate
base frequency

Open the drop-down menu and select an appropriate
multiplier.

Example:
Output 3
Status Enabled
Base frequency 48 kHz
Factor 1/8
Output 48 kHz x 1/8 = 6kHz




31.2 GPIO Status

After selecting the menu, you reach the main page of
the GPIO Status.

Description

You can get detailed information about the status of
the previously saved GPIO settings.

Individual options of status monitoring are described below.

Parameter

GPIO

Status

Device Configuration - m} X

05 - V5G180

[2 GPIO Status

GPIO: {GFIO 1: Video Out

Status: Unused

=
=

Apply All & Close Revoks Al Cancel & Close

Figure 92: GPIO - Status monitoring
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Value

Open the drop-down menu and select the output
signal whose status is to be displayed.

Displays the status of the previously selected output
signal.

Enabled activated
Disabled deactivated
Unused not configured



32. Monitoring

32.1. Monitoring Configuration

Device Configuration - O X
After selecting the menu, you reach the main page of

the Monitoring Settings.

172.27.48.55

Description # Monitoring Settings
This menu allows you to make settings for the et S
monitoring and alarming of the module/assembly. Location: o
Depending on the module/assembly, there are S leinberg
various submenus for configuring the preferred type PiEaists miasvie
of monitoring. Description HR

Listening Port: 181

SNMPv1NZ  SNMPvifv2 Trap SNMPv3  Extended

Configuration Set: #1: Read-only

Version Version 1

=
%

Access Type: Read-only

Community (User-Level): admin

Set added.

Apply All & Close Revoke All Cancel & Close

Figure 93: Monitoring - Configuration (SNMP)

You can choose between two different sub-categories.

32.1.1 Subcategory SNMP

The individual configuration options are explained in more detail below.

Parameter Value

Location Enter the location of your module/assembly here
(e.g. server room)

Contact Enter contact information for your module/assembly
here (e.g. administrator)

System Name Enter the system name of your module/assembly
here (z.B. microSync"®)
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Parameter Value

Description Enter a description for your module/assembly.
Listening Port Enter a “Listening Port” for your module/assembly.
SNMP Modi

In the SNMP subcategory in the lower part of the menu, you can choose between three different SNMP modes. Basic
information about each mode and configuration is explained below.

SNMPv1/v2

Settings for SNMP protocol version 1 and 2c, for active requesting of SNMP objects from another (monitoring)
system.

SNMPv1/v2 Trap

Settings for SNMP protocol versions 1 and 2c, for sending alarms (traps) to another (monitoring) system, which can
expect and process alarms.

SNMPv3

Settings for SNMP protocol version 3 for active requesting of SNMP objects from another (monitoring) system

Extended

Additional manual configuration options.
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SNMPv1/v2

Description Device Configuration - O X

This tab allows you to configure the network protocols
SNMP v1 and SNMP v2.

The individual configuration options are explained below.

Parameter

Configuration Set
You can select up to four "Configuration Sets".

Version
Specifies the SNMP version. However, versions 1 and
2c offer almost no security mechanisms.

Access Type

By configuring this parameter, you define the access
rights to your module/building block.
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17T2.27.48.55

& Monitoring Settings

Sub Category: SNMP

Location Rackl

Contact: Meinberg

System Name: microSync

Description HR

Listening Port: 161

SHMPVINZ | SNMPv1/v2 Trap SNMPv3  Extended
Configuration Set: #1: Read-only
Wersion: Version 1

Access Type: Read-only

Community (User-Level): admin

ApplyAll & Close Revoke All Cancel & Close

Figure 94: Monitoring - Configuration (SNMP v1/v2)

Value

Open the dropdown menu and select a Configuration
Set.

By clicking on + you can add further Configuration

Sets or remove them by clicking on -. These can also
be selected in the dropdown menu then.

Open the dropdown menu and select the desired
version.

Open the dropdown menu and select:

Read-write: Each monitoring device can read
and write

Read Only: Each monitoring device can only
read.



Parameter

Community (User Level)

A community is always bound to the
configured rights of a user level, not a
USER. Based on these rights, the remote
(monitoring) system has access to
certain SNMP objects.
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Value

Open the dropdown menu and select the User-Level
whose rights you want to use for the trap receiver.

= admin
= info
= status



SNMPv1/v2 Trap

Description

This tab allows you to configure the network protocols

SNMP v1 Trap and SNMP v2 Trap.

The individual configuration options are explained
below.

Parameter

Trap Receiver
You can select up to four "Trap Receivers".

Version

Displays the SNMP version. The community in version
1/2cis ALWAYS sent unencrypted and offers almost no
security mechanisms. Therefore, it can be very easy
for unauthorized persons to get SNMP access.

Device Configuration

=
=

172.27.48.55

& Monitoring Settings

Sub Category: SHMP

Location Rack01

Contact: Meinberg

System Name: micreSync

Description HR

Listening Port: 161

SNMPv1iv2  SNMPYIN2Trap  SNMPv3  Extended

Trap Receiver: #1:

Version: Version 1 ~

L D= |

admin ~

X | R

Receiver Address:
Community (User-Level):

Timeout (sec) / Retries:

Trap Receiver added.

ApplyAll & Close Revoke All Cancel & Close

Figure 95: Monitoring - Configuration (SNMP v1/v2 Trap)
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Value

Open the drop-down menu and select a Trap
Receiver.

Click + to add more Trap Receivers or click - to

remove them. These can then also be selected from
the drop-down menu.

Open the dropdown menu and select the version you
want to use.



Parameter

Receiver Address

To specify which (monitoring) system the trap should
be sent to, the Receiver Address or Hostname of the
system must be entered in the field. The destination
port of the (monitoring) system must be entered after
the slash.

Community (User Level)

A community is always bound to the
configured rights of a user level, not a
User. Based on these rights, the remote
(monitoring) system has access to
certain SNMP objects.

Timeout (sec) / Retries
Timeout: Number of seconds to wait after a failed

transmission until another attempt is made to send
the trap.

Retries: Number of maximum repetitions.

The factor Timeout times Retries is the maximum
waiting time.
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Wert

The field is initially grayed out.
1. Activate the field by clicking on +.
2. Enter a Receiver Address (IPv4, IPv6)

e.g.:172.79.51.102 / 45

Open the dropdown menu and select the user level
whose rights you want to use for the trap receiver.

= admin
= info
= status

Enter the timeout as well as the "Retries" into the
fields.



SNMPv3

Device Configuration - [m] x

Description
This tab allows you to configure the SNMP v3 network
protocol. Security features such as username and

password, as well as data transmission encryption,
increase security enormously.

The individual configuration options are explained below.

Parameter

Configuration Set
You have the possibility to select up to four
"Configuration Sets.

Access Type
By configuration of this parameter you determine the
access rights to your module/assembly.
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172.27.48.55

& Monitoring Settings

Sub Category: SNMP

Location Racki

Contact: Meinberg

System Name: microsync

Description HR

Listening Port: 161

SNMPv1iv2  SNMPvIv2 Trap SNMPV3  Extended
Configuration Set: #1: Auth priv
Access Type:

User: admin

Security Level. Auth priv

Authentication Protocol: MD5

Authentication Passphrase: l:l

Privacy Protocol: DES

Apply All & Close Revoke All Cancel & Close

Figure 96: Monitoring - Configuration (SNMP v3)

Value

Open the drop-down menu and select a
Configuration Set.

Click on *+ to add more Configuration Sets or click on

on - remove. These can then also be selected in the
dropdown menu.

Open the dropdown menu and choose:

Read-write: Each monitoring device can read
and write.

Read Only: Each monitoring device can read
only.



Parameter

User

With SNMPv3, the rights are bound to an
actual user on the system (see User

Management). Not bound to a user level
like SNMPv1/2c.

Security level

No Auth no Priv (Insecure):
There is only an authorization based on the user, who
in turn is in plain text in the package.

Auth no priv (Secure):

Authorization of the user by name and password.
More secure, e.g. because the password is hashed,
but the package is still sent in plain text.

Auth priv: Like "Auth no priv", but the packet content
is encrypted by an additional password using
symmetric encryption. The target system must also
know the key used.

Authentication Protocol
Hash function for the "Authentication Passphrase" for
the security levels "Auth no priv" and "Auth priv".

Authentication Passphrase
User password for authentication

Privacy Protocol
Encryption method for "Privacy Passphrase" for the
security level "Auth priv".

Privacy Passphrase
Password to encrypt the package.
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Value

Open the drop-down menu and select:

= admin
= info
= status

Open the drop-down menu and select:

= No Auth no priv
= Auth no priv
= Auth priv

Open the drop-down menu and select the desired
authentication protocol

Enter a password for authentication.

Open the drop-down menu and select the desired
privacy protocol.

Enter a password for the privacy protocol.



Extended

Device Configuration

— O X
Description
Manual, additional configuration of the SNMP e
daemon, which will be attached to the default & Monitoring Settings
configuration.

Sub Category: SNMP

Location Rack01

Contact. Meinberg

System Name: microSync

Description HR

Listening Port: 161

SNMPv1ivZ  SNMPv1iv2 Trap SNMPv3 Extended

Additional SNMP Configuration (/fetc/mbg/snmp.conf.add):

b}\dd your additional snmp config parameters below
# This file will be appended to the snmp config file

ApplyAll & Close Revoke All Cancel & Close

Figure 97: Monitoring - Configuration (Extended)

The individual configuration options are explained below.

Parameter Value

Input field See SNMPD manpage
Input field for manual, additional configuration of the

SNMP daemon.
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http://www.net-snmp.org/docs/man/snmpd.conf.html

32.1.2 Subcategory Syslog

Description

This category allows you to configure external Syslog
servers. In this way you can collect the syslog
messages of your Meinberg systems on a central
server.

Device Configuration

=
&

17227 4855

& Monitoring Settings

Sub Category: Syslog

~

#01: 192.168.102.2¢ ~ || - +

uop ~

Syslog Server:

Server Address:
Protocol:
Port:

Timestamp:

ApplyAll & Close Revoke All Cancel & Close

Figure 98: Monitoring - Configuration (Syslog)

The individual configuration options are explained below.

Parameter

Syslog Server
Configure up to four syslog servers.

Server Address

The address for your previously selected Syslog
server.

Protocol/Transport-Protocol
UDP - connectionless transfer

TCP - connection-oriented
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Value

Open the drop-down and select

Syslog server.

menu a

Click + to add more Syslog servers or click - to remove
them. These are then also selectable in the dropdown
menu.

Enter a valid IPv4, IPv6 address or a host name if a
DNS server has been configured.

Open the drop-down menu and select a protocol.



Parameter

Port

Configuration of the network port to be used. By
default, IANA has registered port 514 for syslog
messages.

Timestamp

Local Time

The device that sends the syslog message uses its
local timestamp.
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Value

Enter a valid port.

Open the dropdown menu and select the desired
timestamp:

Local Time



32.1.3 Subcategory Events

Description

In the Events category, you can activate or deactivate
the triggers to be used for all events supported by the
device. This allows you to individually control which
events you want to be informed for example via SNMP.

Device Configuration - O x

=
=

The individual configuration options are explained below.

Parameter

String Format
The transfer format JSON (JavaScript Object
Notation) with which the event is transferred.

Device Identifier

When sending an event, a UID (User ID) is sent. You
can choose to use either the serial number of the
system or an alias as the UID.

Alias
You have the possibility to enter a free text or alias
(e.g. "DE-HH-MARIAT") which will be sent with the
event.

General Event Triggers
You can select simultaneously for all events which
channel (e.g. SNMP, Syslog) they should be sent on
when they are triggered.
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172.27.48.55

& Monitoring Settings

Sub Category: Events

String Format: JSON

Device Identifier Alias.

Alias:

SNMP
|:| Syslog

General Event Triggers: ®

s

SHMP
|:| Syslog

Event Triggers:

Apply All & Close Revoke All Cancel & Close

Figure 99: Monitoring - Configuration (Events)

Value

Open the dropdown menu and select the string
format you want.

Open the dropdown menu and select a device
identifier.

Enter a user-defined text or alias. This can have a
maximum length of 16 characters.

Select a channel.



Parameter Value

Event Open the dropdown menu and select the event you
Depending on the module/assembly you can choose want to record.
between different event types.

Event Interval (sec) Enter an interval in seconds.
Some events are not triggered by the incoming of an

event but can be sent periodically. For example, a

heartbeat event is triggered periodically and not by a

specific event.

Event Triggers Click on the checkbox to select the channel you want
For each event, you can individually define which to use.

channel (e.g. SNMP, Syslog) it should be sent via when

itis triggered.

Description of the event types

It is important for all events to know which system/module in which slot the event has been triggered in order to
ensure clear event assignment. This information can be found in the event at "device".

Event Translation
Login 0=,login failed “
Sent at login by user. 1= ,login success “

= Username
=  Numerical value

= Translation of the numerical value

Configuration 0 = changed

Sent when changing the meinberg0S Deamon
configuration.

=  Numerical value

=  Translation of the numerical value

Heartbeat no data

The system reports periodically whether it is still
active.

171



Event

Master reference changed

Sent when changing a reference source with which
the system has primarily synchronized.

Reboot

Once only when rebooting the system.

Memory

Sent when the free working memory (RAM) cannot be
read or exceeds or falls below a certain warning level.

CPU load

Sent when the CPU load cannot be defined or exceeds
or falls below a certain warning level.

= Numerical value

= Translation of the numerical value

Temperature

Transmitted when the average value of the
temperature sensors installed in the system cannot
be determined or when it exceeds or falls below a
certain warning level.

= Numerical value

=  Translation of the numerical value

Power Supply State

Sent when the status of one in the system installed
power supply changes.

= Description of the Power Supply (Power Supply
Name)

= Numerical value

=  Translation of the numerical value

NTP Status
Sent when NTP status changes.
= Numerical value

= Translation of the numerical value
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Translation

no data

no data

0="Free RAM >/=10%"

2 ="Free RAM <10%

3="Failed to read data"

4 ="Free RAM < 5%"
="Average CPU utilization < 80%"
="Average CPU utilization >= 80%"
="Failed to read data"

4 ="Average CPU utilization >= 90%"

0 = "Temperature < 55-degree Celsius"

2 ="Temperature >= 55-degree Celsius"

3="Failed to read data"

4 ="Temperature >= 65-degree Celsius"
="Power supply ok"
="Power supply not connected"
="Power supply failure"

4 ="Power supply detection error"

0="NTP service initializing “

"NTP service synchronized"
"NTP service not synchronized"

"NTP service stopped"



Event Translation

PTP state (Instc. 1) 2 ="Unconfigured"
Sent when the status of a running PTP instance 1="Stopped"
changes.

0 ="Uninitialized"

= Numerical value 1= "Initializing"

=  Translation of the numerical value

2 ="Faulty"
Textual description of the instance (instance name) 3= "Disabled"
4 ="Listening"

5="Pre-Master"

6 = "Master"

7 ="Passive"

8 ="Uncalibrated"

9 ="Slave"

PTP State (Instc. 2) see PTP state (Instc. 1)

Sent when the status of a running PTP instance
changes.

= Numeric value

=  Translation of the numerical value

Textual description of the instance (instance name)

Network link (lan0) 0="down"

Sent when the link status of the network interface 1="up"
(lan0) changes.

= Textual description of the instance (instance
name)

= Numeric Index of the interfaces
= Numeric value

=  Translation of the numerical value

Network link (lan1) 0="down"

Sent when the link status of the network interface 1="up
(lan1) changes.

= Textual description of the instance (instance
name)

= Numeric Index of the interfaces
= Numeric value

= Translation of the numerical value
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Event

Receiver State
Sent when the status of the receiver module changes.
= Numerical value

= Translation of the numerical value

Leap Second

Sent when the status of a leap second announcement
changes. l.e. a leap second is announced or cancelled
after (successful) execution.

= Numerical value

= Translation of the numerical value

Watchdog

Sent after the watchdog had to restart the Deamon
(e.g. after a crash).

=  Numeric numeric value with the absolute
number of previous restarts.

= Text: ,Deamon has been restarted by watchdog”
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Translation

0="No data"

1="Waiting for data..."

2 ="Antenna short circuit"
3 ="Antenna disconnected"
4="Cold boot"

5="Warm boot"

6 ="Synchronized"

0="No data"
1="Not Announced"

2 ="Announced"

no data



32.2 Monitoring Status

After selecting the menu, you reach the main page of the

Monitoring Status.

Description

This menu contains all important status messages for

each event.

Device Configuration

Monitoring

172.16.100.100

[/ Monitoring Status

Type: Events

Event Last Changed

Master reference changed 2018-10-21, 05:38:55
Reboot 2019-02-25, 11:36:58
Memory 2019-02-25, 11:36:58
CPU load 2019-02-25, 11:36:58
Temperature 2019-02-25, 11:36:58
NTP state 2018-10-21, 05:42:21
PTP state (Instc. 0) 2019-02-25, 11:36:57
PTP state (Instc. 1) 2019-02-25, 11:36:57
Network link (lan0} 2019-10-21, 05:47:11
Network link (lan1} 2019-02-25, 11:37:00
Network link (lan2) 2019-02-25, 11:37:00

Bletesrrd Eol 5 AnAn An AE A4aTAR

)

Event: Wemory

Severity & ok
Last Changed 2019-02-25, 11:36:58 UTC

Value: t
“evt_type™ {
“value™ 8,

“descr™: "Memory”

%
“evt_data" {
“value” 0,
"descr”: "Free RAM == 10%"

h

"evt_meta™ {
"severty_value™ D,
"severity_descr”: "0K",
"unix ts": 1551094618,

Apply All & Close Revoke All Cancel & Close

Figure 100: Monitoring - Status monitoring

The individual options of status monitoring are explained below.

Parameter

Event

Severity

Last Changed

Value

Extended (JSON) Value
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Value

Displays the type of the currently selected event.

Displays the "severity" of the current status, e.g.
Warning, Info, Critical, etc.

Indicates when the event occurred last.

Displays the value of the currently selected event.

Click on the arrow to display the transmitted data in
JSON format.



33. Services

33.1 Services configuration

Device Configuration - O x
After selecting the menu, you reach the main page of

the Services Settings.

172.27.48.55

Description & Services Settings

Servics: LI

This menu offers you the possibility to start, stop and
restart manually services such as NTP or SNMP. Name nipd

Commandiine: -p Avarirun/ntpd. pid -g

Enabled:

000

HOO

Except for testing, Meinberg advises not
to control a service manually, in order

not to affect the integrity of the device.

Apply All & Close Revoke All Cancel & Close

Figure 101: Services - Configuration (NTP)

Individual configuration options re explained below.

Parameter Value

Name Type of the previously selected service
Commandline This is sent to the service while starting up.

Enabled Check the box to enable the service or uncheck it to

disable the service.

Controls Click on:
° To start the service
o To stop the service
@ To restart the service
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33.2 Services Status

Device Configuration - O *
After selecting the menu, you reach the main page of

:
the Services Status. =

172.27.48.55

Description [2 Services Status

SNMP: Running
This menu offers you the possibility to get important a Raning
information about the status messages of the services.

=
=

ApplyAll & Close Revoke Al Cancel & Close

Figure 102: Services - Status monitoring

Individual options of the Status Monitoring are explained below:

Parameter Value

NTP Displays the current status of the NTP service.
Running: The NTP service is active.
Stopped: The NTP service is not active.

SNMP Displays the current status of the SNMP service.
Running: The SNMP service is active.
Stopped: Der SNMP-Service is not active
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34. Users

34.1 Users configuration

Device Configuration - O =

After selecting the menu, you reach the main page of
the Users Settings.

17227 4855
Description & Users Settings
. Seps . : User M t v &=
This menu offers you the possibility to customize the S e dengmm =
user configuration of your module/ assembly group. users: 01: admin g B @
©
Authentication  pPermissions —_::
Password
Confirm Password
Password Exp. (0 = never):
Action on Expiration: Force Password Change
Password Warning (0 = never): l:l days
Action on Warning: Warn User
Figure 103: Users - Configuration
Subcategories
User Management

Allows to generate, edit and delete users and their rights of the selected module/ assembly group.

User Level Management

User levels are used as templates for new users. For each user level, you can configure the scope of user rights (Read,
Write, Status, All) for the individual menus.
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34.1.1 User Management

Parameter

Users

Attention X

Which user level do you want to use as a template for the new user?

200: info
300 status
400: Super

0K Cancel

Name

Authentication

Value

Open the drop-down menu and select a user.

Click on + to add further user levels which can be then

customized. Click on - to delete them.

The user level is only used as a template
for the user's initial rights. The rights can

be adjusted individually for each user.

Enter an individual name for the user (e.g. admin)

You have the possibility to configure various authentication parameters.

Parameter

Password

Confirm Password

Password Exp. (0 = never)

Action on Expiration

Password Warning (0= never)

Action on Warning
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Value

Enter an individual password for the user.

Confirm the previously assigned password with a new
entry.

Enter a time (in days) after the expiry of which the
password you have given will be invalid.

Open the drop-down menu and select an action
which has to be carried out after the expiration of the
previously set time.

Enter a time (in days) after the expiry of which a
warning for the still valid password is given.

Open the drop-down menu and select an action to
warn you before the password expires.



Permission

This submenu offers you the possibility to assign various rights for righting, reading and status monitoring of the

available feature menus.

Parameter

Allow Multiple Sessions

Channels

Permissions
You can assign several user rights to the available
feature menus of a module/ assembly group.

Value

Select the checkbox to allow a user to have multiple
sessions running in parallel on the system.

Select the network channels which have to be used.

Check the corresponding box to activate the user
rights or uncheck the box to deactivate them.

Write Write rights for the configuration
Read Read rights for the configuration
Status Read rights for the current status
34.1.2 User-Level Management
Parameter Value

User Levels

Attention X

Which user level do you want to use as a template for the new user?

100; admin
200: info

300 status
400: Super

OK Cancel

Name

Level-ID

Channels
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Open the drop-down menu and select a user level.

Click on + to add further user levels which can be then

customized. Click on = to delete them.

Enter an individual name for the user level

Assign a level ID for the new user level.

Select the network channels which have to be used.



34.2 Users Status

After selecting the menu, you reach the main page of
the Users Status.

Parameter

User

Active Sessions

Last Password Change

Password Warning

Device Configuration - m] *

172.27.48.55

[2| Users Status

User:

Active Sessions: 1
Last Password Change: 2019-05-27
Password Warning: Deactivated
Password Expiration: Deactivated

Status: oK

=
=

Apply All & Close Revoke All Cancel & Close

Figure 104: Users - Status
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Value

Open the drop-down menu and select a user to view
information about its status

Displays the currently active sessions of the
previously selected user.

Displays the time of the last password change.

Displays the status of the previously configured
password warning.
Activated: Password warning is activated

Password
deactivated

Deactivated: warning is



Parameter

Password Expiration

Status

182

Value

Displays the previously established expiry date of the
password.

Displays the current status of the user account:

Ok
The user account is currently active and may be used.

Disabled (Password Expiration)
The user account was temporarily disabled due to an
expired password.

Disabled (x failed logins)
The user account was disabled due to x consecutive
failed login attempts.



35. Firmware

35.1 Firmware configuration

After selecting the menu, you reach the main page of
the Firmware menu.

Description

This menu offers you the possibility to update the
firmware via the network connection of the selected
MeinbergOS module/ assembly group. In addition,
you can obtain information about the current
installed firmware.

Parameter

Installed Versions

Active Version

Original Shipped Version (OSV)

Update Device Firmware

Delete unused Firmware

Device Configuration - m] s

183

Firmware o~

172.16.38.55

& Firmware Settings

Installed Versions: 25
Active Version 2018.11.0

Originally Shipped Version (0SV): 2019.08.9

Update Device Firmware: ﬁ

Delete Unused Version(s): m

Wersion osv
2019.11.0
2018.08.9 X

Wodule Firmvsare:

Module Version Suitable
GNS181 2540 1
GNS181_UC 2540 0
GPS180 2540 0

Flash all suitable modules. ..

Flash All Modules:

Reset to Factory Defaults:

ApplyAll & Close Revoke All Cancel & Close

Figure 105: Firmware - Configuration

Value

The number of the installed firmware versions.

The currently activated firmware version on the
module/ assembly group.

The firmware version installed at the time of the
module’s/ assembly group’s shipment.

Click on the button and upload the appropriate file
(UFU-Datei).

Click on the button to delete all unused firmware
versions which are e.g. not OSV or currently inactive.



Parameter Value

Version Lists the currently installed firmware versions.
Set the selected firmware version to active by clicking on the button, °
After clicking on the button, the system will be restarted.

Delete the selected firmware version by clicking on the button. 0

Module Firmware

The firmware UFU file also contains flash files for recipients. In addition to the firmware update of the microSync,
the firmware of the receiver can also be flashed.

By selecting an already uploaded UFU file, the flash files of the recipient modules, as well as their version, are listed.

1. First, click on the module you want to receive an update. If the module is part of your microSync
assembly, the adjacent icon becomes active.

2. In the drop-down menu, select the installed receiver.
3. Click the button to flash the recipient with the update file.
Flash All Modules Simultaneous flashing of all modules
Reset to Factory Defaults All configurations are reset to factory settings and

installed firmware versions are deleted.
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36. EventlLog

Device Configuration - m] *

Event Log ~

After selecting the menu, you reach the main page of
the Event Log.

00 - GNS181

Description 2 EventLog

Current Entries:

This menu offers you the possibility to log the events
of the previously selected module/ assembly group
and to record every modification.

Max. Entries:

Time Type

1980-01-06 01:00:01 Err Cold Boot
2019-02-26 23:54.07 Crit. Watchdog Reset
2019-02-26 23:54:.07 Info Normal Operation
2019-02-26 23:54.09 Info Normal Operation
2018-02-27 00:15:55 Err Cold Boot
2019-02-27 00:16:31 Info Normal Operation
2019-02-27 07:50:39 Err Cold Boot
2019-02-27 07:51:01 Info Normal Operation
2019-03-26 15:07:05 ‘Warn Power Up Reset
2019-03-26 15:07:05 Info Normal Operation
2019-03-26 15.07:27 Info Normal Operation
2019-06-05 11:04:34 ‘Warn Power Up Reset
2019-06-05 11:04:34 Info Normal Operation
2019-06-05 11:08:11 Info Normal Operation
2019-06-05 11:15:49 ‘Warn Power Up Reset
2019-06-05 11:15:49 Info Normal Operation
2019-06-05 11:16:17 Info Noermal Operation
2019-06-05 15:04:57 Warn Power Up Reset
2019-06-05 15:04.57 Info Normal Operation
2019-06-05 15:05:38 Info Normal Operation

=
®

Apply All & Close Revaoke All Cancel & Close

Figure 106: Event Log

Short description of the basic functions

Symbol  Button Function

Clear Event Log All displayed Event Logs will be deleted.

Q Save Event Log Event Logs can be saved as a text file.

Table 25: Event Log - Basic functions

Parameter Value
Current Entries The number of the currently displayed event entries
Max. Entries The maximal number of the event entries
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The Event Log

Column Description

Time Displays the time and date (of the receiver) when the event was triggered.

Displays the level of the events
Info Informative Event, e.g. Antenna ok.

Level Crit Critical Event e.g. Antenna disconnect
Error  Error Evente.g. Warm Boot

Warn  Warn Event e.g. Power up reset

Type Displays the name/ the type of the triggered event.

Table 26: Event Log - Events
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37. Sensors

After selecting the menu, you reach the main page of = """ - Q0
the Sensors status.
07 - LNO180
Description [2 Sensors Status
440°C
Due to the sensors incorporated in each module (fig. e S
89 shows a LNO180), you have an overview of various ::::3:2? e
parameters, such as the temperature and the output Votage 04 0.58 (Enabied)
Control Voltage 01: 1.95V (Locked)
voltage.
=
=
Figure 107: Sensors
Parameter Value
Temperature 01 Displays the temperature measured at sensor 01.
Temperature 02 Displays the temperature measured at sensor 02.
Voltage 01 Displays the output voltage of the respective LNO
port.
Control Voltage Displays the PLL voltage for the frequency control.
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38. GNSS Satellite Statistics

After selecting the menu, you reach the main page of the GNSS Satellite Statistics.

If the module/ assembly group supports the GNSS Satellite Statistics, detailed status information and statistics of

the GNSS satellite systems GPS, GLONASS, Galileo and BeiDou will be displayed.

1. Click on the button to open the GNSS Satellite Statistics menu. Select from the drop-down menu the

module/ assembly group you want.

2. Depending on the size of the data set to be evaluated, it can take a few seconds for the dialog to open.

If the following dialog window is displayed, then the module/ assembly

group will not support the GNSS satellite statistics.

Me data

Mo supporting devices found.
Do you want to open a local database file?

Nein

GNSS Satellite Statistics

microSync HS200@172.27.48.55

Test Begin: 2019-06-12 09:27:38 - 51°58'56" N, 9°1333"E, 172m

GPS

Logged Satellites

GNsS

M cLonass

SVNO  Last Status Last Locked

Q90
99

22999999
I I
BBBDB DGO BB GGG

2 @
3 @ 9

Locked
Locked
Locked
Searching
Searching
No Signal
Locked

Locked

sarching
No Signa
Locked
Locked
Locked

No Signal

Figure 108: GNSS Satellite Statistics

| CLK1: GNS165[9320 00110830}

@ TestEnd: 2019-06-12 12:46:45 - 51°58'56" N, 9*13'33"E, 169m

Gameo

Locked SV History

Carrier-to-noise-density ratio (C/NO) IE

Instant of time: 2019-06-12 09:27:38

206 121415171926252 27 8 11425018 9 10111819 0265 dMz
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Summary

6]

3 hours, 23 minutes, 9 seconds

Overall Log Duration:
Log Interval: 1 minute

Data Records:

GLONASS  Galileo
Overall SVs In View:

Overall Locked SVs:

Max. Locked SVs:

Min. Locked SVs:

Antenna Position Score (APS):  85.8/100  86.5/100  87.7/1100

Total APS:

86.6/100




Short description of the basic functions

The Status menu provides following basic functions:

No. Symbol  Button

Function

1 Drop-down menu Selecting the assembly group
2 Drop-down menu Selecting the module
3 Reload Database Updating the information about the satellites

Clear Database on Device

Deleting all recorded statistics

Export Database to local file

Saving the statistics as a mbgdb file

Apply Test Begin/Test End

Applying the configured test begin and test end

Enlarge Satellite Orbit Map

Enlarging the displayed data

000000006000

8 Save Satellite Orbit Map Saving the satellite data as a bmp file

9 Show/Hide Grit Showing or hiding the grit pattern

10 & Change Background Colour Changing the background color

11 Switch to not locked satellites/switch to locked | Displaying on the map the satellites used/ not used for
satellites synchronization.

12 Create Report (PDF) Creating a report. This builds all the statistics which

were recorded in the previously defined period.

Table 27: GNSS Statistic - Basic functions
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38.1 Exportand import of recorded data

38.1.1 Export @
« ~ 4 ‘i > DieserPC » Lokaler Datentriger (C)) » v O Lokaler Datentrager (C:)" dur... 2

After testing the antenna location, for S —

example, you can export the recorded | "™~ gt | T

access Dateiordner

statistical data set and save it as an

[ Export Database X

Dateiordner

Benutzer Dateiordner
m bgd b f| le' Intel Dateiordner
Logs Dateiordner
Perflogs Dateiordner
Programme. Dateiordner
After a reset of the satellites, further tests frame 29 e

Dateiordner

can be conducted at other locations. b

Dateiordner

Dateiname: | databasembgdb =

Dateityp: Meinberg Database File (*.mbgdb) v

~ Ordner ausblenden Abbrechen

Figure 109: GNSS Satellite Statistic - Export

38.1.2 Import

Import a statistical data record to display it again graphically and evaluate it.

GINSS Satellite Statistics

1. First select "Import local :
d t b " f th d d |m|chSync HR301@172.27 47.100 v
atabase... rom S rOp own microSync HR30M@172.27.47.100

menu. Import qu::_al database...
Figure 110: GNSS Satellite Statistic - Import
B Import Database. X
<« ~ 4 ‘i » DieserPC » Lokaler Datentrager (C) » v & Lokaler Datentréger (C:)" dur.. @
Organisieren Neuer Ordner E- @
Name - Anderungsdatum  Typ GroBe
access 616:17 Dateiordner
ActMask 5 Dateiordner
Benutzer Dateiordner
Intel Dateiordner
2. Select the record you want to Loge Datsordnes
. . Perflogs Dateiordner
import and click on open. Programme Dateiordner
Programme (x26) Dateiordner
SWSetup Dateiordner

st Dateiordner

Windows

Dateiordner

Dateiname: | atabase.mbgdbs | [Meinberg Database File (~mbg +

Figure 111: GNSS Satellite Statistic - Import file
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38.2 A Test Begin/Test End

Use the two faders to define the period in which the statistics are to be evaluated.

Parameter

Test Begin
Here you have the option of specifying at what point
the statistical data is to be evaluated.

Test End
Here you have the option of specifying up to which
point the statistical data is to be evaluated.

38.3 B Satellite systems

Value

By dragging the fader, you select the start time.

By dragging the fader, you select the end time.

Parameter

Satellite systems
Here you can select the satellite systems from which
statistics are to be recorded.

38.4 CLogged Satellites

Value

Click on the checkbox to select the satellite system
you want to monitor.

Parameter

GNSS

SVNO

Last Status

Last Locked
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Value

Satellites of the previously selected satellite systems
are listed here.

Displays the index number (ID) of the satellite.

Displays the last status of the satellite.

Locked The  satellite is used for
synchronization

No Signal The satellite is not available

Searching The satellite is being searched

Unusable The satellite is not usable for

synchronization.

The time at which the receiver synchronized to the
satellite for the last time.



38.5 D Locked SV History

This diagram creates a graphical representation of the number of satellites for the selected satellite systems over the
previously selected time period.

From this diagram you can see the satellite systems (highlighted). You have the possibility to move the mouse
pointer anywhere over the timeline to display detailed information.

38.6 E Satellite Orbit Map

To display detailed information on the individual satellites, move the mouse pointer over the points (satellites)
displayed on the Satellite Orbit Map.

The required details will now be displayed on the right part of this status page.

38.7 F Carrier-to-noise-density ratio (C/NO)

In this section, the signal quality carrier-to-noise-density ratio (C/NO) of all available satellites is displayed as a bar
graph. The height of the bars indicates the satellite's reception quality.

By dragging the fader, you can display the satellite data (C/NO) in the previously defined time period.
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38.8 G Summary

Parameter

Overall Log Duration

Log Interval

Last Status

Overall SVs in View.

Overall Locked SVs.

Max. Locked SVs.

Min Locked SVs.

Antenna Position Score (APS)

Total Antenna Position Score (APS)
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Value

Displays the total time of the recorded satellite data.

Displays the interval at which the satellite data is
recorded.

Displays the summary of recorded datasets.

Displays the summary of visible satellites.

Displays the summary of satellites used for
synchronization.

Displays the maximum number of satellites used for
synchronization.

Displays the minimum number of satellites used for
synchronization.

Shows the total score, from the values of the
respective satellite system.

Shows the total score, from the values of all satellite
systems.



39. Oszillator Calibration

. . . . . Oscillator Calibrati — ¥
The “Oscillator Calibration” button is to be found in the menu e e

bar.

Some MEINBERG devices have an incorporated oscillator. This DACVal: | 111
menu offers you the possibility to calibrate the oscillator by
entering the DAC values manually. A VWARNING

The calibration of the DAC value is not available for modules
which don’t have an own oscillator. The DAC Cal window is not
active und it is not possible to enter any value.

Thiz value is intended to be

changed by a skiled person, onhy?

Aowrong DAC calibration value

can cause serious malfunctions!

Figure 112: Oscillator Calibration

value can cause serious malfunction to the assembly group concerned.

u Please note that the DAC value should be configured only by trained personnel. A wrong calibration

Parameter Value
DAC Cal.: Enter the approximate DAC value.
DAC Val.: The DAC value is preset and may not be configured
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40. Firmware Update E

Firmware Update X

The Firmware Update button is to be found in the menu bar.

Flash Device Firmware:

You have the possibility to update the firmware of your
module/assembly group via a serial port.

MName N2X180-1_16_0.ufu

Model: N2X180

Pracessor: Cortex STM32F4

FPGA CyclonedGx15

Core Module: Mone

Wersion: 1.16.0

Files: n2x. 116, Firmware, v1.16.0
n2x_v104.rof, FPGA rbf, v1.4.0

Serial Port:

Baudrate

Framing:

Figure 113: Firmware Update

40.1 Load Firmware File

The serial connection parameters must be configured before the module/assembly can be updated. This is explained
in the lower part of this chapter.

1. To load the firmware -file click on the button. @

Detailed information about the programmable logic devices used on your module as well as the loaded files are now
displayed in the Files field.

2. Install the loaded files onto your module by clicking the button. °

To erase the loaded firmware-file click the button. @

Parameter Value

Serial Port Open the drop-down menu and select the serial port
Select the serial COM port of your module to which to be connected.

you will connect the PC.

Open the drop-down menu and select the requested
COM x Baud Rate baud rate

The baud rate is the data transmission rate of the

serial time string.

COM x Framing Open the drop-down menu and select the requested
The framing is the format of the data to be framing.
transmitted.
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41. Reboot Device D

The Reboot Device button is to be found in the menu bar.

The selected module/ assembly group can be restarted manually. This can be necessary, for example, after updating
a module, in order to apply the new settings correctly.

Rebooting the module/assembly group

1. To reboot the module/assembly group, click on the following button. The following window will D
open.

Attention

. . . ice(s)?
2. Confirm the reboot by clicking on “Yes” or click on |\ Doyoureallywant to reboot the selected device(s)

“No” to reject the reboot of the device.

Meszage *

3. Asuccessful reboot will be displayed in the following o 1 device(s) successfully reboated.
window:
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42. User Preferences E

The User Preferences button is to be found in the menu bar.

Description

You have possibility to configure the MEINBERG device manager according to your preferences.

User Preferences - O X

Connections: View:

Connection Type(s) Metwork Always expand device list:

Initial Device Search: O Terminal background calor:

Periodical Device Search: O Terminal text color:

Search interval (sech: 60

Logging:

Saved Connections: Awvailable Connections: Max. Windows Event Log Type: None (O ff)

172.16.38.55
172.16.100.228

192.163.101.59 e Application Log File: C\Usersimatthia: Browse
e Security:

Enable Encryption:

Wax. Application Log Level: 0 - Mone (Off)

Change Password:

Updates:

Current Password:

Software Update Detection: If recommended (O ffline) New Password:

meinberg0S Update Detection: Always (Online) News Password (Confirmation):

Figure 114: User Preferences

42.1 Import - Export Function

Use the Import function to import saved settings of a Device
Manager to e.g. a newer version of the Device Manager or another System.

Save your custom settings in json file format. o

This file is saved in the following memory location:
C:\Users\windows username\AppData\Local\Meinberg\mbgdevman

Storage of user data:

Your custom configurations are retained as a file after you delete the Device Manager application. For

security reasons, we recommend that you encrypt the file with a password or delete it if no longer
needed.
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42.2 Connections

Parameter

Connection Type(s)
The preferred type of connection for the Device
Manager with the modules/ assembly groups.

Initial Device Search

When the program is started, connected
modules/assemblies are initially searched and
displayed in the start screen.

Periodically search devices
The periodical search/ update of the connected
module/assembly groups can be activated here.

Search interval (sec)
Enter the interval for the periodical search/update.

Saved connections

The saved connections such as IP addresses and
serial parameters of the modules and assembly
groups are displayed in a list.

Available connections

The current connections such as IP addresses and
serial parameters of the modules and assembly
groups are displayed in a list.
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Value

Open the drop-down menu and select the preferred
connection type.

Check the box to activate this function.

Check the box to activate this function.

Enter the interval in seconds.

To delete the saved connections, click on the
following button.

©

To save the current connections, click on the
following button.

o




42.3 Updates

Parameter Value
Software update detection Open the drop-down menu and select one of the
Configure, when you should be notified about an following options:

update for the Meinberg Device Manager.

Option Explanation
Never Update detection is inactive
If recommended Your meinbergOS based system recommends installing Device Manager updates. This

(offline, via the local | ensures that your device manager supports all features of the respective system.
network connection)

Always (online) Periodically check and report available updates via the Internet.

Meinberg OS update detection
Configure when you should be notified about a
firmware update for connected modules/assembly

Open the drop-down menu and select one of the
following options:

groups.
Option Explanation
Never Update detection is inactive
Always (online) Periodically check and report available updates via the Internet.
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42.4 \iew

Parameter

Always expand device list

If this function is activated, all modules of the
assembly group will be displayed on the start page in
a list.

Check the box to activate this function.

Terminal text colour
You have the possibility to change the text color of the
terminal.

42.5 Logging

Value

Terminal background colour
You have the possibility to change the background
color of the terminal.

Open the menu and select the preferred color and
confirm your choice by clicking on OK.

Open the menu and select the preferred color and
confirm your choice by clicking on OK

Parameter

Max. Windows Event Log Type

Use this parameter to specify at which "Log Level" the
logged events are to be written into the "Windows
Event Log".

For example, with "1 - Error" only “Error-Events” are
written and with "0 - None (Off)" no event log is
written.

Max. Application Log Level

Use this parameter to specify at which "Log Level" the
logged events are to be written into the "Application
Log".

At log level "5 - Trace" all messages are written, at
"1 - Error" only “Error-events” and at "0 - None (Off)"
no event log is written.

Log File
Save the Log File as text file (txt).
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Value

Select the maximum log type:

None/off)
Error)
Warning)
Information)

o~~~ —

0
1
2
4

Select the maximum log type:

(None/off)
(Error)
(Warning)
(Information)
(Debug)

(

0
1
2
3
4
5 (Trace)

Click ,,Browse,, and select a location to store the file.



42.6 Security

Encryption of user data

When starting Meinberg Device Manager version 4.0
for the first time, the dialog window opens.

If you select "Yes", your sensitive user data will be
encrypted in the future.

Parameter

Enable Encryption
You have the possibility to encrypt your user settings,
e.g. login data and saved connections.

Change Passwort

Current Password

New Password

New Password (Confirmation)
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Enable Encryption?

Meinberg Device Manager now supports
encryption of your preferences file. As sensitive
data (i.e. login credentials for your saved
connections) is stored in this file, enabling
encryption is highly recommended.

Do you want to enable it, now?

Mein

Figure 115: Encryption of user data

Wert

Check the box to activate encryption.

Activate the checkbox to change the current
password.

Enter the current password.

Enter a new password for the encryption of your user
settings.

Confirm the new password by entering it again and
confirm the changes with a click on Apply.



43. Closing words

This user manual is intended to assist you in handling the Meinberg Device Manager in providing you with useful
information for the configuration and status monitoring of your Meinberg module/ assembly group. You are a part
in the continuous improvement of the information contained in this manual.

44, Meinberg Support Services

For suggestions and recommendations relevant to the manual, or if you have technical questions, please contact
our technical support team.

Meinberg - Technical Support
Telefon: +49 (0) 5281 - 9309- 888

E-Mail: techsupport@meinberg.de
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